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Abstract: This contribution introduces a solution for addressing the KI#1 – network slice service continuity
1. Discussion
This solution addresses Key Issue #1, in particular it solves the following problem:

   - To ensure the support of network slice service continuity when network slice or network slice instance is overload and can not meeting the QoS requirement for certain UE.

There is a use case where an application service provider purchase multiple network slice with different SLAs from Network Operator for ensuring the network service for its premium customer. A customer of the application (e.g. cloud gaming) may initially get access to the network using default network service provided by default network slice because he is not the premium customer yet. Initally, the network slice can meet the QoS requirement for the UE. However, when the network slice becomes overloaded, the user may not satisfy with the QoS supported by the default network slice because the default network slice becomes overloaded. The user may select to go for premium service while still connecting to the application. The 5GC needs to switch the UE from default network slice to the dedicated network slice that can support the QoS of the application. In addition, during the swtich of the network slice, the application service needs to be conituned in order to ensure the user experience.
The contribution proposes a solution to solve the issue. 
2. Text Proposal

It is proposed to capture the following changes in TR 23.700-41.
* * * * Start of the change (all new texts) * * * *
6.XX  Solution #XX: Network Slice Switch for Ensuring Service Continuity

This solution is for Key Issue #1 on network slice service continuity.

6.XX.1
Description

This solution addresses Key Issue #1, in particular it solves the following problem:

   - To ensure the support of network slice service continuity when network slice or network slice instance is overload and can not meeting the QoS requirement for certain UE.

There is a use case where an application service provider purchases multiple network slices with different SLAs from Network Operator for ensuring the network service for its premium customer. A customer of the application (e.g. cloud gaming) may initially get access to the network using default network service provided by default network slice because he is not the premium customer yet. Initally, the network slice can meet the QoS requirement for the UE. However, when the network slice becomes overloaded, the user may not satisfy with the QoS supported by the default network slice. The user may select to go for premium service while stilling connecting to the application. The 5GC needs to switch the UE from default network slice to the dedicated network slice that can support the QoS of the application. In addition, during the switch of the network slice, the application service needs to be conituned in order to ensure the user experience.

The contribution proposes a solution to solve this issue.
Editor's note: Whether the scenario that this solution covers is valid is FFS.
6.XX.2
Procedures

6.XX.2.1
Network Slice Switch for Ensuring Service Continuity
Figure 6.XX.2.1-1 illustrates the procedure for providing continuous service to the UE through switching the UE from a default network slice to a target network slice that can meet the QoS requirement for its application when the default network slice becomes overloaded and can not meet the QoS requirement for the UE. The target network slice is configured with the same DNN as the source slices. The UE needs to have both S-NSSAIs in the subscribed S-NSSAIs. The UE have requested both S-NSSAIs in the Requested NSSAIs, and receive them both in the Allowed NSSAIs.
[image: image1.png]IUE‘ ‘AMF‘

‘ NRF

SourceSMF|| PCF ‘ lTargetSMF| | ubMm |

|NEF‘

L~ ]

1. UE registers with the network and gets access to the default network slice (S-NSSAI 1)

|

2Nur

im_SDM_Subscribe(net

fvork slice switch inc§

cation)

o

ludm_SDM_Notificaf

ion(SUP, S-NSSAI

4 Nudm_P}

3.Nnef_PafameterProvision_Update |

slice switch indication)

rameterProvision_Upd
switch indication)

6. Retrieve SMF address corresponding to S-NSSAI 2 ‘

7. Nsmf_PDUsession_CreateSMCt

text Req

11 Nsmf_f

ismf_PDUsession_C

ntext Req(S-NSSAI p)

9. Source SMF checks the policy rule
session modification across different network slice

regarding |

IDUsession_CreateSMCt

10. Nsmf_PDUse:

ion_Context Res

intext Res

12. Delivery of updated slite
information(S-NSSAI 2)

13. Network triggered PDU session moification

14. Nudm

SDM_Info service

15. Notification

te_Req(GPS, slice

16. Notification

q(GPSI,





Figure 6.XX.2.1-1: Network Slice Switch for Ensuring Service Continuity
1. UE registers with the network and gets access to the default network slice S-NSSAI 1.
2. AMF sends the Nudm_SDM_subscribe, including the network slice switch indication, to the UDM. The network slice switch indication is for enabling UDM to send notification containing the request for network slice switch for certain UE on request.

3.
AF sends the Nnef_ParameterProvision_update Request, including the GPSI and slice switch indication, to the NEF. The slice switch indication may contain the requested QoS parameter, S-NSSAI 2, or a request to switch to a network slice that can meet the QoS requirement for the UE. This request may be triggered by the reception of an indication for unsatified QoS from certain application (e.g. cloud gaming). The request may be sent to the AF which is managed by the application service provider and this request is out of the scope of 3GPP.
4.
NEF sends the Nudm_ParameterProvision_Update Request, containing the GPSI and slice switch indication, to the UDM.

5.
Upon the receipt of the slice switch indication, the UDM figures out the target network slice that can meet the requirement of the UE and sends the Nudm_SDM_Notification, including SUPI and S-NSSAI 2, to the AMF.

6.
AMF retrieves the SMF address corresponding to S-NSSAI 2 if it does not have the SMF address information corresponding to S-NSSAI 2.
7.
AMF sends Nsmf_PDUsession_CreateSMContext request to target SMF.
8.
Target SMF sends Nsmf_PDUsession_Context request, including S-NSSAI 2, to the source SMF.
9.
Source SMF checks the policy rule regarding PDU session modification across different network slice using Npcf_SMPolicyControl_Update.
10. Source SMF sends Nsmf_PDUsession_context response, containing SM context, to the target SMF.
11. Target SMF sends Nsmf_PDUsession_CreateSMContext response to the AMF.

12. AMF delivers the updated slice information, including the S-NSSAI 2, to the UE.
13. AMF initiates the network triggered PDU session modification. After that, the UE remapps to the S-NSSAI 2 and uses the UP connection in S-NSSAI 2.
NOTE 1:
This solution only works for sessions established as SSC2, as this does not work for SSC1/SSC3.
14-16. Upon the completion of PDU session modification, AMF sends confirmation to the AF through UDM and NEF.
6.39.3
Impacts on services, entities and interfaces
AMF
 - Triggers the Nsmf_PDUsession_CreateSMContext across different network slices.

SMF

 - PDU session context transfer across different network slices as long as the policy rule allows.

UDM

 - Send Nudm_SDM_Notification upon the receipt of network slice switch indication from AF.
PCF

 - Negotiates wth SMF regarding policy rule of PDU session modification across different network slice using Npcf_SMPolicyControl_Update.
NEF

 - Receives Nnef_ParameterProvision_update request, including the indication for network slice switch, from the AF and forwards the messages to UDM.
UE

- Changes the S-NSSAI in the middle of a session.
* * * * end of change * * * *[image: image3.png]



3GPP

SA WG2 TD


