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Abstract of the contribution: This contribution proposes a new solution for KI#2. 
Discussion 
Solutions #10 and #11 in the TR propose new procedures to redirect a UE to a N3IWF/TNGF that supports the set of slices that are requested by the UE. Both solutions assume that the AMF can determine a target N3IWF/TNGF that can be used to serve a set of slices. There are however a few drawbacks with solution #10/#11 proposals:
- 
It splits a single Registration procedure across two AN nodes: The first half of the Registration procedure is performed via one AN node and the second half of the procedure is performed via another AN node. This is a new (un-tested) concept in 3GPP. 
-
The way the Registration procedure is divided between first and second AN node differs between untrusted trusted non-3GPP access. In the untrusted case, SMF Request is sent via old AN node and SMF Complete is received via the new AN node. In trusted case, both SMF Request and SMC Complete are sent via old AN node, and only Registration Accept is sent via new AN node. This adds access-specific impacts to the Registration procedure. 

-
New NGAP messages are proposed (although with an FFS whether an existing NGAP messages can be re-used)

-
New NGAP handling in TNGF proposed (steps 10a and A1 in solution #10), where the TNGF accepts the information provided by AMF and forwards to the UE but rejects the procedure towards AMF using the INITIAL CONTEXT SETUP FAILURE. This creates a “semi-failed” procedure.
-
New ways for AMF to identify NGAP messages based on UE ID rather than NGAP ID, adding complexity to basic NGAP message processing in AMF (although with an FFS whether this is needed)
Below we propose an alternative solution for inclusion in the TR. The solution is based on a “modular” principle where the following steps are performed based on existing procedures:
1. UE Registers with initial N3IWF/TNGF (i.e. full registration procedure) 
2. AMF informs the UE about target N3IWF and releases the N2 UE connection 

3. UE performs Service Request via new N3IWF.

This approach is not as streamlined as Sol#10/11 since it requires additional roundtrips between UE, N3IWF/TNGF and AMF, but it avoids the negative impacts described above. It is also not clear why this procedure needs to be optimized in terms of round trips as it is assumed to take place only at initial registration. 
Proposal

It is proposed to update TR 23.700-17 as follows:

***** First Change ****

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	KI1
	KI2

	Solution 1: N3GPP device behind 5G-RG
	X
	

	Solution 2: UE behind 5G-RG and FN-RG
	X
	

	Solution 3: Differentiated QoS for N5CW devices behind 5G-RG
	X
	

	Solution 4: Solution of providing differentiated service for Non-3GPP devices connected behind a 5G-RG
	X
	

	Solution 5: 5GC-capable UE behind 5G-RG accessing 5GC 
	X
	

	Solution 6: New method for non-3GPP device connected behind a 5G-RG
	X
	

	Solution 7: Differentiated QoS for non-3GPP devices behind 5G-RG
	X
	

	
	
	

	
	
	

	Solution 10: Registration via Trusted Non-3GPP Access with TNGF Relocation
	
	X

	Solution 11: Registration via Untrusted Non-3GPP Access with N3IWF Relocation
	
	X

	Solution 12: slice related TNGF selection for WLAN access
	
	X

	Solution #X: Untrusted Non-3GPP Access with N3IWF/TNGF Relocation due to network slicing
	
	X

	
	
	

	
	
	


***** Next Change (all new) ****

6.X
Solution #X: Untrusted Non-3GPP Access with N3IWF/TNGF Relocation due to network slicing
6.X.1
Description

The solution addresses KI#2 and enables the AMF to select a different N3IWF to serve the UE, when the originally selected N3IWF cannot support the slices needed by the UE.

Each N3IWF/TNGF may be locally configured with one TAI value and a corresponding set of S-NSSAIs (based on rel-17 enhancements done as part of TEI17_N3SLICE).
The key steps of the solution are summarized as follows:
1. 
UE Registers with initial N3IWF/TNGF (i.e. full initial registration procedure).
2. 
AMF informs the UE about target N3IWF/TNGF and releases the N2 UE connection

3. 
UE preforms Service Request via target N3IWF/TNGF.

6.X.2
Procedures
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1. Registration procedure steps 1-12, as decsribed in TS 23.502, clause 4.12.2.2 (for N3IWF case) and clause 4.12a.2.2 (for TNGF case)

4. Service Request, as described in TS 23.502, clause 4.12.4.1 (for N3IWF case) and clause 4.12a.4.1 (for TNGF case)  

3a. N2 UE Context Release Command  (AS option: N3IWF/TNGF information)

2. NAS Registration Accept (NAS option: N3IWF/TNGF information)


Figure 6.X.1-1 Registration and N3IWF/TNGF relocation to enable UE to be served by N3IWF/TNGF supporting the requested S-NSSAIs
1. The UE selects a PLMN and an N3IWF in this PLMN. This N3IWF is selected as currently specified in 23.501, i.e. without considering any slice information.

The UE initiates the initial Registration procedure which takes place as described in TS 23.502 [3] clause 4.12.2.2, steps 1-11 for untrusted non-3GPP access and clause 4.12a.2.2, steps 1-14 for trusted non-3GPP access, with the differences and clarifications described below. 

The AMF (either the one selected by N3IWF, or the one selected after AMF re-allocation, as defined in clause 5.15.5.2.3 of TS 23.501 [2]) identifies whether the selected N3IWF can or cannot support the slices requested by the UE. The AMF knows the slices supported by each N3IWF connected with the AMF because (as defined in TS 38.413 [7]) the N2 Setup Request message sent from N3IWF to AMF includes the supported TAI and the supported S-NSSAIs for this TAI. 

2. 
The AMF sends Registration Accept to the UE and includes information about target N3IWF(s). The N3IWF information may contain information about N3IWFs and what S-NSSAIs each N3IWF supports. 
Editor’s note: it is FFS whether the AMF may provide information about target TNGF(s). How the AMF is configured with TNGF(s) available via the SSID+BSSID that the UE is using is also FFS; 
Editor’s note: The details on what N3IWF/TNGF information is provided to the UE is FFS. It is e.g. FFS whether the 5GC selects a N3IWF/TNGF on behalf of the UE, or provides information about multiple N3IWFs/TNGFs and allow the UE to select N3IWF/TNGF. It is also FFS for how long the information is intended to be valid in the UE. 
Editor’s note: It is FFS whether and how the AMF can accept the Registration with the initial N3IWF/TNGF if that N3IWF/TNGF does not support the set of slices requested by the UE. 
Editor’s note: In case 5GC or provides information about multiple N3IWFs/TNGFs and allowing the UE to select N3IWF/TNGF, how to enable N3IWF selection taking also the current tracking area of the UEin 3GPP access into account (i.e. how to support N3IWF selection based on the TA FQDN) is FFS.
3. 
The AMF triggers N2 connection release, as described in TS 23.502 clause 4.12.4.2 (for untrusted non-3GPP access) or clause 4.12a.4.2 (fur trusted non-3GPP access). As part of this procedure, the N3IWF performs the release of the IPsec tunnel. The AMF includes information about target N3IWF in step 3a. The N3IWF provides this information to the UE in step 3b.

Editor’s note: It is FFS whether target N3IWF/TNGF information should be provided in NAS Registration Accept (step 2) or via AS parameters (step 3a-3b). Both options are described in this solution, but only one is to be selected. 

4. 
The UE selects a N3IWF/TNGF from the information provided in step 2 (for NAS) or step 3 (for AS) and triggers Service Request procedure as described in TS 23.502, clause 4.12.4.1 (for untrusted non-3GPP access) or clause 4.12a.4.1 (for trusted non-3GPP access).  
Editor’s note: It is FFS how a UE can select a TNGF (the TNGF is selected by the WLAN AN)
6.X.3
Impacts on Existing Nodes and Functionality
UE:
-
Able to receive a new N3IWF/TNGF information via NAS (NAS option) or IKE (AS option)
N3IWF-1/TNGF-1:

-
AS option: Able to receive new N3IWF/TNGF information from the AMF and provide this to the UE

N3IWF-2/TNGF-2:
-
No impact.

AMF:

-
Able to trigger N3IWF/TNGF relocation, e.g., based on the Requested NSSAI provided by the UE, the Subscribed NSSAI for this UE, the S-NSSAIs supported by all TNGFs that can serve the UE, and other information. 
Editor’s note: it is FFS whether the AMF may provide information about target TNGF(s). How the AMF is configured with TNGF(s) available via the SSID+BSSID that the UE is using is also FFS; 

-
The AMF includes new N3IWF/TNGF information in NAS Registration Accept (NAS option) or N2 UE Context Release Command (AS option).
**** End of Changes ****
3GPP
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