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5.1.4.3.1	General
Security procedures over Control Plane and User Plane are specified for 5G ProSe Layer-3 UE-to-Network relaying in TS 33.503 [29].
5.1.4.3.2	Principles for Control Plane based authentication and authorisation for 5G ProSe Layer-3 UE-to-Network Relay
Control Plane-based authentication and authorisation for 5G ProSe Layer-3 UE-to-Network Relay call flow and procedure is defined in TS 33.503 [29]. It is characterised by the following principles:
-	5G ProSe Layer-3 UE-to-Network Relay's NAS signalling is used for the 5G ProSe Layer-3 Remote UE's authentication and authorisation.
-	The AMF serving the 5G ProSe UE-to-Network Relay selects AUSF as specified in TS 23.501 [4] clause 6.3.4 considering also the 5G ProSe Layer-3 Remote UE information and interacts with the 5G ProSe Layer-3 Remote UE's AUSF.
5.1.4.3.3	Principles for User Plane based security procedure for 5G ProSe UE-to-Network Relay
User Plane-based security procedure for 5G ProSe UE-to-Network Relay is defined in TS 33.503 [29]. It is characterised by the following principles:
· A 5G ProSe Remote UE gets the discovery security parameters and the ProSe Remote User Key (PRUK) from the 5G PKMF of its HPLMN. The 5G PKMF of the 5G ProSe Remote UE gets the discovery security parameters from the 5G PKMFs of the potential 5G ProSe UE-to-Network Relays from which the 5G ProSe Remote UE gets the relay services.
· When a 5G ProSe Remtoe UE is establishing a PC5 link with a 5G ProSe UE-to-Network Relay, the 5G ProSe UE-to-Network Relay gets Knrp from its own 5G PKMF, which gets Knrp from the 5G PKMF of the 5G ProSe Remote UE.
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