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1
Discussion

Key Issue #4 aims to investigate the potential need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs, e.g. in scenarios when UE(s) should use the same EAS and are not members of a pre-defined group.
This solution addresses the issue of "how to decide on a common local part of DN for the collection of UEs". The solution does not address the issue of "how to define a collection of UEs forming a dynamic ad-hoc group", but the complementing solution X: "Group Management" can be used together with this solution.

2 Proposal

It is proposed to include the following content under the solution for KI#4 in TR 23.700-48.
*** BEGIN CHANGES ***
2
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*** NEXT CHANGE ***
6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
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Table 6.0-1: Solution-Key issue matrix
*** NEXT CHANGE (all text is new)***
6.Y
Solution Y (KI#4): Selection of common DNAI

6.Y.1
Introduction
This solution aims to address the KI#4 created for WT#6 related to the influence on UPF and EAS (re)location for a collection of UEs in scenarios when the UEs should use the same EAS and are not members of a pre-defined group. 

As addressed under the key issue description, the UPF selection and relocation, and deciding on a common local part of DN are the focus of this solution. In practice, an optimal common local part of DN would be needed to make the service experience best for all UEs in the group.

How to define a collection of UEs forming a dynamic ad-hoc group is not in the scope of this solution proposal.

6.Y.2
Functional Description
The solution is based on the following principles:

-
Group SMF (gSMF) entity is introduced to determine the location of the common local part of DN (L-DN) and used for common DNAI selection. 
-
gSMF can make the decision on the common DNAI based on the information it receives from individual SMFs. Then, each SMF selects the location of the UPF based on the common DNAI and relocates the UPF on PDU Session basis.

-
For selecting the common DNAI, gSMF may further use Analytics services from NWDAF for determining service experience between the gNB and candidate UPFs. 
 -
Nnef_TrafficInfluence service as specified in TS 23.501 [02] is used to store the DNN/S-NSSAI, Internal Group ID, and a list of DNAIs. The traffic influence data may contain an "Indication of traffic correlation" parameter as defined in clause 5.6.7 in TS 23.501 [02] to indicate that a common DNAI should be selected. PCF retrieves the traffic influence data from UDR and constructs the PCC Rules accordingly. No impact to Nnef_TrafficInfluence service is foreseen.

-
Nnef_EASDeployment service as specified in clause 6.2.3.4 in TS 23.548 [03] is used to store the EAS Deployment Information in the NEF and UDR. The SMF retrieves the EAS Deployment Information from the NEF and configures the DNS handling rules to EASDF correspondingly. EAS Deployment Information can contain an Internal Group ID as described in Table 6.2.3.4-1 in TS 23.548 [03]. No impact to Nnef_EASDeployment service is foreseen.

-
The solution proposes to enhance the PCC Rules by adding a new identifier "influence-id", which is associated with the list of DNAIs in the PCC Rules. UDR assigns the "influence-id"

 for each entry in the traffic influence data in the UDR when the entry is created as specified in Release 17. In this solution the PCF retrieves the "influence-id" from the UDR as part of the traffic influence data and includes it to the PCC Rules. This is necessary when the same DNN/S-NSSAI is used by multiple ad-hoc groups (Internal Group IDs), where each group has different traffic influence service data (e.g. list of DNAIs) containing the same DNN/S-NSSAI. In this case the PCC Rules will contain multiple lists of DNAIs and the "influence-id" is used to determine the lists of DNAIs in different PDU Sessions that are related to each other.



6.Y.3
Procedures
6.Y.3.1
General
The overall procedure is described in Figure 6.y.3.-1.
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Figure 6.y.3.1-1: Overall procedure

1.
Prerequisite: AF has created an ad-hoc group in 5GC. AF submits the traffic influence data and EAS Deployment Information data for the group to 5GC. This step is out of scope of this solution. 


2. 
Upon PDU Session establishment, the SMF retrieves the user subscription data from the UDM. The user subscription data may contain one or more Internal Group IDs. The SMF passes the DNN/S-NSSAI and Internal Group ID(s) to the PCF as specified in clause 4.16.4 in TS 23.502 [x]. If the PCF does not have the traffic influence service data for the given DNN/S-NSSAI and Internal Group ID(s)

, the PCF retrieves the data from the UDR. The PCF creates or updates the PCC Rules to the SMF.

The PCC Rules contain a list of DNAIs associated with the "Indication of traffic correlation" and with "influence-id". The PCF retrieves the "influence-id" from the UDR, thus the value of "influence-id" remains the same across all PDU Sessions that use the same traffic influence data.


[Optional] If the DNS queries are to be used to influence to the EAS address selection as described in clauses 6.y.3.2 and 6.y.3.3, the SMF retrieves the EAS Deployment Information as described in TS 23.548 [03].

3. 
SMF(s) invoke the gSMF for selection of the common DNAI. This is described in clause 6.y.3.2.

Depending on the variation of the procedure, the SMF(s) may invoke the gSMF either based on the user subscription and service data as received in steps 1 and 2, or alternatively the SMF(s) invoke gSMF in dynamic manner based on DNS Query from the UE. 


Rest of the clauses describe the following procedures:
-
Clause 6.y.3.2 "Selection of the common DNAI" describes the core procedure in the solution how gSMF selects the common DNAI. This procedure is part of all solution variants. 

-
Clause 6.y.3.3 "EAS selection and re-selection using ECS option, preconfigured" describes a solution variant where SMF(s) invoke the gSMF based on the preconfigured user subscription and service data before any DNS Query from the UE. ECS option in DNS request is used to indicate the common DNAI to the DNS server.

-
Clause 6.y.3.4 "EAS selection and re-selection using ECS option, dynamic invoke of gSMF" describes a solution variant where SMF(s) invoke the gSMF based on a DNS Query from the UE. ECS option in DNS request is used to indicate the common DNAI to the DNS server.
-
Clause 6.y.3.5 "EAS selection and re-selection via application layer" describes a solution variant where SMF(s) invoke the gSMF based on the user subscription and service data. Early/late UP path change notifications are used to indicate the common DNAI to the application layer. 
6.Y.3.2
Selection of the common DNAI
Figure 6.y.3.2-1 describes a procedure for selection of common DNAI for the collection of UEs that should use a common local part of DN and common EAS.
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Figure 6.y.3.2-1: Selection of the common DNAI

1. 
SMF receives the user subscription data and PCC Rules as described in step 2 in clause 6.y.3.1. Based on the "Indication of traffic correlation" and "influence-id" associated with a list of DNAIs in the PCC Rules, SMF knows that it must discover a gSMF for a selection of a common DNAI. SMF discovers the gSMF from NRF. SMF discovers one gSMF for each "influence-id" associated with a list of DNAIs in the PCC Rules.  

BSF can be used to ensure that the same gSMF is selected for all PDU Sessions with the same "influence-id"; SMF uses the "influence-id" to retrieve the gSMF identity from the BSF. If the registration in BSF for the given "instance-id" does not exist, the SMF discovers the gSMF from NRF, using e.g. the Internal Group ID as a discovery factor. gSMF registers the "influence-id" to BSF after gSMF has been selected for the first PDU Session for an "influence-id".
Editor’s Note: How SMF discovers gSMF from NRF is FFS
.


2.
The SMF invokes the gSMF and indicates the "influence-id", SUPI, DNN/S-NSSAI, and a list of DNAIs for the given "influence-id" as received in the PCC Rules to the gSMF. The SMF invokes the gSMF for each "influence-id" associated with a list of DNAIs in the PCC Rules. 

3.
For the selection of the common DNAI for a collection of PDU Sessions associated with the same "influence-id", the gSMF may consider the UE locations, network topology, or the current Analytics from NWDAF for service experience between the gNB and candidate UPFs. gSMF can subscribe for UE location info (UE mobility events) for the SUPI from the AMF.


If the gSMF uses Analytics services from NWDAF, the gSMF invokes the NWDAF on PDU Session and "influence-id" basis. 

4. 
gSMF determines the common DNAI

 per each "influence-id" and notifies the SMF(s) of the corresponding "influence-id" for the result. Based on the notification from the NWDAF, or any internal trigger, gSMF can reselect a new common DNAI, and notify the SMF(s) for the change of the common DNAI accordingly.

5. 
The SMF(s) select and

 relocate the UPF based on the notifications from gSMF. The SMF configures the UPF to route the UL traffic towards the EAS in the L-DN. The details depend on how the EAS is discovered and is described in clause 6.y.3.2.
6.
Whenever a new UE that belongs to the same Internal Group ID initiates a PDU Session with the given DNN/S-NSSAI, the steps 2-5 are performed for the new PDU Session. 

If the gSMF determines a new common DNAI for the group, the SMF(s) of the existing PDU Sessions are notified by the gSMF for a new common DNAI. This may be done e.g. due to a new PDU Session joining to the group, or one of the existing PDU Sessions are released, or one or more of the UEs in the group are moving and the gSMF finds a more optimal DNAI.

6.Y.3.3
EAS selection and re-selection using ECS option, preconfigured
Figure 6.y.3.3-1 describes a procedure for EAS selection and re-selection for a group of UEs when DNS queries from the UE influence to the EAS selection. EDNS Client Subnet option in the DNS Query is used to indicate the common DNAI to the DNS server. The SMF subscription for the common DNAI from gSMF is done based on the pre-configured edge service data that is applicable for the PDU Session, i.e. traffic influence data and EAS Deployment Information as described in TS 23.548 [03].
.


The flow is applicable for all connectivity models described in TS 23.548 [03]. UPF in the figure correspond to PSA UPF in the local site (L-PSA UPF). In case of Session Breakout connectivity model the ULCL or BP is used although not shown in the figure. In case of Distributed Anchor connectivity model, instead of EASDF a DNS resolver that is preconfigured with the ECS Option may be used.
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Figure 6.y.3.3-1: EAS (re-)selection using ECS option, preconfigured

Pre-requisite: SMF receives the user subscription data and PCC Rules as described in step 2 in clause 6.y.3.1. SMF has invoked the gSMF as described in clause 6.y.3.2. gSMF notifies the SMF for the common DNAI. 

1.
The SMF uses the common DNAI to select the UPF. The SMF configures the EASDF for the DNS message handling rules using the EAS Deployment Information as described in TS 23.548 [03]. The SMF may notify the AF for UP path change events via early and/or late notifications as described in clause 4.3.6.3 in TS 23.502 [x], based on subscriptions in the PCC Rules. The notifications indicate the common DNAI as a target DNAI.

2. 
When the UE initiates a DNS Query, the EASDF matches it against the rules it has received from the SMF. Based on the DNS message handling rules from SMF, the EASDF inserts an EDNS Client Subnet option to the DNS Query. The EDNS Client Subnet option refers to a location that is topologically close to the common DNAI.  The DNS server may resolve the EAS IP address considering the EDNS Client Subnet option and sends the DNS Response via the EASDF and UPF1 to the UE. 

3.
Application client and EAS transmit data via the user plane via UPF.

4. 
If the gSMF determines a new common DNAI as described in step 6 in clause 6.y.3.2, the gSMF notifies all SMF(s) that have subscribed for the given "instance-id". The SMF(s) reselect the UPF accordingly.  SMF(s) notify the AF as in step 2. 

The SMF(s) trigger an EAS rediscovery procedure with the UE(s). In case of Distributed Anchor Point connectivity model as described in TS 23.548 [03], when the SMF relocates the UPF, the UE detects that the PDU Session is released or new IP prefix is allocated within the PDU Session, and the UE removes the old DNS cache related to old/removed IP address/prefix as described in clause 6.2.2. in TS 23.548 [03].


In case of Session Breakout connectivity model as described in TS 23.548 [03], the SMF sends PDU Session Modification Command (EAS rediscovery indication, [impact field]) to UE as described in in clause 6.2.3.3 in TS 23.548 [03]. The EAS rediscovery indication indicates to refresh the cached EAS information. The UE behaves as described in TS 23.548. 

The UE(s) resolve the new EAS address as in step 2. Application client and the new EAS transmit data via the user plane via new UPF.


If the PCC Rules indicate multiple "influence-ids" with Session Breakout connectivity model, the SMF(s) may assign a separate local PSA for each common DNAI, if necessary. In Distributed Anchor connectivity model, the SMF(s) can assign a local PSA that is most optimal for any of the common DNAIs.

6.Y.3.4
EAS selection and re-selection using ECS option, dynamic invoke of gSMF 
Figure 6.y.3.4-1 describes a procedure for EAS selection and re-selection for a group of UEs when DNS queries from the UE influence the EAS selection. EDNS Client Subnet option in the DNS Query is used to indicate the common DNAI to the DNS server. The invoke of the gSMF is done in dynamic manner based on the DNS Queries from the UE, in addition to edge service data that is applicable for the PDU Session, i.e. traffic influence data and EAS Deployment Information as described in TS 23.548 [03].
The flow is applicable for all connectivity models described in TS 23.548 [03]. In case of Session Breakout connectivity model the ULCL or BP is used although not shown in the figure. 
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Figure 6.y.3.4-1: EAS (re-)selection using ECS option, dynamic model

Pre-requisite: SMF receives the user subscription data and PCC Rules as described in step 2 in clause 6.y.3.1. 

1. 
The SMF configures the EASDF for the DNS message handling rules as described in TS 23.548 [03].  

2. 
The SMF assigs a central UPF (C-UPF) for the PDU Session. 

3. 
When the UE initiates a DNS Query, the EASDF matches it against the rules it has received from the SMF. 

4. 
Based on the DNS message handling rules from SMF, the EASDF reports the FQDN to the SMF. The SMF uses the user subscription data and edge service data as described in clause 6.y.3.1 step 3 to determine that the FQDN is related to a group service where a gSMF needs to be invoked.

The SMF invokes the gSMF as described in clause 6.y.3.2. The SMF selects the UPF based on the common DNAI as described in clause 6.y.3.2. 

In case of Session Breakout connectivity model, the SMF configures the EASDF to insert an EDNS Client Subnet option to the DNS Query, as described in step 2 in clause 6.y.3.3.


In case of Distributed Anchor connectivity model, the SMF triggers an EAS rediscovery procedure with the UE as described in step 4 in clause 6.y.3.3.

5. 
In case of Distributed Anchor connectivity model, the UE re-initiates a DNS Query as in step 4 in clause 6.y.3.3. The EASDF matches it against the rules it has received from the SMF. 

Based on the DNS message handling rules from SMF, the EASDF inserts an EDNS Client Subnet option to the DNS Query. The DNS server returns the EAS address to the UE.

6. 
Application client and EAS transmit data via the user plane via L-UPF.
7. 
If the gSMF determines a new common DNAI as described in step 6 in clause 6.y.3.2, the gSMF notifies all SMF(s) that have subscribed for the given "instance-id". The SMF(s) reselect the UPF accordingly. UE(s) perform an EAS reselection as described in step 4 in clause 6.y.3.2.
Editor’s Note: The signaling storming in control plane needs to be avoid.
If the PCC Rules indicate multiple "influence-ids" with Session Breakout connectivity model, the SMF(s) may assign a separate local PSA for each common DNAI, if necessary. In Distributed Anchor connectivity model, the SMF(s) can assign a local PSA that is most optimal for any of the common DNAIs.


6.Y.3.5
EAS selection and re-selection via application layer
Figure 6.y.3.5-1 describes a procedure for EAS selection and re-selection for a group of UEs when application layer protocols are used to redirect the application client in the UE to an EAS serving the group. In this case, DNS queries from the UE do not influence to the EAS selection. The flow is applicable for all connectivity models described in TS 23.548 [03]; in case of Session Breakout model the UPFs in the figure correspond to PSA UPF in the local site (L-PSA UPF). 

In this procedure the EASDF is not involved and the Nnef_EASDeployment service is not used.
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Figure 6.y.3.5-1: EAS (re-)selection via application layer
Pre-requisite: SMF receives the user subscription data and PCC Rules as described in step 2 in clause 6.y.3.1. SMF has invoked the gSMF as described in clause 6.y.3.2. gSMF notifies the SMF for the common DNAI. 

1.
The SMF uses the common DNAI to select the UPF. The SMF notifies the AF for UP path change events via early and/or late notifications as described in clause 4.3.6.3 in TS 23.502 [x]. The notifications indicate the common DNAI as a target DNAI.

2. 
The application layer informs the UE for the group FQDN that corresponds to the current common DNAI. The UE resolves the EAS address via DNS Query. Alternatively, the application layer can inform the EAS IP address(es) directly via application layer. This step is out of scope of 3GPP. 

3.
Application client and EAS transmit data via the user plane via UPF.

4. 
If the gSMF determines a new common DNAI, the gSMF notifies all SMF(s)that have subscribed for the given "instance-id". The SMF(s) reselect the UPF accordingly.  SMF(s) notify the AF as in step 1. The UE(s) resolve the new EAS address as in step 2. Application client and new EAS transmit data via the user plane via new UPF.

If the PCC Rules indicate multiple "influence-ids" with Session Breakout connectivity model, the SMF(s) may assign a separate local PSA for each common DNAI, if necessary. In Distributed Anchor connectivity model, the SMF(s) can assign a local PSA that is most optimal for any of the common DNAIs.

6.Y.4
Impacts on services, entities and interfaces
-
gSMF: a new function. Determines the common DNAI for a collection of UEs. Notifies the SMF(s) that have subscribed for the common DNAI.

-
SMF:

-
Discovers and invokes the gSMF. Selects the UPF based on the common DNAI as notified by the gSMF. 
-
PCF:

-
Receives the "influence-id" from UDR and includes it into PCC Rules as part of traffic influence data. 
- UDR: UDR 
indicates the "influence-id" to the PCF in Nudm_DataManagement service response for each entry in the traffic influence data in the UDR.
*** END OF CHANGES ***
�UDR should be only a repository.


�Yes it is. Repository can assign an identifier for a data entry when the data is created in the repository.


�The text above says "… as specified in R17". The "influence-id" is an existing attribute in UDR in R17, see TS 29.519 


�It should be all DNN/S-NSSAI and Internal Group ID in UE’s subscription, not just only one.


�No, this is done per PDU Session, so only one DNN/S-NSSAI. But I agree there can be multiple group ids, I added (s).


�Not sure whether the Internal Group ID is enough for discovery gSMF.


�Should not be common DNAIs? Since in step 2 it says: The SMF invokes the gSMF for each "influence-id" associated with a list of DNAIs in the PCC Rules.


�I agree, I added per each influence-id


�Why “and”?


�The point is that UPF may need to be relocated later, when the gSMF indicates a new DNAI


�EDI is never mentioned in the common DNAI selection procedure.


�I added it back. How EDI is used by SMF is described in this clause. EDI is not used by gSMF.


�For Session Breakout connectivity model, the EAS rediscovery doesn’t impact the on-going traffic connection, but only impact the further new traffic connection. So there should be no impact for the on-going traffic connection.


�The idea here is just to reuse the re-discovery as it is defined in TS 23.548. I assume as well that it does not impact the ongoing traffic, I add this 


�The assignment is already specified in R17, The new thing is that UDR must indicate the influence-id to PCF in the response to data query.
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SMF retrieves the user subscription data from the UDM and determines the Internal Group ID(s) of the user. SMF informs the PCF with the Internal Group ID(s) of the user. PCF receives the traffic influence data from the UDR for the given DNN/S-NSSAI and Internal Group ID(s). SMF receives the EAS Deployment Information data from NEF for the given DNN/S-NSSAI and Internal Group ID(s).
3. Selecting the common local part of DN:

5GC determines and selects a common local part of the DN for the users of the group accessing the given DNN/S-NSSAI.



