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Abstract of the contribution: This paper provides a solution for KI#1. 
1 	Introduction
This paper provides a solution for KI#1 based on the existing traffic steering policy. The solution clarifies how the SA1 requirements are fulfilled.
2 	Discussion
3 	Proposal
It is proposed to update TR 23.700-18 as follows: 
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Table 6.0-1: Mapping of Solutions to Key Issues
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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6.X	Solution #X: Re-use of existing TSP for N6-LAN 
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This solution is based on the existing Rel-17 solution for steering the subscriber's traffic to appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the N6-LAN, as described in e.g. TS 23.503 [4]. The solution is also summarized in Annex A.   
The solution is based on the following key aspects, based on existing standards:
-	The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) ID that may be separate in UL and DL directions. 
- 	The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF. 
- 	The PCF provides the TSP ID in the PCC rules to SMF.
- 	The UPF indicates its capability to support traffic steering in N4 and in UPF profile in NRF, as described in TS 29.244 [Y]. The SMF may take this capability into account when selecting UPF. 
-	The SMF instructs the UPF to perform necessary actions to enforce the traffic steering policy referenced by the PCF. This includes the provisioning of corresponding PDRs, FARs, QERs etc. In particular, the SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID. 
-	The UPF performs the necessary actions to enforce the forwarding policy referenced by the SMF, e.g. performing packet marking and routing the traffic towards the service functions within the N6-LAN.
- 	
Editor’s Note: It is FFS how the 5GC selects the UPF with the appropriate predefined SFPs corresponding to the AF request of the 3rd party. The operator can have SLAs with multiple 3rd parties and the predefined SFPs for distinct 3rd parties can be deployed in distinct UPFs.
6.X.1.2	Analysis of Stage 1 requirements
Below the new SA1 requirements introduced for SFC in rel-18 are listed and comparison with the current TSP based solution is provided.
Table 6.X.1-1 Analysis of Stage 1 requirements
	Stage 1 requirement
	Comment

	22.101:
30 Flexible Mobile Service Steering 
30.1 Introduction 
In order to realize efficient and flexible mobile service steering in (S)Gi-LAN, the network operator uses information (e.g. user profile, network operator’s policies, RAT type, application characteristics) to define traffic steering policies. These policies are used to steer the subscriber’s traffic to appropriate enablers (e.g. NAT, antimalware, parental control, DDoS protection) in the (S)Gi-LAN. 
The term (S)Gi-LAN used in the present document represents a system which is out of 3GPP scope. Corresponding term for the 5G network is N6-LAN. 
For traffic steering to service functions in 5G network, enhancement beyond the service requirements below are defined in 22.261 [59].  
	These are pre-rel-18 requirements. Fulfilled based on TSP ID.

	22.261:
6.35 Service Function Chaining 
6.35.1 Introduction 
In order to support enhancement of service function chaining for 5G networks beyond the requirements for FMSS in TS 22.101, the network operator defines service function chaining policies for service function chaining to steer the traffic associated to the application and its users on per UE basis to appropriate ordered service functions. 
A service function chain for 5G networks contains service functions such as firewall functions, NAT, antimalware, parental control, DDoS protection, TCP proxies, load balancers, KPI monitoring, and video optimization, etc. 
NOTE:	these are non-exhaustive examples of service functions. Other service functions can be provided by an operator.

6.35.2 General Requirements 
The following requirements apply for supporting enhancement of service function chaining for 5G networks: 
The network operator shall be able to define and modify service function chaining policies for steering traffic on per application per UE basis through required service function chaining with ordered service functions to improve the user’s QoE. 
Service functions chaining policies shall be able to distinguish between upstream and downstream traffic.
	Current solution already allows to steer the traffic per application and UE basis to appropriate ordered service functions using Traffic Steering Policy (TSP) 
PCF can send this TSP to SMF. SMF can send PDRs to UPF using associated FAR forwarding policies. It can be modified and distinguished between upstream and downstream as it is needed with a specific PDR with PDI elements for uplink matching criteria and other for downlink.

	The coexistence of traffic with and without service function chaining shall be supported.
	Coexistence of traffic with and without service function chaining is supported as Traffic Steering Policy (TSP), routing influence, and forwarding parameters in FAR on N4 are optional.

	Service function chaining shall provide suitable means for authorized third parties to request a chain of service functions provided by the network operator based on operator’s service function chaining policies.
	AF can already influence traffic routing by providing routing information with e.g. routing profile ID that may refers to a pre-agreed policy between the AF and the 5GC. However, an enhancement is proposed in Solution #x (to rapporteur: this is solution in S2- 2201979). 

	In case of roaming, the HPLMN shall be able to apply traffic steering policies and service function chaining polices for home routed traffic.
	Service Chaining based on TSP ID already covers HPLMN to apply the steering policies for home routed roaming.

	In case of roaming with local breakout, the HPLMN shall be able to provide the traffic steering policies and service function chaining policies to the VPLMN providing local breakout with support of service function chaining.
	This point was scoped out from the SA2 study.

	Service function chaining shall support deployments where the Hosted Services are provided by the operator and deployments where the Hosted Services are provided by a third party.
	This is up to operator deployment and SLA with third parties. It is supported by current traffic steering solution as described in TS 23.503 [4]: 
“The traffic steering control consists in …<snip>… applying a specific N6 traffic steering policy for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider as described below.”



There are also additional SA1 requirements related to service function management and charging (including also TS 22.105 clause 5.2.14). These are not explicitly analysed above since:
-	SF deployment, management and definition are out of scope of SA2.
-	SF charging is out of scope of SA2. It could however be noted that the TSP based solution allows differentiated charging per service chain, since the PCF can select Charging Key in the PCC rule based e.g. on TSP ID. 
-	Service Chains are predefined by the operator and then be referenced by TSP ID.
-	Steering protocols to be used (e.g. for encapsulation and/or packet marking) are configured at UPF based on SLA, and it is out of scope of 3GPP what is already described in RFC standards.
6.X.2	Procedures
The procedure below shows an example with dynamic PCC Rules. It is also possible to activate predefined PCC Rules with traffic steering policy applied by UPF (not shown in the figure). 


Figure 6.X-1. Procedure using traffic steering policy.
1. 	The PCF makes a policy decision and creates a PCC Rule with SDF filter information or Application ID, TSP IDs, Charging Key, etc.
2. 	The SMF creates N4 rules based on the PCC Rule content.
3. 	The UPF applies the configured forwarding behaviour to steer the traffic to the appropriate Service Chain based on TSP IDs, e.g. encapsulation, packet marking, forwarding.

6.X.3	Impacts on Existing Nodes and Functionality
No impacts to current standard.
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3. UPF applies the configured forwarding behavior based on TSP ID
1. PCC Rule  (SDF Filter or Application ID, TSP ID UL, TSP ID DL)
2. N4 rules, including:
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