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Abstract of the contribution: This paper proposes a new solution for Key Issue #2. 
Proposal
It is proposed to agree the following changes into TR 23.700-85 on FS_eUEPO.

* * * * Start of changes * * * * 
6.X	Solution #X: 5GC awareness of URSP rule evaluation and verification of network slice usage
6.X.1	Description
This solution addresses Key Issue #2: "5GC awareness of URSP enforcement".
When the evaluation of URSP rules triggers the establishment of a new PDU Session, the UE includes in the PDU Session Establishment Request the Traffic Descriptor of the matched URSP rule, and the application identity. The SMF may verify that the indicated application identity is trusted and that the S-NSSAI is allowed for this application according to operator policy. If this verification fails, the SMF rejects the PDU Session Establishment Request with a proper cause value.
[bookmark: _Toc97269612]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409]
[bookmark: _Toc97269613]6.X.3	Impacts on services, entities and interfaces
Editor's note: This clause captures impacts on existing 3GPP nodes and functional elements.
* * * * End of changes * * * * 
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