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Abstract of the contribution: Proposes solution of QoS and Policy enhancement for AI/ML service
1	Background
According to the S2-2201820 [1], the study on QoS and Policy enhancement for AI/ML service is agreed with the following issues:
· [bookmark: _Hlk99386637]Whether the current QoS model for 5GS defined in TS 23.501 clause 5.7 needs to be enhanced to support performance KPIs defined in clause 7.10 of TS 22.261. If new QoS parameters are needed whether the existing Policy framework in 23.503 needs to be enhanced to account for the new QoS parameters and how.
· Whether the current QoS Monitoring can be used to expose, to an authorized 3rd party, monitoring and status information, regarding resource utilization of network services associated to this 3rd party AI/ML application, as specified in TS 22.261, clause 6.40. If not, what enhancements are needed.
In this paper, QoS and policy enhancement for AI/ML service is discussed.
2	Discussion
2.1 New QoS parameters
In this paper, it is assumed that AI/ML application server makes decision on AI/ML operation. As discussed in [2], awareness of UE UL/DL data rate at AI/ML application server is beneficial for it to make decision on AI/ML operation. On the contrary, specific AI/ML operation has corresponding requirement of UE UL/DL data rate. That is, the required UE UL/DL data rate is a key requirement to support the specific AI/ML operation. Please refer to [2] for the detailed procedure of providing the required UE UL/DL data rate as QoS requirement. 
2.2 QoS Monitoring for 5GS information exposure
In current specification, the QoS Monitoring is applied for packet delay measurement. The packet delay between UE and PDU Session Anchor (PSA) user plane function (UPF) is a combination of the RAN part of UL/DL packet delay and UL/DL packet delay between NG-RAN and PSA UPF. The SMF requests PSA UPF and NG-RAN to perform the QoS monitoring between PSA UPF and UE. The RAN node reports the RAN part of UL/DL packet delay result to the PSA UPF in the UL data packet or dummy UL packet. The PSA UPF calculates the UL/DL packet delay between UE and PSA UPF based on the received RAN part of UL/DL packet delay result and the calculated UL/DL packet delay between RAN and PSA UPF. After that, PSA UPF sends the QoS monitoring results to SMF, and SMF forwards the QoS monitoring results to PCF or AF (via NEF). Alternatively, PSA UPF forwards the QoS monitoring results to local NEF/AF. 
In order to perform adaptative AI/ML operation based on the changing network condition, data rate monitoring is proposed in [2]. In general, data rate monitoring is also triggered by AF request. However, data rate monitoring is performed by RAN node, which estimates the supported UL/DL data rate based on the channel condition between RAN node and UE, the bandwidth available for the UE and other factors. That is, UPF doesn’t need to be involved into data rate monitoring. 
If reuse QoS monitoring sheme to incorporate data rate monitoring, the following modifications should be made. 
· SMF configures only RAN node to perform data rate monitoring 
· UPF reports data rate monitoring results provided by RAN node directly to SMF without calculation 
Besides, QoS monitoring scheme enables UPF to report directly to local NEF/AF. Otherwise, data rate monitoring results can be reported over control plane. E.g., RAN node reports the data rate monitoring results to AMF and AMF forward it to SMF. However, new solution should be considered how to report data rate monitoring results to local NEF/AF. Besides, the solution based on control plane will introduce new signlings for N2 and N11 interface. 
Proposal 1: it is proposed to resue QoS Monitoring scheme to incorporate data rate monitoring.
2.3 Exclusive PDU session
If the Application AI/ML traffic is supposed to share the PDU session with other non-Application AI/ML traffic, it is difficult for the 5G network to predict the bitrate, latency or reliability of Application AI/ML traffic separately. Therefore, it is better to establish an exclusive PDU session for Application AI/ML traffic. The existing URSP scheme supports setuping a new PDU session for specific S-NSSAI and DNN configured by operators. However, it may be the case that the S-NSSAI and DNN support both Application AI/ML traffic and non-Application AI/ML traffic, which results in shared PDU session. Therefore, URSP rules should be enhanced to enable an exclusive PDU session for AI/ML traffic. 
Proposal 2: it is proposed to enhance URSP rules to enable exclusive PDU session for AI/ML traffic. 
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