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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#7: Obtain and maintain mapping table between IP address/IP range with DNAI.
1 Discussion
As described in the clause 5.7 of TR 23.700-48, the following aspects will be studied for KI#7:
-	what information the AF should provide to 5GC (e.g., IP address or range thereof (i.e.IPv4 subnetwork and IPv6 prefixes) , FQDN) and how it should provide it to help determine proper DNAI if the AF does not have knowledge of the DNAI information;
-	whether and how the 5GC can provide a DNAI to AF to help the subsequent AF influence/request.
This paper is to discuss and resolve the above issues. 

2	Proposal
It is proposed to agree the following texts in clause 6 of in TR 23.700-48.
               ******* start of 1st change ********
[bookmark: _Toc97268158][bookmark: _Toc20224672][bookmark: _Toc43317511][bookmark: _Toc43374983][bookmark: _Toc43375444][bookmark: _Toc43801968][bookmark: _Toc43806234][bookmark: _Toc43806541]6	Solutions
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01:  Obtain and maintain DNAI information using AF influence
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6.x	Solution #x: Obtain and maintain DNAI information using AF influence
[bookmark: _Toc20224674][bookmark: _Toc43317512][bookmark: _Toc43374984][bookmark: _Toc43375445][bookmark: _Toc43801969][bookmark: _Toc43806235][bookmark: _Toc43806542]6.x.1	Description
The following solution corresponds to the key issue #7 on Obtain and maintain mapping table between IP address/IP range with DNAI as specified in clause 5.7. 
In the case that the DNAI(s) where applications are instantiated may vary dynamically or e AF has not been provided with DNAI information, the AF provides the IP address/IP address range of target EAS to network if the EAS is relocated. The SMF is responsible to determine the target DNAI according to IP address/IP address range (and list of DNAI(s), if available) included in PCC rule received from PCF and preconfigured information (e.g. a mapping table between IP address/IP address range and DNAI(s)). 
The target DNAI is provided to AF if it requests the notification. Then the AF may maintain a mapping table between IP address/IP address range and DNAI(s) and include the target DNAI in subsequent requests.

[bookmark: _Toc43317513][bookmark: _Toc43374985][bookmark: _Toc43375446][bookmark: _Toc43801970][bookmark: _Toc43806236][bookmark: _Toc43806543]6.x.2	Procedures


Figure 6.x.2-1: Obtain and maintain DNAI information using AF influence 

1. When EAS is relocated (e.g. due to AF internal triggers), the AF sends the AF request to PCF directly by invoking Npcf_PolicyAuthorizationCreate/Update Request, or via NEF invoking Nnef_TrafficInfluenceCreate/Update Request and Npcf_PolicyAuthorizationCreate/Update Request targeting an individual UE address. The content of AF request includes IP address/IP address range, e.g. the IP address of target EAS. The AF may indicate it desires to receive the target DNAI.
2. The PCF authorizes the AF request. The PCF may determine that updated or new policy information needs to be sent to the SMF. The new PCC rule(s) includes the IP address/IP address range provided in AF request. The PCF may update the list of DNAI(s) according to the IP address/IP address range.
3. When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session as specified in clause 4.3.6.4 of TS 23.502. 
The SMF determines target DNAI according to IP address/IP address range (and list of DNAI(s), if available) included in PCC rule received from PCF and preconfigured information (e.g. a mapping table between IP address/IP address range and DNAI(s)).
4. The SMF notifies AF about the target DNAI if the notification is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
If the AF receives the target DNAI, it maintains a mapping table between IP address/IP address range and DNAI(s). For the EAS relocation without DNAI change, e.g. the target EAS IP address is within current IP address range per DNAI. The AF may include the target DNAI in subsequent requests.

[bookmark: _Toc43317514][bookmark: _Toc43374986][bookmark: _Toc43375447][bookmark: _Toc43801971][bookmark: _Toc43806237][bookmark: _Toc43806544]6.x.3	Impacts on services, entities and interfaces
SMF:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]1.	Determines target DNAI according to IP address/IP address range (and list of DNAI(s), if available) included in PCC rule received from PCF and preconfigured information
2.	Preconfigured a mapping table between IP address/IP address range and DNAI(s).
PCF:
1.	Update PCC rule to include the IP address/IP address range.
AF:
1. Maintains a mapping table between IP address/IP address range and DNAI(s).

                       ******* End of 1nd change ********
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