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Abstract: This paper proposes to resolve the ENs and introduce a new solution for remote UE accessing 5GC via untrusted Non-3GPP access.
1. Introduction/Discussion
This paper updates the solution to solve several ENs.
-	Propose not to consider categories for the 5G-RG’s subscribed UE ID list and remove the EN;
-	Propose to define the Ta between 5G-RG (acting as TNAP) and TNGF in the 3GPP and remove the EN;
-	Propose to differentiate the QoS per the UE being subscribed for the 5G-RG or not and remove the EN;
-	Add impact on the functions by the Solution X.
In addition, a new solution is proposed for 5GC-capable UE behind 5G-RG accessing 5GC using untrusted Non-3GPP access.
2. Text Proposal
It is proposed to capture the following changes to the TR 23.700-17 v0.1.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97155698][bookmark: _Toc97155719][bookmark: _Toc531707670]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	KI1
	KI2

	Solution 1: N3GPP device behind 5G-RG
	X
	

	Solution 2: UE behind 5G-RG and FN-RG
	X
	

	Solution 3: Differentiated QoS for N5CW devices behind 5G-RG
	X
	

	Solution 4: Solution of providing differentiated service for Non-3GPP devices connected behind a 5G-RG
	X
	

	Solution 5: 5GC-capable UE behind 5G-RG using trusted Non-3GPP accessaccessing 5GC 
	X
	

	Solution 6: New method for non-3GPP device connected behind a 5G-RG
	X
	

	Solution 7: Differentiated QoS for non-3GPP devices behind 5G-RG
	X
	

	Solution X: 5GC-capable UE behind 5G-RG using untrusted Non-3GPP access
	X
	

	
	
	

	Solution 10: Registration via Trusted Non-3GPP Access with TNGF Relocation
	
	X

	Solution 11: Registration via Untrusted Non-3GPP Access with N3IWF Relocation
	
	X

	Solution 12: slice related TNGF selection for WLAN access
	
	X

	
	
	

	
	
	

	
	
	



* * * * Next change * * * *
6.5	Solution 5: 5GC-capable UE behind 5G-RG using trusted Non-3GPP accessaccessing 5GC
[bookmark: _Toc97155720]6.5.1	General
This solution is applicable when 802.1x (EAP over LAN) and 3GPP credentials are used to associate with the WLAN. In this option, the solution for trusted N3GPP is used as baseline but with the additional property that the service is offered via a wireline access and a 5G-RG. This solution can distinguish the 5GC-capable UE role and apply the different QoS and charging policy for the different categories of devices, for example for 5GC capable UE considered as host or guest of the local network of 5G-RG/HA 5G-RG. The member of the family decides on which 5GC capable UE considered as host (i.e. subscriber of the 5G-RG) and reports these 5GC capable UE IDs (e.g. MSISDN) to the operator via online or offline service. This is out of the scope of 3GPP. After that, it is the 5GC's responsibility to maintain such information and decides the 5GC capable UE role based on it.
[bookmark: MCCTEMPBM_00000019]The solution is based on the following architecture as defined in clause 4.10 of TS 23.316 [5]. The Ta interface is a non-roaming interface, which means the 5G-RG and TNGF belongs to the same PLMN. Then the UE and the 5G-RG belong to the same PLMN too.
NOTE:	For the UE accessing 5GC, the 5G-RG is treated as WLAN AP connecting to TNGF, so the same slice is supported by the 5G-RG and the TNGF.


Figure 6.5.1-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
[bookmark: _Toc97155721]6.5.2	Registration procedure
In this solution, the 5G-RG acts as TNAP and is behaved as authenticator, the interface between the 5G-RG and W-5GAN is assumed an AAA interface.


Figure 6.5.2-1: Registration procedure
0.	5G-RG has successfully registered to the AMF1. 5G-RG obtained the 5G-RG GUTI from 5GC.
	A layer-2 connection is established between the UE and the 5G-RG. In case of IEEE 802.11 this step corresponds to an 802.11 Association. Optionally, the 5G-RG may send 5G-RG 5G-GUTI to the UE via ANQP message.
[bookmark: MCCTEMPBM_00000011]1a-1c.	An EAP authentication procedure is initiated. EAP messages are encapsulated into layer-2 packets, i.e. into Ethernet-over-LAN packets. The UE provides a NAI in the EAP-Res/Identity message. This EAP-Res/Identity is encapsulated in the AAA message as defined in clause 4.12a.2.2 step 3 of TS 23.502 [3] by 5G-RG. If the 5G-RG does not transport the 5G-GUTI via ANQP message,tThe 5G-RG also includes 5G-RG 5G-GUTI in this AAA message. The AAA message is encapsulated over IP layer, the source IP address is the 5G-RG's IP address allocated by the 5GC in the PDU session established procedure via wireline or wireless access, the destination IP address is the TNGF IP address configured on the 5G-RG side or queried through the DNS procedure.
[bookmark: MCCTEMPBM_00000012][bookmark: MCCTEMPBM_00000024]1d.	An EAP-5G procedure is executed as specified in TS 23.502 [3] and TS 33.501 [9]. The W-5GAN sends the EAP-5G start message including the 5G-RG GUTI to the UE.
1e.	The UE sends the AN parameters (e.g. UE SUCI or the 5G-GUTI, Requested NSSAI, etc.) and NAS Registration request message (e.g. Registration type, UE SUCI or 5G-GUTI, Security parameters, Requested NSSAI, etc.) in the EAP-5G. In addition, in the NAS Registration request message, the UE includes the 5G-RG 5G-GUTI received from the EAP-5G start message. The 5G-RG 5G-GUTI is used by AMF to find the 5G-RG context and obtain 5G-RG SUPI.
2.	W-5GAN selects the AMF2 for UE as specified in TS 23.501 [2] clause 4.2.2.2.2 with the UE 5G-GUTI or Requested NSSAI. This AMF2 may be the same or different from the AMF1.
[bookmark: MCCTEMPBM_00000013][bookmark: MCCTEMPBM_00000025]3-4.	The AMF2 received the Registration request message and the UE authentication procedure is performed based on the UE 3GPP credential as defined in TS 23.502 [3] and TS 33.501 [9].
5-6.	With the existing of 5G-RG GUTI, the AMF2 knows that the UE is accessing 5GC via 5G-RG. In order to obtain the 5G-RG SUPI, the AMF2 finds the 5G-RG context based on the 5G-RG 5G-GUTI. If there is no 5G-RG context in the AMF2, AMF2 requests the 5G-RG SUPI from AMF1. To be more specific, the AMF2 selects the AMF1 based on the 5G-RG 5G-GUTI and sends the request message to the AMF1 including the 5G-RG 5G-GUTI and SUPI requested indication. AMF1 finds the 5G-RG context based on the 5G-RG 5G-GUTI and replies the 5G-RG SUPI to the AMF2.
7-8.	The AMF2 selects the UDM based on 5G-RG SUPI, and requests 5G-RG's subscribed UE ID list from the UDM. The 5G-RG's subscribed UE ID list may include more than one category. For example, the smartphone devices belong to the category 1, the IoT devices belong to the category 2, the IPTV/STB devices belong to the category 3, etc. The 5G-RG's subscribed UE ID list includes the UE IDs, e.g. UE SUPI or UE MSISDN. If the UE ID sent by AMF2 to UDM belongs to the subscribed UE ID list, the UE is treated as the subscriber of the 5G-RG. If the UE ID does not belong to the subscribed UE ID list and the 5G-RG only allows the subscribed UE, the UDM shall reject the UE. The UDM stores the serving AMF identity and will notify the AMF when the 5G-RG's subscribed UE ID list is updated.
Editor's note:	Whether more than one category for the 5G-RG's subscribed UE ID list is FFS.
9.	The UDM sends the subscribed UE ID list to the AMF2. AMF2 stored the subscribed UE ID list and decides if the UE is the subscribed UE of the 5G-RG. If the UE is not the subscriber of 5G-RG and the 5G-RG only allows the subscribed UE, the AMF shall reject the UE.
10-11.	The AMF2 requests the policy from PCF.
[bookmark: MCCTEMPBM_00000014]12-16.	The same steps as defined in clause TS 23.502 [3] clause 4.12a.2 steps 10a to 15b.
Editor's note:	It is FFS on how to provide differentiated service (e.g. QoS and charging) for UE connected behind a 5G-RG, identified by the 5GC.
[bookmark: _Toc97155722]During the PDU session establishment procedure triggered by the remote UE, the procedure defined in TS 23.502 subclause 4.12a.5 is applied, with the following difference: 
Step 2a: If the AMF2 identifies the UE as the subscribed UE of the 5G-RG, it sends the subscribed UE indication to the SMF2. The SMF2 forwards this information to the PCF, the PCF may create the different QoS or/and charging rules based on the UE role, i.e. subscribed UE or unsubscribed UE. For example, the PCF will apply the higher priority 5QI value for the subscribed UE traffic than the unsubscribed UE. If there is no PCF deployed in the network, the SMF2 creates the DSCP value based on 5QI and the UE role.
Step 2b: The SMF2 sends N2 SM information to the TNGF, including the mapping between the QFI and the DSCP value. The TNGF can provide DSCP value to UE for the User Plane IPsec Child SA at PDU Session Establishment as defined in clause 4.12.5, step 4a and 4c.
In the UE’s PLMN, for the downlink data, the TNGF marks the DSCP in the outer IP header based on the mapping between the QFI and DSCP received from SMF2. For the uplink, the UE marks the DSCP using the DSCP value associated with the Child SA.
In the 5G-RG’s PLMN, the QoS is controlled per description for the PCF, SMF and UPF in the Annex D.7 of the TS 23.501 [2].
6.5.3	Impacts on existing Functions
Impact on Ta interface:
-	A standard Ta interface is defined with the 5G-RG GUTI transported from the 5G-RG to the TNGF.
Editor's note:	Which forum will define is Ta is FFS.
Editor's note:	Other impacts are FFS.
UDM:
-   The 5G-RG subscription data is extended to include the subscribed UE list. 
AMF:
-   Obtain the 5G-RG GUTI from NAS message, and then request the 5G-RG SUPI from the 5G-RG’s serving AMF. 
-   Request the 5G-RG’s subscribed UE list from UDM based on the 5G-RG SUPI.
PCF:
-   Create the DSCP value based on the UE role, i.e. the subscribed UE or unsubscribed UE indicated by the SMF.
SMF:
-   Transfer to the PCF the UE role, i.e. the subscribed UE or unsubscribed UE received from the AMF.
5G-RG:
-   Send the 5G-RG GUTI to the UE. There are two options, the impacts on each one is as follows. 
Option 1: The 5G-RG sends the 5G-RG GUTI to TNGF via the Ta interface. As the 5G-RG and TNGF are defined by 3GPP, the Ta interface can also be defined by 3GPP. 
Option 2: The 5G-RG sends the 5G-RG GUTI to the UE via ANQP message.
UE:
-   Send the 5G-RG GUTI to the AMF via the NAS message.

* * * * Next change * * * *
X.Z 	Solution X: 5GC-capable UE behind 5G-RG using untrusted Non-3GPP access
X.Y.1	General
The solution is based on the UE behind RG using untrusted Non-3GPP access architecture as defined in TS 23.316 Annex A. The 5G-RG and 5GC-capable UE may belong to the same PLMN or the different PLMN. 



Figure y: Non-roaming architecture for UE behind 5G-RG using untrusted N3GPP access
X.Z.2	Registration procedure
The UE register to the 5GC based on the procedure as defined in TS 23.502 subclaus 4.12.2 with the following difference. 
· Before the Step 1a, the UE obtains the 5G-RG GUTI from ANQP message, as defined in subclause 6.5.2 step 0. 
· Step 5: the UE sends the Registration Request message to the UE’s AMF, in which the 5G-RG GUTI is included in this message as defined in subclause 6.5.2 step 1e.
· After the step 9d, the UE’s AMF identify the UE role by using the same solution as defined in subclause 6.5.2 from step 5 to step 9. 
During the PDU session establishment procedure of the UE, the same procedure defined in subclause 6.5.2 is applied. 
X.Z.3	Impacts on existing Functions
UDM, AMF, PCF, SMF, UE:
-   Same as described in the subclause 6.5.3.
5G-RG:
-   The 5G-RG sends the 5G-RG GUTI to the UE via ANQP message. 
* * * * End of changes * * * *
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