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Abstract: This paper proposes a new key issue: Support of Non-3GPP access for SNPN.
1. Introduction/Discussion
This paper proposes a new key issue: Support of Non-3GPP access for SNPN.
2. Text Proposal
[bookmark: _Toc519004414]It is proposed to capture the following changes vs. TR 23.700-08 V0.1.0.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97274353]5.2	Key Issue #2: Support of Non-3GPP access for SNPN
[bookmark: _Toc97274354]5.2.1	Description
Editor's note:	key issue assumed to be defined at the next meeting.
Currently the 3GPP specifications do not support direct connection to SNPN via non-3GPP access networks, i.e., only indirect connection via PLMN is supported as shown in TS 23.501 Annex D.3. There are already non-3GPP access technologies which are in use in enterprises and campuses, and it is foreseen that such non-3GPP access technologies will continue to evolve. The integration of these existing assets in the SNPN would add flexibility to the SNPN operators. 
This key issue aims at addressing how to enable a UE to access the SNPN via non-3GPP with the following aspects:
-  How to enable the support of direct non-3GPP access for SNPN;
-  How SNPN onboarding and SNPN access using credentials from Credentials Holders (CH) is supported on non-3GPP access for SNPN;
-  How to enable the SNPN CN to identify the treated non-3GPP access type of UE accessing SNPN via non-3GPP access (e.g. WLAN) or via PLMN.
* * * * End of changes * * * *
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