SA WG2 Temporary Document

Page 10

SA WG2 Meeting #S2-150E
S2-2202336
6 – 12 April, 2022, Electronic Meeting

Source:
ETRI
Title:
Solution for KI#2: Service Function Chaining exposure
Document for:
Approval

Agenda Item:
9.1
Work Item / Release:
FS_SFC / Rel-18

Abstract of the contribution: This document introduces a new solution to key issue #2
Proposal

This document proposes a new solution to address Key Issue #2 (i.e., “How to enable support for AF to request predefined SFC/SFP(s) for traffic flow(s) related with target UE (s)” and “Based on the requests from the AF, what are the solutions and procedures to interact with network functions in the control plane of 5GC”). 

The various granularities of classification rules (a 5-tuple, a transport port, or part of the packet payload), various SFC headers (e.g., network service header (NSH)), and various transport mechanisms (e.g., VXLAN, GRE, MPLS, IP-in-IP) can be used for SFC service. Thus, the SFC control shall determine the SFC policy (e.g., classification rules, SFC headers, the transport mechanism between the classifier and SFFs) based on the SFC capability of 5GS. To this end, the SFC capability of 5GS shall be exposed to AF and the SFC policy based on the 5GS SFC capability can be configured to 5GS.   

In this solution, the SFC service and procedure to expose the SFC capability of the 5GS for target UE(s) and configure SFC policy for target UE(s) to 5GS are proposed.
It is proposed to adopt the following solution in TR 23.700-80.
* * * * Start of Change * * * *
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6.X
Solution #X: Service Function Chaining exposure 
6.X.1
Description
Editor's note:
This clause will describe the solution principles for the target WT and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
This solution aims to address KI#2 (i.e., “How to enable support for AF to request predefined SFC/SFP(s) for traffic flow(s) related with target UE (s)” and “Based on the requests from the AF, what are the solutions and procedures to interact with network functions in the control plane of 5GC”). 
Since various granularity of classification rules (a 5-tuple, a transport port or set of ports, part of the packet payload), SFC headers (e.g., network service header (NSH)) and transport mechanism (e.g., VXLAN, GRE, or IP-in-IP) can be used for SFC service, the SFC capability of 5GS shall be exposed to SFC control plane via AF to determine the classification rules, SFC header type, transport mechanism that can be supported by 5GS. Then, the determined SFC policy based on the 5GS SFC capability needs to be configured to 5GS. In this solution, the new NEF service and procedure to expose the SFC capability of the 5GS for target UE(s) and configure SFC policy for target UE(s) to 5GS are proposed.
To address how to exposure SFC capabilities of 5GS to AF and to configure SFC policy to 5GS from AF, this solution follows the principles below:

· PCF maintains the information about SFC capability for UE and SFC policy for UE 

Editor's note: Further details on definition of SFC policy is FFS.

· UPF conducts SFC functionality (i.e., initial classification) by detecting flow(s) and encapsulating the SFC header and Transport protocol header based on the SFC policy.  
· AF interacts with NEF to subscribe SFC capability of 5GS and configure the SFC policy to 5GS

· NEF interacts with PCF to get the SFC capability of 5GS for target UE(s) and to modify SFC policy 
· New SFC service of NEF (i.e., Nnef_SFC) to expose the SFC capability of the 5GS for target UE(s) and configure SFC policy for target UE(s) to 5GS. The following table shows the NEF Services and Service Operations: 
Table 6.x.1-1: SFC service by the NEF
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_SFC
	CapsSubscribe
	Subscribe/Notify
	AF

	
	CapsNotify
	Subscribe/Notify
	AF

	
	ConfgCreate
	Request/Response
	AF

	
	ConfgUpdate
	Request/Response
	AF

	
	ConfgDelete
	Request/Response
	AF

	
	ConfigUpdataNotify
	Subscribe/Notify
	AF


· New Nnef_SFC_CapsSuscribe service operation to be used by AF to subscribe to the SFC capability of the 5GS for target UE(s). The Nnef_SFC_CapsSubscirbe request may contain at least the SFC filter. The following table shows the SFC filter:
Table 6.x.1-2: SFC Filter Parameter
	Event filter
	Description

	List of UE identities
	Only the included UE identities are considered for the notification.

	Transport protocols
	Supported transport protocols 

	SFC headers
	Supported supported service headers

	Traffic detection rules
	Supported traffic detection rules for applying SFC classification


· New Nnef_SFC_CapsNotify service operation to be used by NEF to notify the SFC capability of the 5GS for target UE(s). The Nnef_SFC_CapsNotify message may contain at least the SFC Capability Parameter. The following table shows the SFC Capability Parameter:
Table 6.x.1-3: SFC Capability Parameter

	SFC Capability Parameter
	Description

	For each UE

	UE identity
	Only the included UE identity is considered for the notification.

	Transport protocols
	Indicates supported transport protocols (tunneling protocols. e.g. VALN, VxLAN, GRE, IP in IP)

	SFC headers
	Indicates the supported service headers for SFC (e.g. NSH)

	Traffic detection rules
	Indicates the supported traffic detection rules for applying SFC classification


· New Nnef_SFC_ConfigCreate/Update/Delete service operations to be used by AF to configure SFC policy of 5GS for the target UE(s). The service operations’ request message may contain at least the SFC Configuration Parameter. The following table shows the SFC Configuration Parameter:
Table 6.x.1-4: SFC Configuration Parameter

	SFC Configuration Parameter
	Description

	For each UE

	UE identity
	Only the included UE identity for configuring SFC policy

	Transport protocol
	Indicates the transport protocol (one of tunneling protocols)

	SFC header
	Indicates the service header for SFC encapsulation

	For each traffic detection rule of UE

	Traffic detection rule
	Identifies traffic detection rule for SFC steering (one of rules provided by NEF)

	Transport protocol information
	Includes the information to encapsulate transport protocol

	SFC header information
	Includes the information to encapsulate service header (in case of NSH, the information could be NSH Header information (Base, Service Path Header or Extension Header))


· New Nnef_SFC_ConfigUpdateNotify service operations to notify updated SFC policy for target UE(s) to AF with SFC Configuration Parameter. 

· Enhanced Npcf_PolicyAuthorization_Create/Update service operation to detect the SFC capability based on the received SFC Filter and to notify the detected SFC capability to consumer NFs.

6.X.2
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
Figure 6.X.2-1 outlines the procedure for exposing SFC capability of 5GS for target UE(s).
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Figure 6.X.2-1: Procedure for exposing SFC capability of 5GS for target UE(s)
1. AF sends Nnef_SFC_CapsSuscribe request message with SFC Filter Parameter (List of UE Identities, Transport protocol, SFC header, Traffic detection rule) to subscribe the SFC capability of 5GS for the target UE(s). 
2. NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create/Update Request message with SFC Filter to find the SFC capability of 5GS for the target UE(s).

3. NEF acknowledges the execution of Nnef_SFC_CpasSubscribe to AF.
4. PCF finds the SFC capability based on the received SFC Filter and sends the SFC capability to NEF via Npcf_PolicyAuthorization_Create/Update Response. 
5. NEF sends the SFC Capability Parameter to AF by executing the Nnef_SFC_CapsNotify service operation.

Figure 6.X.2-2 outlines the procedure for configuring SFC policy for target UE(s).
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Figure 6.X.2-2: Procedure for configuring SFC policy for target UE(s)
1. AF requests creation/update/delete of a SFC policy for the target UE(s) to NEF by invoking Nnef_SFC_ConfigCreate/Update/Delete service operation with SFC Configuration Parameter.

2. NEF responds with the Nnef_SFC_ConfigCreate/Update/Delete response.

3. NEF interacts with PCF to modification of SFC policy. 

4. When AF requests only the creation/update of an SFC configuration, NEF sends an SFC Configuration Parameter that represents the configured SFC policy for the target UE(s) to AF.

6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

* * * * End of Change * * * *
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