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Abstract of the contribution:
[bookmark: _Hlk20952940][bookmark: _Hlk24146775]Add a new solution for key issue 4 to enhance the PDU set related packet handling for XR/Media services for FS_XRM. 
1. Introduction 
[bookmark: _Hlk94039492]Key issue 4 “PDU Set integrated packet handling” was agreed to be added to TR 23. 700-60. Following aspects need to be further studied in this key issue.
-	Which types of PDU Set (e.g. frame/video slice) shall be supported for PDU Set integrated packet handling by 5G network;
-	What information should be provided to the 5GS regarding PDU Set for integrated packet handling, and how such information should be provided.
-	How the 5GS identifies that a PDU belongs to a specific PDU Set;
-	Whether and how to enhance the QoS model and policy control for PDU Set integrated packet handling;
-	Whether and how to perform the PDU Set integrated packet handling in the UE, RAN and/or UPF;
-	What information needs to be provided to the RAN and/or UPF to support PDU Set integrated packet handling in both the downlink and uplink direction. 
-	Whether and how provide information to the UE for PDU Set integrated packet handling.
This contribution proposes a new solution for key issue 4.
2. Proposal
[bookmark: OLE_LINK1][bookmark: _Toc500949097][bookmark: _Toc22897108]It is proposed to add the following solution for key issue 4 to enhance the PDU set related packet handling for XR/media services to TR 23.700-60.

*********** First Change***********
[bookmark: _Toc26431228][bookmark: _Toc30694626][bookmark: _Toc43906648][bookmark: _Toc43906764][bookmark: _Toc44311890][bookmark: _Toc50536532][bookmark: _Toc54930304][bookmark: _Toc54968109][bookmark: _Toc57236431][bookmark: _Toc57236594][bookmark: _Toc57530235][bookmark: _Toc57532436][bookmark: _Toc97036716]6	Solutions
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc97036717][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*********** Second Change (all new) ***********
6.X	Solution #X: PDU set related packet handling enhancements
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc97526926][bookmark: _Toc500949099][bookmark: _Toc22897109]6.X.1	Key Issue mapping
This solution can apply to key issue 4.
6.X.2	Description
[bookmark: _Toc500949101]In this key issue, it is proposed to identify the PDU set for a group of packets which have dependency. Within one PDU set, if the number of lost packets are more than certain threshold, other packets within the PDU set can’t be used to recover the frames. It’s helpful to consider the dependency between the packets within the PDU set in the 5GS to further improve the transmission efficiency. 
[bookmark: _Hlk99445049]The application layer has the knowledge of the dependency between the packets, so it’s possible for the application layer to identify the PDU sets for the dependent packets. It is also assumed that some header information is not encrypted and can be used to identify the packets within the PDU set by the application layer. 
This solution is based on the current the network exposure framework and QoS model with the following enhancements.
· The AF could send header information and the handling request of the PDU set to the 5GS including the packet loss threshold. So if the lost packets within PDU set are above the threshold, other packets within the PDU set can also be dropped.
· The PCF generates the PCC rules considering the PDU set.
· The SMF generates the following N4 session management parameters related with PDU set handling parameters:
· PDRs: detection of the header information of the IP packets within the QoS flow to identify the PDU set;
· FARs: dropping the packets of the PDU set if the lost packets within the PDU set are above the threshold.
· The SMF generates the QoS profile including the PDU set handling parameters (PDU set internal header information, packet loss threshold of the PDU set)
· UPF handling related with the PDU set according to the rules provided by SMF. 
· RAN receives and enforces the QoS profile including the PDU set handling parameters. 
The procedure is proposed in the following section.
[bookmark: _Toc22897110]6.X.3	Procedures
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Fig.1 PDU set related packet handling procedure
1. To create a new request, the AF invokes a Nnef_PDUSetHandling_Create service operation (Target, AF Identifier, Flow description(s), PDU set handling information). The PDU set handling information could include the PDU set header information, packet loss threshold of the PDU set. The request contains also an AF Transaction Id.
	To update or remove an existing request, the AF invokes a Nnef_ PDUSetHandling_Update or Nnef_ PDUSetHandling_Delete service operation providing the corresponding AF Transaction Id.
2. (in the case of Nnef_ PDUSetHandling_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = PDU set handling information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier).
(in the case of Nnef_ PDUSetHandling_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = PDU set handling information, Data Key = AF Transaction Internal ID).
3. The NEF responds to the AF.
4. The PCF(s) that have subscribed to the modifications of AF requests (Data Set = Application Data; Data Subset = PDU set handling information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier) receive(s) a Nudr_DM_Notify notification of data create or change from the UDR.
5. The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new policy information about the PDU Session by invoking Npcf_SMPolicyControl_UpdateNotify (PDU set handling rules) service operation.
6. When the updated policy information about the PDU Session is received from the PCF, the SMF may update the N4 session rules related with the PDU set handling information of the PDU Session.
7. The SMF sends a Namf_Communication_N1N2MessageTransfer (QoS profile (PDU set handling parameters)) to the AMF.
8. The AMF sends a N2 message (QoS profile (PDU set handling parameters)) to the RAN. PDU set handling parameters includes PDU set internal header information, packet loss threshold.
The steps 9-12 are the same as the existing NW triggered PDU Session Modification procedure, as described in the clause 4.3.3.2 of TS 23.502[3].
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22897111]6.X.4	Impacts on services, entities and interfaces
NEF:
· Interaction with AF to receive the PDU set handling request.
PCF:
· Generation of the PCC rules related with PDU set.
SMF:
· Generate and send the following N4 session management parameters related with PDU set to the UPF:
· PDRs: detection of the header information of the IP packets within the QoS flow to identify the PDU set;
· FARs: dropping the packets of the PDU set if the lost packets within the PDU set are above the threshold.
· Generate and send the QoS profile related with PDU set handling parameters (PDU set internal header information, packet loss threshold) to the RAN.
UPF:
· Receive the N4 session management parameters related with PDU set from SMF; 
· Enforce the N4 session management parameters related with PDU set.
RAN:
· Receive the QoS profile including the PDU set handling parameters (PDU set internal header information, packet loss threshold) from AMF; 
· Enforce the QoS profile including the PDU set handling parameters.
* * * * End of Change * * * *
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