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Abstract: A new solution for NSWO access to SNPN 
1. Discussion
The scenario of Credential Holder has been introduced in Rel-17 including the scenario of UDM and AUSF located in Credentials Holder network as shown in figure 1. Furthermore the NSWO support has been introduced (see figure 2). The two scenario can be merged considering that the AUSF in figure 2 used for the NSWO authentication corresponds to the AUSF in Credential Holder network as in figure 1- So the solution shown is figure 3 is proposed for access to SNPN with NSWO and credentials in Credential Holder. 



Figure 1: Credential Holder reference architecture.


Figure 2: NSWO reference architecture

[image: ]
Figure 3: SNPN access with NSWO and Credential Holder network.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08 V0.1.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc93305721]6.x	Solution #x: NSWO Access to SNPN with Credentials Holder
[bookmark: _Toc16839383][bookmark: _Toc23236015][bookmark: _Toc93305722]6.X.1	Introduction
[bookmark: _Toc16839384][bookmark: _Toc23236016][bookmark: _Toc93305723]The R17 specification for SNPN defines the Credentials Holder scenarios and the 5G NSWO access to a WLAN access. This solution describes how UE can access an SNPN via a WLAN Access Network by using NSWO without usage of N3IWG and TNGF for accessing the 5GC in conjunction with credentials owned by Credentials Holder deploying the UDM and AUSF. After being authenticated, the UE does not have access to 5GC via WLAN and it performs only Non-seamless WLAN offload traffic.  
6.X.2	Functional Description
The solution has the following properties: 
· The AUSF in CH is used for both authentication to access to SNPN via NG-RAN and via WLAN and NSWOF. 
· R17 NSWOF solution is used
· The UE uses the same permanent identity and credentials for primary authentication in SNPN and for WLAN access authentication in WLAN Access Network
Editor’s Note: the WLAN selection procedure for accessing to SNPN is FFS. 
· Optionally assignment of IP addresses in the WLAN Access Network and in the SNPN can happen from same IP address pool, if needed, based on local policy.
Seamless mobility between the SNPN and the WLAN Access Network is not supported by this architecture. Seamless mobility can be provided if additionally N3IWF or TNGF are deployed, but this is not considered in this solution limited to NSWO.
[bookmark: _Toc16839385][bookmark: _Toc23236017][bookmark: _Toc93305724]


Figure 6.x.2-1: NSWO Access to SNPN with Credentials Holder

6.X.3	Procedures


Figure 6.x.3-1: 5G NSWO support with authentication with Credentials Holder 
The procedure defined in Release 17 TS 33.501 Annex S is used without any modification
6.X.4	Impacts on services, entities, and interfaces
UE: 
· uses the same permanent identity (SUCI) and credentials for primary authentication in SNPN and for WLAN access authentication in a WLAN Access Network
WLAN AP
· Support IEEE 802.1x 
No other impacts in NG-RAN, 5GC are identified.

* * * * Fifth change * * * *

* * * * End of changes * * * *
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