Error! No text of specified style in document.
14
Error! No text of specified style in document.


[bookmark: _Toc19197358][bookmark: _Toc27896511][bookmark: _Toc36192679][bookmark: _Toc37076410][bookmark: _Toc45194856][bookmark: _Toc47594268][bookmark: _Toc51836899][bookmark: _Toc75429289][bookmark: historyclause]3GPP TSG-SA2 Meeting #149E	S2-2201733
14 – 25 February 2022                                        
							
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.502
	CR
	3407
	rev
	1
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Update to AF session with required QoS procedures

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell, Ericsson, NTT DOCOMO

	Source to TSG:
	S2

	
	

	Work item code:
	IIoT
	
	Date:
	2022-02-04

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	1. Nnef_AFsessionWithQoS_Create request is targeted to a UE address, but the NEF needs to discover the corresponding TSCTSF by using DNN/S-NSSAI. It is not described how the NEF uses the UE address to find out the DNN/S-NSSAI.
2.  When the TSCTSF receives the Ntsctsf_QoSandTSCAssistance_Create request, the TSCTSF may or may not have an ongoing AF-session with the PCF. The case when it does not have an AF-session is not properly described.
3. When the NEF receives the Nnef_AFsessionWithQoS_Update request, the NEF may or may not have an ongoing AF-session with the PCF. The case when it does not have an AF-session is not properly described.
4. The scenario where DS-TT exists with the UE but the PDU Session is not applicable for time-synchronization service is not covered in the procedures. In this case the TSCTSF can receive "Requested 5GS delay" in Ntsctsf_QoSandTSCAssistance_Create/Update request while the TSCTSF has not received the UE-DS-TT residence time from the PCF, and PCF has not received it from the SMF. 
5. Descriptions in the clause 4.15.6.5 (create) and 4.15.6.6a (update) overlap, this causes an issue to maintain the specification.

Provide minor updates to 23.502 for TSC QoS to correct errors and allow the NEF greater flexibility in selecting the TSCTSF vs the PCF.

	
	

	Summary of change:
	
1. In clause 4.15.6.6, it is proposed that the NEF uses AF Identifier to determine DNN/S-NSSAI and then uses it to discover the TSCTSF.

2. In clause 4.15.6.6, add a description for a case when TSCTSF does not have an AF-session with a PCF.

3. In clause 4.15.6.6a, add a description for a case when NEF does not have an AF-session with a PCF.

4. In clause 4.15.6.6, if the TSCTSF receives the Requested 5GS delay, and if the TSCTSF does not have the 5GS Bridge information for the AF-session, the TSCTSF can subscribe for the 5GS Bridge information from the PCF. In clauses 4.15.6.6 and 4.16.5.2, if the PCF does not have 5GS Bridge information, the PCF can subscribe for it from the SMF.

5. It is proposed to remove the repetitive description in clause 4.15.6.6.a and refer to steps in clause 4.15.6.6 instead.

Clauses 4.15.6.6 and 4.15.6.6a setps 3 / 3a are updated so the NEF may use the AF ID and local policies in addition to indvidual QoS parameters in determining whether to send a a request to the TSCTSF or the PCF. 

Clause 4.15.6.6 step 3b and 4a are updated to allow a Create request/response in addition to an Update request/response to cover the case when the TSCTSF has not received any notification from PC. 

R03:
1) removing “Flow” from “Requested Maximum Flow Bitrate” and “Requested Guaranteed Flow Bitrate” to align with 23.503 CR (S2-2201048)


	
	

	Consequences if not approved:
	· NEF decision critera for forwarding requests for QoS is inflexibile
· 23.502 is inconsistent

	
	

	Clauses affected:
	4.15.6.6, 4.15.6.6a

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	






FIRST CHANGE
[bookmark: _Toc20204216][bookmark: _Toc27894908][bookmark: _Toc36191988][bookmark: _Toc45193078][bookmark: _Toc47592710][bookmark: _Toc51834797][bookmark: _Toc91153830][bookmark: _Toc91154845][bookmark: _Toc83357755]4.15.6.6	Setting up an AF session with required QoS procedure




Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s) or External Application Identifier, QoS reference, QoS parameters, (optional) Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), DNN, S-NSSAI) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The AF may, instead of a QoS Reference, provide the following individual QoS parameters: Requested 5GS delay (optional), Requested Priority (optional), Requested Guaranteed BitrateGFBR, Requested Maximum BitrateMFBR. Regardless, whether the AF request is formulated using a QoS Reference or Individual QoS paramaters, the AF may also provide the following optional QoS parameters: , flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When optional Alternative Service Requirements are provided by the AF request that is formulated with the help of Individual QoS parameters, a set of Alternative QoS Related parameters as in clause 6.1.3.225.7.1.2a of TS 23.5031 [20] may be provided for eachinstead of a QoS Reference.
2.	The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF determines whether to invoke the TSCTSF or to directly contact the PCF. This determination may use  the set of individual QoS parameters or Alternative QoS Related Parameters from the AF. The determination may also use the AF identifier. 

	If the NEF determines not to invoke the TSCTSF, then does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the steps 3, 4, 5, 6, 7, 8 are executed, otherwise, the steps 3a, 3b, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.

If the NEF determines to contact the PCF directly without invoking the TSCTSFdoes not receive any of the individual QoS parameters from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF uses the UE address to discover the PCF from the BSF. The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the individual QoS parameters, QoS Reference and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session.
3a.	If the NEF determines to invoke the TSCTSFreceives any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters,  QoS references and Alternative QoS Related Parameter sets in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF NEF uses the AF Identifier to determine the DNN/S-NSSAI and uses the DNN/S-NSSAI tois discovered the TSCTSF from the NRF.
3b.	The TSCTSF determines whether it has an AF-session with a PCF for the given UE address. In this case the TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create/Update request and provides UE address, AF Identifier, Flow description(s), the QoS Reference, Individual QoS Parameters and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
If the TSCTSF does not have an AF-session for a given UE address, the TSCTSF discovers the PCF, and TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS and Alternative QoS Related parameters to the PCF in Npcf_PolicyAuthorization_Create request message.
	If the TSCTSF receives a Requested 5GS delay, and if the TSCTSF does not have the 5GS Bridge information for the AF-session, the TSCTSF can subscribe for the 5GS Bridge information from the PCF by triggering a Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Subscribe request. tThe TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time, provided by the PCF (if available), from the Requested 5GS delay. If the TSCTSF receives any of the following individual QoS parameters: flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF determines the TSC Assistance Container and sends it together with the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Create/Update request to the PCF.
	The TSCTSF can also discover the PCF in case the TSCTSF has not received any notification from PCF (e.g. no UE-DS-TT Residence time), TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS and Alternative QoS Related parameters to the PCF.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters or the Alternative QoS Related Parameter sets contained in the Alternative Service Requirements in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
NOTE 1:	The PCF derived Alternative QoS parameter set(s) for the PCC rule are subsequently used to establish Alternative QoS Profile(as). The Alternative QoS Profile parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Update response message directly to AF.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a.	For requests received from the TSCTSF in step 3b, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters, or Alternative QoS Related parameter sets (if provided) contained in the Alternative Service Requirements and Requested PDBs corresponding to the Alternative QoS Related parameter sets in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the PCF receives the individual QoS parameters instead of QoS Reference, the PCF sets the PDB and MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided, the PCF determines the PDB that matches the QoS Reference. It also sets the GFBR and MFBR for the PCC rule according to requested values sent by the TSCTSF. The PCF may uses the Requested Priority from the AF to determine QoS Flow Priority Level as defined in clause 5.7.3.3 of TS 23.501 [2]. TSCTSF specified Individual QoS Parameter values supersede default values for the 5QI.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2. If the PCF receives a subscription for the 5GS Bridge information from the TSCTSF, if the PCF does not have the 5GS Bridge information for the PDU Session, the PCF uses the PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2 to subscribe for 5GS Bridge information event from the SMF. Once the PCF has the 5GS Bridge information, the PCF notifies the TSCTSF for the 5GS Bridge information (including the UE-DS-TT Residence Time).
	If the request is not authorized, or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete/Unsubscribe and/or Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.
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Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS Reference], [QoS parameters], [Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20])]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may in addition provide the following individual QoS parameters: Requested 5GS delay (optional), Requested Priority (optional), Requested Guaranteed BitrateGFBR, Requested Maximum BitrateMFBR. Regardless whether the AF request is formulated using a QoS Reference or Individual QoS parameters, the AF may also provide the following optional QoS parameters: , flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Periodicity (optional), Time domain (optional), Survival Time (optional). When Alternative Service Requirements are provided by the AF request that is formulated with the help of Individual QoS parameters, a set of Alternative QoS Related parameters as specified in clause 6.1.3.22 of TS 23.503 [20] may be provided for each instead of a QoS Reference.
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	If the NEF does not receive any of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, then the steps 3, 4, 5, 6, 7 are executed, otherwise, the steps 3a, 3b, 4a, 4b, 5, 6a, 6b, 7 are executed.



3.	If the Nnef_AFsessionWithQoS_Update request updates an existing Flow description, the NEF shall contact the same NF type (i.e. TSCTSF or PCF) as with the initial Nnef_AFsessionWithQoS_Create request. If the Nnef_AfsessionWithQoS_Update request updates an existing Flow description by adding any QoS parameters that would require the NEF to invoke TSCTSF while the NEF determined not to invoke the TSCTSF for the initial Nnef_AFsessionWithQoS_Create request, the NEF shall reject the Nnef_AFsessionWithQoS_Update request. 
If the during the establishment procedure in clause 4.15.6.6 the NEF determined not to invoke the TSCTSF, then steps 3, 4, 5, 6, 7, 8 are executed, otherwise, steps 3a, 3b, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
If the NEF does not invoke the TSCTSF, does not receive any of the individual QoS parameters or Alternative QoS Related parameter set(s) from the AF as described in clause 6.1.3.22 of TS 23.503 [20], the NEF uses the UE address to discover the PCF from the BSF. Thethe NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS Reference and the optional Alternative Service Requirements to the PCF. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Update request message to interact directly with PCF to update the reserving resources for an AF session.
	The TSCTSF can also discover the PCF in the case the TSCTSF has not received any notification from PCF (e.g. no UE-DS-TT Residence time), the TSCTSF sends the Requested PDB, the TSC Assistance Container and other received individual QoS and Alternative QoS Related parameters to the PCF.
3a.	If the NEF decided to contact the TSCTSF when the session was established,receives one or more of the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20] from the AF, the NEF forwards these received individual QoS parameters and Alternative QoS Related Parameter sets in the Ntsctsf_QoSandTSCAssistance_Update or Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF.
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Update request message to interact directly with TSCTSF to update the reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the TSCTSF is discovered from NRF.
3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and as described in Step 3b in clause 4.15.6.6. provides UE address, AF Identifier, Flow description(s), the QoS Reference, Individual QoS Parameters and the optional Alternative Service Requirements. Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]).
	If the TSCTSF receives a Requested 5GS delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time (provided by the PCF (if available) from the Requested 5GS delay.
	If the TSCTSF receives any of the flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time from the NEF, the TSCTSF forwards these parameters in the TSC Assistance Container in the Npcf_PolicyAuthorization_Update request to the PCF. The TSCTSF sends the Requested PDB, the TSC Assistance Container, and other received individual QoS parameters in the Npcf_PolicyAuthorization_Update request to the PCF.
4.	Step 4 in clause 4.15.6.6 is performedIf the PCF received request from the NEF in step 3, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]).
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Update response message directly to AF.
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
4a. Step 4a in clause 4.15.6.6 is performed.If the PCF received request from the TSCTSF in step 3b, the PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the TSCTSF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters (if provided) contained in the Alternative Service Requirements in the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
	If the PCF receives individual QoS parameters instead of a QoS Reference, the PCF sets the PDB and/or MDBV according to the received Requested PDB and Burst Size received from the TSCTSF. If the Requested PDB is not provided from TSCTSF, the PCF determines the PDB that matches the QoS Reference. It also sets the GFBR and MFBR according to the requested values provided by the TSCTSF. The PCF may use the Priority requested by the AF to determine QoS Flow Priority as defined in clause 5.7.3.3 of TS 23.501 [2]. The MFBR is used to assign the MBR value and then GBR is set equal to MBR unless the TSCTSF provides a GFBR value. TSCTSF specified Individual QoS Parameter values supersede default values for the 5QI.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the request is not authorized or the required QoS is not allowed, TSCTSF responds to the NEF in step 4b with a Result value indicating the failure cause.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create/Update response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create/Update response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	If the NEF invoked the PCF by triggering the Npcf_PolicyAuthorization_Create request in Step 3, the NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF as described in Step 6 in clause 4.15.6.6. 
The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed, or when an Alternative Service Requirement is being applied.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
6a.	The PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF when the modification of the transmission resources corresponding to the QoS update succeeded or failed, or when an Alternative Service Requirement is being applied.
6b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to the AF.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
NEXT CHANGE
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Figure 4.16.5.2-1: PCF initiated SM Policy Association Modification
This procedure may be triggered by a local decision of the PCF or based on triggers from other peers of the PCF (AF, NWDAF, CHF, UDR):
An SM Policy Association is established, with the PCF as described in clause 4.16.4 before this procedure is triggered.
For local breakout roaming, the interaction with HPLMN (e.g. step 1b and step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1a.	Alternatively, optionally, the AF, NEF or TSCTSF provides/revokes service information to the PCF e.g. due to AF session signalling, by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request service operation. The PCF responds to the AF, NEF or TSCTSF.
1b.	Alternatively, optionally, the CHF provides a Spending Limit Report to the PCF as described in clause 4.16.8. and responds to the CHF.
1c.	Alternatively, optionally, the UDR notifies the PCF about a policy subscription change by invoking Nudr_DM_Notify (Notification correlation Id, Policy Data, SUPI, updated data, "PDU Session Policy Control Data" | "Remaining allowed Usage data"); The PCF responds to the UDR.
1d.	Alternatively, optionally, some internal event (e.g. timer, or local decision based on analytics information requested and received from NWDAF) occurs at the PCF. The analytics (i.e. Analytics ID) which can be requested from NWDAF are described in clause 6.1.1.3 of TS 23.503 [20].
2.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
NOTE 1:	The PCF ensures that information received in step 1 and 2 can be used by later policy decisions.
NOTE 2:	For local breakout roaming, PDU Session policy control subscription information and Remaining allowed usage subscription information for monitoring control as defined in clause 6.2.1.3 of TS 23.503 [20] are not available in V-UDR and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator.
3.	The PCF makes a policy decision. The PCF may determine that updated or new policy information need to be sent to the SMF. In the non-roaming case, the PCF may also decide to subscribe to a new Analytics ID from NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
	If the AF provided a Background Data Transfer Reference ID in step 1a, the PCF may retrieve it from the UDR by invoking the Nudr_DM_Query (BDT Reference Id, Policy Data, Background Data Transfer) service.
4.	If the PCF has determined that SMF needs updated policy information in step 3 or if the PCF has received a Port Management Information Container for the PDU Session and related port number from the AF or TSCTSF in step 1a, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with possibly updated policy information about the PDU Session.
If the PCF has received a subscription for 5GS Bridge information in Step 1a, the PCF can include a subscription for SMF event for "5GS Bridge information" associated with the PDU Session into the Npcf_SMPolicyControl_UpdateNotify request. In this case, if the SMF has stored the 5GS bridge information and has not reported the event to the PCF, the SMF notifies the PCF for the event of "5GS bridge information Notification". 
5.	The SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.
	If the Npcf_SMPolicyControl_UpdateNotify request is received from new PCF instance in the PCF Set, the SMF store the SM policy association towards the new PCF instance.
End of CHANGES
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