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Abstract: This paper proposes to add third party ID Key Issue in FS_NG_RTC TR.
1. Introduction
The NG_RTC SID includes the following objective:
WT#3 Study whether and how supporting the requirements from SA1 R18 eMMTEL WID impacts IMS architecture and functionalities:
-	WT#3.2: To support 3rd party (e.g. enterprise) to verify via operator network that the caller (e.g. employee) is authorized to use or reference specific identity information which can be securely demonstrate to the callee when placing a call.

2. Discussion
When a third party (refer to an enterprise) accesses the operator IMS network and initiates a call, the call accept successful rate could be improved if the identity of the third party (refer to the enterprise) or even its employee identity can be verified and passed to called party, along with the phone number. At the same time, operators are troubled by unwanted calls initiated by unidentified entities through trunk access. In traditional normal user subscription scenario, operator needs to provision third party (refer to the enterprise) employee data for employee identity presentation, which will be influenced by frequent changes of employment relationships. Therefore, it is necessary to make some changes in operator network to let an authorized third party (refer to an enterprise) access operators to initial calls. 
· When a third party (refer to an enterprise) accesses the IMS network, the IMS network should authenticate the third party and let the verified caller identity can be secure demonstrated to the called party.
· The prerequisite for authentication is subscription. The third party (refer to an enterprise) should order service subscription with the operators before accessing the carrier's network to initiate a call. The third party (refer to an enterprise) should be able to let its user (e.g. its employees) to initiate calls on behalf of the enterprise through the subscription. For details, see section 5.6.2 in TS 22.873. At present, IMS only supports individual-level subscription, and maybe there are some architecture impacts in supporting of the subscription for a third party and relative signaling procedure. 
· According to clause 6.39.3 in TS 22.261, a third party (refer to an enterprise) should authenticates its user (e.g. its employees) and assigns a specific ID to the user (e.g. employees). The IMS network needs to use secure methods to verify the access of the user of the third party.
· When the user using a third party ID setups a call in the IMS network, how to present its caller identity along with the phone number, how to describe the specific call process, and how to know that the presented information of the calling party has not been tampered with are also key issues to be addressed.
· The call needs to be routed to the third party (refer to an enterprise) in call back scenario.

3. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-87.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214898][bookmark: _Toc23254031][bookmark: _Toc512869261]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[6]	3GPP TS 26.114: "Media handling and interaction".
[7]	3GPP TS 22.261: "Service requirements for the 5G system".
[x]	3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".

* * * * Second change * * * *
5.X	Key issue #X: third party specific user identities
[bookmark: _Toc500949092][bookmark: _Toc16839377][bookmark: _Toc19722243]5.X.1	Description
The Key Issue is to study the architecture impact of third party specific user identities accessing IMS network, including: 
-	Study and if needed, define a mechanism how the serving IMS network can authorize a third party, and how the authorized third parties can verify whether a third party user is allowed to use third-party specific identities to initiate a call.
-	Study and if needed, define a mechanism how the terminating IMS network can support the called party to verify third-party specific identities during a call. 
-	Study whether and how IMS procedures need to be enhanced to support authentication, authorization and verification to use third-party specific identities, which should be performed by the IMS network and third party. This includes studying potential impacts to the call-back procedure, and potential impacts on STIR/SHAKEN procedures defined in TS 24.229[x]. 
-	Study and if needed, identify required enhancements to an IMS subscription to support trusted third parties.
NOTE: Security related aspects should be studied by SA WG3.

* * * * End of changes * * * *
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