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Abstract of the contribution: Introduce new key issue on how to support the network verified UE location for UEs using NR satellite access.
1. Discussion
[bookmark: _Toc58920559][bookmark: _Toc91143530][bookmark: _Toc352077766]1.1	Background
In the Rel-17, the 5GS system has been enhanced to support the service requirements of 5GC with satellite access (in the WID: Architecture aspects for using satellite access in 5G).
For NR satellite access, the scenario may happen where a single gNB provides coverage in multiple countries. In this scenario, the issue occurs is that how to ensure that a UE accessing the network via a cell of country A does not use the CN of country B.
To solve the issue above, RAN3 has the following conclusion in Rel-17:
-	R3-220010[1]: When the NG-RAN node is configured to ensure that the selected AMF serves the country where the UE is located, as described in TS 23.501 [8], the NG-RAN node takes into account UE location information, if available, when determining the AMF.
-	R3-220071[2]: The gNB is responsible for constructing the Mapped Cell ID based on the UE location info received from the UE.
Accordingly, SA2 has the following conclusion in clause 5.4.11.4 in TS 23.501[3] in Rel-17:
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the country of the UE location by verifying the UE location during Mobility Management and Session Management procedures. In this case, when the AMF receives a NGAP message containing User Location Information for a UE using NR satellite access, the AMF may decide to verify the UE location. If the AMF determines based on the Selected PLMN ID and ULI (including Cell ID) received from the gNB that it is not allowed to operate at the present UE location the AMF should reject the request and inform the UE of the country of the UE location.
In the solutions above, the location information provided by UE is used for Cell ID construction and network selection. For this point, the view of SA3LI WG is in S3i210282[4], as follows: 
SA3LI notes that any method which relies solely on UE-generated location information is unlikely to be considered reliable for network selection purposes. Therefore, a method such as GNSS/A-GNSS cannot be considered as reliable or trusted unless the information provided by the UE can be verified by the network. In the event that the available location information is insufficient f8or the AMF to determine the UE location with comparable accuracy and reliability to terrestrial networks, SA3LI considers that invocation of LCS procedures via the LMF may be necessary to fulfil regulatory obligation.
Based on the information above from SA3LI WG, the drawback of existing solutions is that the UE provided location information is unlikely to be considered reliable for network selection purposes. 
The same need for reliability/trust applies to UE reported location information in case of emergency services because it could be about Operator’s liability if rescue (triggered by emergency call) is provided to wrong location.
To solve the drawback, the network needs to verify the location information from UE.
1.2	Proposal
Because the network verified UE location in clause 1.1 has not been considered, it is proposed to add a new key issue of how to support the network verified UE location for UEs using NR Satellite Access. The key issue will study:
-	What is the network verified UE location; the common understand of the network verified UE location between SA2 and RAN is the basis.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]-	Architecture enhancement to support network verified UE location.
-	Functionalities, system procedures needed to support network verified UE location
Furthermore, study the network verified UE location is also included in the NR_NTN_enh WID in RP-213690[5], therefore the work of this key issue needs collaboration with RAN. Considering SA2 Rel-18 work begins earlier than RAN and RAN will make decision related to the issue by RAN#98 as indicated in NR_NTN_enh WID in RP-213690[5], thus SA2 can start discussing solutions first and make conclusion in collaboration with RAN.
1.3	Reference
[1]	R3-220010: " Clarification of NAS Node Selection Function for NTN nodes providing access over multiple countries".
[2]	R3-220071: " Support Non-Terrestrial Networks".
[3]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[4]	S3i210282: " Reply LS on UE location aspects in NTN".
[5]	RP-213690: " New WI: NR NTN (Non-Terrestrial Networks) enhancements".
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes to add a new key issue as following: (all new text).
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[bookmark: _Toc508693930][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459]5.X	Key Issue X: Support of Positioning Requirements Related to Satellite Access
[bookmark: _Toc508693931]5.X.1	Description
In the Rel-17, the 5GS system has been enhanced to support the service requirements of 5GC with satellite access (in the WID: Architecture aspects for using satellite access in 5G).
In R-17, when a UE is using NR satellite access, in order to ensure to meet the regulatory requirements, the network will verify whether the PLMN selected by the UE is allowed to operate in the country of the UE location based on the UE location information.
Besides, the broadcast TAI(s) and the TAI where the UE is geographically located, if known, will be provided as part of ULI by NG-RAN to the AMF. Using UE-generated location information (e.g. GNSS/A-GNSS) to determine the TAI where the UE is geographically located can be accurate but may be unreliable as has been evaluated by SA3.
When UE access 5G via satellite access, some services with regulatory requirements, e.g. emergency calls service and lawful interception, require a trusted/reliable methods to determine with sufficient accuracy the UE location. Any method which relies solely on UE-generated location information may is not be reliable unless the information provided by the UE can be verified by the network. But how does the network verify the UE location has not been considered, so this key issue will study:
-	What kind of location information can represent the UE location that meets required accuracy in NR satellite access (e.g. doing verification based on the location information to meet regulatory requirements)?
- 	In collaboration with RAN, Ffor the reliability of the location verification by the network for regulated services (LI, emergency.), and given SA3-Li requirements defined in S3i210282, further study how enhance the 5GC LCS canto ensure that network verification of UE location is performed with reliable method, i.e. that does not rely solely on UE-generated location information, and the result of such network verification of UE location meets aforementioned requirements;
-	In collaboration with RAN on their work on network verified UE location, study whetherrefine existing core network verification mechanisms need enhancement and conditions (which NF, when, and how...);
 - 	How to further enhance the LCS e.g. with some new methods, to meet the verify location services related requirements defined in TS 22.261[x];
NOTE :	The work of this key issue needs collaboration with RAN. Considering SA2 Rel-18 work begins earlier than RAN and RAN will make decision related to the work by RAN#98 as indicated in NR_NTN_enh WID in RP-213690[xx], thus SA2 can start discussing solutions first and make conclusion in collaboration with RAN.
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