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	Reason for change:
	This CR proposes two changes.
During the study phase (TS 23.700-40) it was agreed to exempt Emergency services, Multimedia Priority Service, and Mission Critical Service from NSAC quota limits. Exemption would enable these type of communications to still occur particularly when they may most likely occur, i.e., at times of high usage and congestion and thus would not be blocked by max UE and max PDU session limits controlled via NSAC. 
Change 1: The existing text in the specification says that the AMF exempts an entire slice from NSAC if the slice supports emergency or priority services. There appears to be an assumption that such a slice is dedicated to priority or emergency uses only. Indeed, in this case, an entire slice could be exempted or alternatively, an operator would not apply NSAC to such a slice. Otherwise, if services are accessed on “mixed use” slices by UEs with and UEs without priority subscription, and the entire slice is exempted, the UEs without priority also get exempted, which should not occur. But, the immediate next paragraphs do not describe steps needed for dedicated slices as they look for emergency and priority users to exempt, which would be useful in the case of slices that support both priority and regular UEs/services (for “mixed use” slices). By identifying emergency and priority users, they can be exempt from a slice subject to NSAC, while regular users would not be exempted. We modify the text to indicate that the AMF should not exempt an entire slice, rather exempt UEs and the SMF exempt PDU sessions, which are used for Emergency and/or priority services from slices subject to NSAC. 

Change 2: Per TS 23.501 clause 5.22.1, “Subscription-related Priority Mechanisms include the ability to prioritize flows based on subscription information, including the prioritization of RRC Connection Establishment based on Unified Access Control mechanisms and the establishment of prioritized QoS Flows”, where “including” refers to examples, and what follows is not to be interpreted as a complete set of uses. A UE that has an Access Identity of 1 (MPS) (for example) through USIM or other means (i.e., registration) will use a priority establishment cause. This is specified in TS 24.501, clause 4.5.6, e.g., table 4.5.6.1. Here it states that when a UE is provisioned with Access Identity 1 (MPS) it uses an RRC establishment cause with mps-PriorityAccess for any Access Category, and this is irrespective of service usage. Thus, service users with UEs with an MPS subscription, for example, will have the UE send a priority establishment cause for any interaction with the network, whether there is congestion or not, independent of the type of service request. However, in the case that the USIM may not have been provisioned with a priority subscription but the MPS subscription is in the UDM, the UE initiates a Registration Request without a priority establishment cause. Subsequently, the AMF will obtain the MPS priority from the UDM, and then adds it to the Registration Accept message to tell the UE it has priority service (via the MPSI bit in the 5GS network feature support IE). If the AMF executes NSAC for the slice that the UE is registering with and that slice is at max UE capacity this UE cannot be exempted, because the current specification says that the AMF will only consider a priority establishment cause and the initial registration does not include the priority establishment cause. The AMF should be allowed to use the same subscription info that it uses to respond for the Registration Accept also for the exemption of the NSAC for max UEs check. This scenario is not acceptable. By allowing the AMF to use the subscription info, this scenario can be prevented. We modify the text by allowing the AMF to also consider subscription information from the UDM.

	
	

	Summary of change:
	Clarifies that the AMF exempts certain UEs and the SMF exempts certain PDU sessions (those used for Emergency/Priority services), and that the AMF should not exempt entire slices from NSAC. Addition of text to cover the case where a UE should get priority treatment by the AMF but where the UE does not yet use a priority establishment cause.

	
	

	Consequences if not approved:
	1. Unclear exemption behavior for slices that are dedicated for Emergency/Priority Service usage versus slices that also support other/regular UEs/services.
2. The AMF cannot exempt UEs for max number of UEs, in case such UEs do not have MPS provisioned in the USIM, but do have MPS provisioned in the UDM/UDR.
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FIRST AND LAST CHANGE

[bookmark: _Toc91148405]5.15.11	Network Slice Admission Control
[bookmark: _Toc91148406]5.15.11.0	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs per network slice and/or the number of PDU Sessions per network slice for the network slices that are subject to Network Slice Admission Control (NSAC). The NSACF is configured with the maximum number of UEs and/or the maximum number of PDU Sessions allowed to be served per S-NSSAI subject to NSAC. The NSACF is also configured with information indicating applicable access type(s) for the S-NSSAI (i.e. 3GPP Access Type, Non-3GPP Access Type, or both).
The NSACF also provides event-based Network Slice status notifications and reports to the consumer NFs (e.g. AF).
The NSACF may be responsible for one or more S-NSSAIs. There may be one or multiple NSACFs deployed in a network as follows:
-	If the network is configured with a single service area, there is a single NSACF configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions per network slice, which are valid in the network.
-	If the network is configured with multiple service areas, an NSACF may be deployed on a service area basis, which can be one NSACF instance or one NSACF Set. Each NSACF is configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions which are valid in the service area.
If multiple NSACFs are configured in a PLMN for a network slice, a NSACF is configured with a maximum number of UEs and/or a maximum number of PDU Sessions specific for the service area and the Network Slice.
NOTE:	When multiple NSACFs are deployed, how the maximum number of UEs per network slice and the maximum number of PDU Sessions per network slice is distributed among multiple NSACFs, is implementation specific.
Subject to operator policy and national/regional regulations, the AMF may exempt UEs and the SMF may exempt PDU sessions from NSAC when the UE and/or PDU Session is network slices which are used for Emergency service or for Critical and or Priority services (e.g. MCSMCX, MPS) may be exempted from NSAC.
[bookmark: _GoBack]When the AMF receives a Registration Request for an Emergency Registration, or with a Registration Request with an Establishment Cause indicating a priority services (e.g. MPSMCX, MCSMPS) or when the AMF determines that there is a priority subscription (e.g., MPS, MCX) in the UDM/UDR and the UE has not yet received the priority indication (i.e., MPS priority, MCX priority), the AMF may accept the registration request without applying NSAC, i.e. the AMF triggers the NSAC procedure, but the response from the NSACF is ignored at the AMF.
When the SMF receives a PDU Session Establishment Request for an emergency PDU Session or a PDU Session Establishment Request with a priority header, the SMF may accept the PDU Session Establishment Request without applying NSAC, i.e., the SMF triggers the NSAC procedure, but the response from the NSACF is ignored at the SMF.
Alternatively, when NSAC is exempted for the S-NSSAIUE and/or PDU Session, the AMF and the SMF skip the corresponding NSAC procedure for the S-NSSAI, i.e., this UE (respectively PDU Session) is not counted towards the maximum number of UEs (respectively PDU Sessions).
The support of NSAC for the S-NSSAI used for SNPN Onboarding as described in clause 5.30.2.10 is optional and subject to Onboarding Network operator policies.
If the S-NSSAI used for SNPN Onboarding or Emergency services is rejected due to NSAC, the UE associates the rejected S-NSSAI for NSAC to SNPN Onboarding or to Emergency services as described in TS 24.501 [47].
END OF CHANGES

