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1.
Discussion
This document proposes a solution for EAS discovery in case the EAS is located in a PLMN different from the one currently serving the UE.
2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-48:
>>>>BEGINNING OF CHANGES<<<<
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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document, a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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TS 23.548, "5G System Enhancements for Edge Computing; Stage 2"
>>>>NEXT CHANGE<<<<
6
Solutions

6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
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Table 6.0-1: Solution-Key issue matrix
6.X
Solution X (KI#5): EAS discovery for federated OPs

6.x.1
Introduction

This solution addresses Key Issue #5 and allows the discovery of an Edge Application Server (EAS) within a federation of Operator Platforms. It is assumed that the EAS is hosted by a different PLMN than the PLMN that is serving the UE.

6.x.2
Functional description

6.x.2.1
Option 1: Shared EASDF

This option is based on the concept of shared EAS Discovery Function (shared EASDF), which is a new network entity shared among multiple operators and used to support the discovery of EAS for federated edge services.
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Figure 6.x.2.1-1: Architecture with deployed Shared EASDF

The Shared EASDF is a new network entity deployed in the core network and shared among the PLMNs of the MNOs that support a federation of Operator Platforms (OPs). The shared EASDF is hosted by a PLMN of the federation. The PLMN hosting the shared EASDF is the anchor PLMN. The communication between other PLMNs and the shared EASDF takes place via the serving EASDF (sEASDF) and the serving SMF (sSMF), that is via the EASDF and the SMF of the PLMN serving the UE.

The shared EASDF stores EAS deployment information such as EAS address hosted by other PLMNs within the federation. An operator in the federation needs to update its EAS information in the shared EASDF any time a change is applied (e.g., an EAS is added/modified/removed, or an MNO joins or leaves a federation). 

6.x.2.2
Option 2: Per-PLMN EASDFs

This solution option is based on the communication between the EASDFs of the different PLMNs of the MNOs that support a federation of OPs. The EASDF of a PLMN manages information for EAS’ that are hosted by the Edge Data Network of that PLMN, and the EASDF of a PLMN can interact with other PLMN’s EASDFs to support a federation of operator platforms.
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Figure 6.x.2.2-1: Architecture with per-PLMN EASDF

In the Figure above: 

-
serving EASDF (sEASDF) and the serving SMF (sSMF) are, respectively, the EASDF and the SMF of the PLMN of the federation that is currently serving the UE;

-
partner EASDF (pEASDF) and the partner SMF (pSMF) are, respectively, the EASDF and the SMF of the partner PLMN in the federation that hosts the Edge Application Server whose service is desired.

The EAS discovery is based on the existing EAS discovery procedures described in TS 23.548 [x], with the following changes:
-
Provisioning of EAS deployment information to 5GS

-
For each of its EASs, the application service provider (via the AF) provides each PLMN of the federation  with the EAS deployment information with PLMN ID, DNAI, and (list of) FQDNs necessary to discover the EAS within the federation. Such information is stored in the UDR following the EAS Deployment Information Provision from AF via NEF procedure (TS 23.548 [x], clause 6.2.3.4.2)

-
The SMF retrieves the EAS deployment information from the UDR (TS 23.548 [x], 6.2.3.4.3), and provides the following pieces of information to the EASDF (TS 23.548 [x], clause 6.2.3.4.4):

a)
FQDN filter: the list of filters regarding FQDN in the DNS query from the UE.

b)
DNS server address filter: the list of filters regarding DNS server address in the DNS query from the UE.

c)
PLMN ID associated with the FQDN filter or DNS server address.

d)
Action: DNS query forwarding to the target pEASDF, reporting to the SMF.

-
EAS discovery

-
At EAS discovery (TS 23.548 [x], clause 6.2.3.2.2), the sEASDF determines the target pEASDF associated with the PLMN ID, if the received DNS query (from the UE) meets the following conditions:

-
the FQDN in the DNS query matches with the configured FQDN filter associated with the DNAI/PLMN ID;

-
the DNS server address in the query matches with the configured DNS address filter with the DNAI/PLMN ID.
-
Depending on the action indicated by the sSFM, the sEASDF forwards the query to target pEASDF (directly or indirectly via the sSMF).

-
Target pEASDF replies with the result, specific DNAI/PLMN ID.

-
The result is reported to the to SMF.

6.x.3
Procedures
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Figure 6.x.3.1-1: Modified EAS discovery (TS 23.548 [x] clause 6.2.3.2.2) for Option 1 and Option 2

The procedure is based on the EAS discovery procedure defined in TS 23.548 [x], clause 6.2.3.2.2, with the following changes:

-
new Step 9a: based on the DNS message report sent by the sEASDF in step 8/9, the SMF, depending on the kind of deployment, selects the shared EASDF or the Partner EASDF;

-
(only for the shared EASDF case) new Step 9b/c: the sSMF creates the DNS context in the shared EASDF;

-
step 10/11: the sSMF instructs the sEASDF to forward the DNS query to the shared/partner EASDF; The sSMF provides to the serving EASDF the FQDN filter (e.g., FQDN ranges) to be reported. The FQDN filter indicates that the shared/partner EASDF needs to be contacted to resolve the DNS query.

-
new step 11a: the sEASDF forwards the DNS query to the shared EASDF

-
new step 13a: the shared EASDF resolves the DNS query and sends the DNS reply to the sEASDF.

NOTE:
In case of shared EASDF, alternatively to steps 11a/13a, the DNS query can be forwarded by the sEASDF to the shared EASDF via the SMF.

6.x.4
Impact on existing entities and interfaces

Editor’s note: This clause is FFS.
>>>>END OF CHANGES<<<<
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