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Abstract of the contribution: This pCR proposes a new Key Issue to study how to support for exposure of of QoS information to the DetNet Controller. 
1 Introduction
SA2 agreed on the new study on DetNet. The objective is to study whether and how to enable 3GPP support for DetNet such that a mapping is provided between the central DetNet controller entity (as defined in IETF) and the 5G system. Mapping involves translation of DetNet traffic profile and flow specification to 5GS QoS parameters and TSCAI. Study which information needs to be exposed from the 5G system to the DetNet controller.

This paper proposes a new key issue to study what potential enhancements in the 5GS may be needed to support the exposure of QoS information to the DetNet to enable the deterministic QoS.

2 Proposal

This contribution proposes to include Key Issue x in TR23.700-46 according the following proposal:
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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[X]
IETF RFC 8655: "Deterministic Networking Architecture".
[Y]
IETF RFC 8939: "Deterministic Networking (DetNet) Data Plane: IP".

[Z]
IETF RFC 9016: "Flow and Service Information Model for Deterministic Networking (DetNet)".
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5
Key Issues

5.X
Key Issue #X: Exposure of QoS Information to the DetNet Controller 
5.X.1
Description


Deterministic Networking (DetNet), as standardized in the IETF, operates at the IP and Multiprotocol Label Switching (MPLS) layers and provides time-sensitive features that guarantee almost zero packet loss rates and bounded latency. DetNet is targeted for networks that are under a single administrative control or within a closed group of administrative control, so it is not intended for large groups of domains such as the Internet. 

DetNet has reached a technical level of maturity in IETF. Many RFCs have been published and some of the IETF drafts are waiting for publication by the RFC editor (See IETF RFC 8655[X], RFC 8939[Y], RFC 9016[Z]). DetNet is able to provide deterministic QoS when UDP/IP is the transport selected for deterministic field-level communication. 

The objective of FS_DetNet is to study whether and how to enable 3GPP support for DetNet such that a mapping is provided between the central DetNet controller entity and the 5G system. Mapping involves translation of DetNet traffic profile and flow specification to 5GS QoS parameters and TSCAI. Study which information needs to be exposed from the 5G system to the DetNet controller.

This key issue will study what potential enhancements in the 5GS may be needed to support the exposure of QoS information to the DetNet Controller to enable the deterministic QoS.
In particular, this KI will address:

-
Which 5GS QoS information and other conditions are need to exposure to the DetNet Controller? Which and how 5G NF(s) need to be enhanced for the exposure about these information?
-
Whether and how the DetNet Controller can request Event Notifications about the QoS information and other conditions from 5GS and be notified by 5GS on these DetNet related attributes?
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