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1. Introduction/Discussion
In the current specification, each URSP rule is classified into a specific PSI to optimize the distribution of URSP rules and can only be identified at PSI granularity. 
To resolve the WT#4, URSP rule ID is introduced to uniquely identify the URSP rule sent to a UE. When the PCF provides URSP rules to the UE, a rule ID is allocated for each URSP rule and sent to the UE together with the URSP rules, apart from the PSI. When the UE initiates a PDU Session Establishment/Modification request, the UE indicates the URSP rule ID it uses for the request to the network, the network is able to know which URSP rule is enforced by the UE for the request, the SM PCF can retrieve the content of the URSP rule identified by the rule ID from the AM PCF, and then check if the requested S-NSSAI and DNN corresponds to the URSP rule, and generate the policy for the session management, e.g. allow the application traffic of the corresponding Traffic descriptor, as indicated by the URSP rule, to be transferred via the PDU Session.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-85.
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This solution addresses Key Issue #y on validation of URSP rule enforcement.
For newly detected application, the UE is required to evaluate the URSP rules and associate the application to a specific PDU Session, by initiating PDU Session Establishment procedure or PDU Session Modification procedure, depending on whether existing PDU session can be reused or not. 
While, the core network is not aware of which URSP rule is matched in the UE, not to mention what the detected application is. As the URSP rule is know to the core network at PSI granularity, 
To resolve the validation of URSP rule enforcement, a URSP rule ID is introduced to uniquely identify the URSP rule sent to a UE. When the PCF provides URSP rules to the UE, a rule ID is allocated for each URSP rule and sent to the UE together with the URSP rules, apart from the PSI. When the UE initiates a PDU Session Establishment/Modification request, the UE indicates the URSP rule ID it uses for the request to the network, the network is able to know which URSP rule is enforced by the UE for the request. Further the PCF for SM policy control when receiving the URSP rule ID transferred by the SMF can retrieve the content of the URSP rule identified by the rule ID from the PCF for AM policy control, and then check if the requested S-NSSAI and DNN requested by the UE matches with the components of the Route Selection Descriptors of the URSP rule, and generate the policy for the session management e.g. allow the application traffic identified by the corresponding Traffic descriptor of the URSP rule, to be transferred via the PDU Session.
The enhancement to the structure of URSP rule in TS 23.503 is listed as below.
Table 6.6.2.1-2: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Rule Identifier
	Uniquely identifies the URSP rule, within the UE.
It is used between PCF and UE for referencing URSP rules.
	Conditional
(NOTE X)
	Yes
	UE Context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6).
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	

	NOTE 1:	Rules in a URSP shall have different precedence values.
NOTE 2:	The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:	At least one of the Traffic descriptor components shall be present.
NOTE 4:	The format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc., are defined in TS 24.526 [19]. More than one connection capabilities value can be provided.
NOTE 5:	A URSP rule cannot contain the combination of the Traffic descriptor components IP descriptors and Non-IP descriptors.
NOTE 6:	The match of this Traffic descriptor does not require successful DNS resolution of the FQDN provided by the UE Application.
NOTE X:	The Rule Identifier is mandatory if URSP enforcement validation is required.



6.X.2	Procedure
When the UE triggers the PDU Session Establishment procedure or PDU Session Modification Procedure, the rule identifier of the matched URSP rule will be provided to the SMF, and then further provided by the SMF to the PCF for validation of the enforcement of the corresponding URSP rule and generate corresponding policy for the session management. 


Figure 6.X.2-1: PDU Session Establishment/Modification Procedure for URSP enforcement validation
1. During the PDU Session Establishment/Modification procedure, the URSP rule ID which triggers the procedure is contained within the SM NAS request message by the UE.
2. Within the Npcf_SMPolicyControl_Create/Update request message, the URSP rule ID is additionally provided by the SMF to the PCF.
3. Upon receiving the URSP rule ID, the PCF for SM policy control can retrieve the content of the corresponding URSP rule by either interacting with PCF for AM policy control or from the UDR.
4. Based on the received URSP rule, the PCF for SM policy control first checks whether the PDU Session is associated correctly, e.g. whether the DNN/S-NSSAI or the SSC mode matches with the components of  the RSD of the URSP rule. If the PDU Session is associated correctly, the PCF can make policy decision by generating  PCC rule(s) corresponding to the application traffic identified by the Traffic descriptor. If the PDU Session is associated incorrectly, the PCF may reject the request message from SMF.
5. The PCF provides the generated PCC rule(s) to the SMF for enforcement.
6. The SMF enforces the received PCC rule(s) by providing corresponding N4 rule(s) to the UPF, thus the application traffic of the Traffic descriptor can be transferred via this PDU Session.
7. The SMF responds to the UE with PDU Session Establishment/Modification Accept message, which may contain QoS rule(s) corresponding to the received PCC rule(s).
Subsequently, when receiving the service packet, maybe with the help of application detection functionality, the UPF finds that the corresponding service data flow filter for the service packet is not aligned with the Traffic descriptor of the URSP rule associated with the PDU Session, the UPF will drop the packet.
[bookmark: _GoBack]6.X.3	Impacts on existing Functions
The solution has impacts in the following entities:
UE:
-	Needs to support the reporting of URSP rule ID in PDU Session establishment/modification request.
SMF:
-	Needs to support procedures for transferring of URSP rule ID to the PCF.
PCF:
-	Needs to support procedures for querying the content of the URSP rule from the PCF for AM policy control.
-	Needs to generate the policy for the session management based on the URSP rule, and reject the transmission of application traffic if not matching with the Traffic descriptor of the URSP.
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