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Abstract of the contribution: This paper proposes a KIs related to 5G_PIN WT#1.
1 Introduction
There are various types of IoT devices that can be placed around the body (i.e., wearable devices such as cameras, headsets, watches, earphones, health monitors), be scattered in the home (e.g., smart lights, cameras, thermostats, door sensors, voice assistants, speakers, fridge, washing machines, lawn mower, robots), or reside in the office or factory of a small enterprise (e.g., printers, meters, sensors). Users of these IoT devices may create (e.g., plan, change the topology) Personal IoT Networks out of all these IoT devices mainly in their homes, offices, and/or around their body. There are three types of devices (PIN Elements) in the Personal IoT Network: PIN element with communication capability, PIN Element with Gateway Capability (PEGC), and PIN Element with Management Capability (PEMC). The 5G system needs to be aware of the IoT devices in order to leverage the 5G services for such Personal IoT Networks and their communication needs.
The key issue proposed in this paper addresses the requirements related to identification of PIN and PIN elements as per the below objective of study item 5G_PIN:

-
(WT#1.2) To study the potential architecture enhancements for supporting identifying PIN and the PIN Elements in the PIN.

2 Proposal

It is proposed to approve following Key Issue in TR 23.700-88.
*** BEGIN CHANGES ***
X.x1
Key Issue #X1: Identification of PIN, PEGC and PEMC 
x.x1.1
Description

The key issue focuses on potential enhancements needed to support identification of PIN and PIN elements with Gateway and Management capabilities. The following aspects will be studied as part of the key issue:

-
Whether the 3GPP network needs to identify a PIN. How to identify a PIN and who manages the PIN identity. Whether and what characteristics of a PIN shall be known to the 3GPP network (e.g. type of PIN (wearable, home automation, factory etc.), max of PIN elements in the PIN etc.).

-
Whether and how a UE that is capable of acting as a PEGC and/or PEMC can inform the 3GPP network about its capabilities. How to associate the UE identified as PEGC and/or PEMC to a specific PIN. Both the aspects of static and dynamic association of UEs capable of acting as PEGC and/or PEMC with a specific PIN shall be studied.

-
Whether and how the 3GPP network can authenticate and/or authorize a PEGC and/or PEMC capable UE to act as a GW and/or Manager of a specific PIN and also study the behaviour of the UE and the network upon failure of such authorization.

-
When there are multiple PEGC capable UEs present in a specific PIN, whether the PIN GW can change from one UE to another UE and how a PEGC capable UE or a PEMC capable UE can indicate to the 3GPP network about such change of a PIN GW. Whether and how the 3GPP network shall control/authorize such change of PIN GW for the specific PIN.

*** END CHANGES ***
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