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Abstract of the contribution: This paper proposes a KI to address the scenario to support non-3GPP access to SNPN.
Discussion

Study Item objective WT#2 aims at addressing support for non-3GPP access to SNPN.
How a UE in R17, which wants to establish connectivity via trusted non-3GPP access, selects a PLMN and a trusted non-3GPP access network (TNAN) providing connectivity to the PLMN, is defined in TS 23.501 clause 6.3.12.

While in R17 it is not specified how the UE decides to use trusted non-3GPP access, some scenarios have been described in TS 23.501 clause 6.3.12 as examples. It is however open how the UE can discover, select and access trusted non-3GPP access allowing connectivity to a SNPN.
For the untrusted case TS 23.501, clause 6.3.6.2a is stating that “In this Release of the specification this procedure only applies when the UE is accessing the SNPN N3IWF via a PLMN”. This must be enhanced to allow access to a SNPN N3IWF via a SNPN.
Proposal

Add the following KI to TR 23.700-08.
*** BEGIN CHANGES ***
X.x
Key Issue #X: Support UE to discover, select and access non-3GPP access to connect to SNPN
x.x.1
Description

This key issue is to enable a UE to discover, select and access non-3GPP access to connect to SNPN. Impact to the 5G System due to the following scenarios should be studied:

· How the UE can select and access a SNPN N3WIF via a SNPN.

· How the UE can discover, select and access trusted non-3GPP access allowing connectivity to a SNPN and potentially to a PLMN. How the UE actually decides to use trusted non-3GPP access is out of scope of this study.
*** END CHANGES ***
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