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Abstract: This contribution proposes a new key issue for FS_EDGE_ph2. 
1. Introduction
This contribution thus proposes a key issue related to the WT #3.
	WT3.1) Define use cases that may benefit from exposure of additional data via the Local UPF/NEF including describing (on a high level) the characteristics of the data and data delivery to fulfil the use cases.
WT3.2) Investigate the solutions and their feasibility and suitability for improved network exposure of UE traffic related information to common Edge Application Server via Local UPF/NEF, such as network congestion status.



In Rel-17 edge computing, QoS monitoring results can be exposed to local AF directly from UPF or via local NEF. However, there would be additional real time network information, which can be utilized by edge application servers to adjust their behaviour. This contribution thus provides related 
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-48.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc93422574]5.2	KI#2: Fast and efficient network exposure improvements
[bookmark: _Toc93422575]5.2.1	Description
Editor's note:	This key issue corresponds to Work Task #3 in SP-211638. This sub-clause can be further improved based on contributions.
This key issue is related to WT #3. When edge computing being deployed over 5G system, Edge Application Servers on edge hosting environment may want to utilize for fast and efficient network exposure of real time UE traffic related information such as network congestion status. In Release 17, QoS monitoring results can be exposed to local AF directly from UPF or via local NEF. However, there would be additional real time network information, which can be utilized by edge application servers to adjust their behaviour. 
This key issue will study the following aspect:
-	Investigate possible use cases where an Edge Application Server can exploit benefits for its real time operation from exposure of additional data from the 5GS.
NOTE:	This key issue focuses use cases and additional data to be exposed rather than the actual UPF exposure mechanism or UPF-originated data if those are already covered by FS_UPEAS item.
-	Which additional information related to UE traffic needs to be exposed with low latency to the Edge Application Server by the 5GS?
-	How such additional information can be delivered to the Edge Application Server by the 5GS?

* * * * End of changes * * * *
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