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1. Overall Description:
Thanks CT1 for their LS on PCF in case of SNPN with CH using AUSF/UDM for primary auth. 

[bookmark: _GoBack]SA2 understands that for the case of access to an SNPN using credentials owned by a Credentials Holder using AUSF/UDM, the Credentials Holder are mainly used for primary authentication and authorization, the services offered by the registered SNPN do not need to rely on the Credentials Holder, which means the registered SNPN has network slice, DNN, and PDU Session policy control independent from the Credentials Holder. See the architecture as in clause 5.30.2.9.3 of TS 23.501, where Credentials Holder doesn't provide the PCF functionality while the registered SNPN does, and the Credentials Holder provides the UDM functionality. So when the registered SNPN provides signaled URSP containing S-NSSAI from UDM of CH to UE, the UE can associate the URSP with the registered SNPN as in TS 24.501 Annex D.2.1.2: “When storing a UE policy sections received from an SNPN, the UE shall associate the NID of that SNPN with the UPSI of the stored UE policy section.”



[bookmark: _Hlk67939463]Figure: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM

SA2 also understands that for the case where the credentials owned by a Credentials Holder using AUSF/UDM are used to access more than one SNPNs, each SNPN has its network slice, DNN, and PDU Session policy control independent from the other SNPNs.

In those cases, SA2 believes that the UE needs to be configured with one dedicated URSP applicable when the UE accesses a SNPN.

Hence SA2 gives the following answers to CT1 questions: 

CT1 Question:  
a) for a UE which can access both a PLMN (when not operating in SNPN access mode) and an SNPN using the PLMN subscription (when operating in SNPN access mode), whether:
i) Common URSP: the UE is expected to be (pre-)configured with one URSP applicable regardless whether the UE accesses a PLMN or an SNPN; or
ii) Two URSPs:  the UE is expected to be (pre-) configured with one URSP applicable when the UE accesses a SNPN and the other URSP applicable when the UE accesses a PLMN.
SA2 Answer: SA2 confirms that two URSPs are expected, one URSP applicable when the UE accesses a SNPN and the other URSP applicable when the UE accesses a PLMN.

CT1 Question:  
b) how a UE associates URSP signaled via a registered SNPN when the UE has registered to the SNPN using credentials from a CH which is a PLMN or an SNPN, i.e., whether the signaled URSP via the registered SNPN should be associated with the registered SNPN or the CH.
SA2 Answer: SA2 confirms that the signaled URSP via the registered SNPN should be associated with the registered SNPN.


2. Actions:
To CT1 group
ACTION: 	SA2 asks CT1 group to consider the above answers into account.

3. Date of Next TSG SA WG2 Meetings:
See https://portal.3gpp.org/Home.aspx?tbid=385&SubTB=385#/
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