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* * * * start of 1st change * * * *
[bookmark: _Toc91153809][bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc91153549][bookmark: _Toc83355858][bookmark: _Toc68061709]4.2.11.3	Configuration for Early Admission Control (EAC) update procedure
The configuration for Early Admission Control (EAC) update procedure indicates to the AMF the activation or the deactivation of the EAC mode for the S-NSSAI subject to NSAC. EAC mode means that the AMF is required to perform the number of UEs per network slice availability check and update procedure before the S-NSSAI subject to NSAC is included in the Allowed NSSAI and sent to the UE. EAC mode is only applicable in the AMF when the update flag is set to increase.
The AMF implicitly subscribes to the EAC notification for the S-NSSAI when it performs the first network slice availability check and update procedure for the S-NSSAI with the NSACF. The NSACF sends the EAC mode notification towards all notification endpoints associated with the S-NSSAI.


Figure 4.2.11.3-1: Early Admission Control (EAC) update procedure
1.	The number of UEs registered with a network slice subject to NSAC crosses a certain operator defined threshold. The NSACF determines whether to activate or deactivate the EAC mode.
2.	The NSACF triggers Nnsacf_NSAC_EACNotify operation including the S-NSSAI(s) for which the EAC mode is to be activated or deactivated with Access Type and a EAC flag(s) set to activated if the number of UEs registered with the network slice is above certain threshold or set to deactivated if the number of the UEs registered with the network slice is below certain threshold which may be same or different with respect to the activation threshold.
3.	The AMF sets the EAC flag for the received Access Type and uses it the EAC flag to decide when to trigger the number of UEs per network slice availability check and update procedure so that delays to the registration procedure and impact to the already allowed network slices are avoided.
If the EAC flag indicates EAC mode activated, the AMF triggers the number of UEs per network slice availability check and update procedure before the Registration Accept step of the registration procedure or before the UE Configuration Update message.
If the EAC flag indicates EAC mode deactivated, the AMF triggers the number of UEs per network slice availability check and update procedure after Registration Accept step of the registration procedure or after the UE Configuration Update.
NOTE:	When the S-NSSAI subject to NSAC and NSSAA, with EAC mode activated or deactivated, the AMF performs them as described in clause 4.2.11.2.
* * * * Next change * * * *
[bookmark: _Toc91154526]5.2.21.2.3	Nnsacf_NSAC_EACNotify service operation
Service Operation name: Nnsacf_NSAC_EACNotify
Description: The NSACF is configured with the information about which network slices are subject to NSAC. The NSACF may trigger notification to the consumer NF (e.g. AMF) to indicate the activation of the Early Availability Check (EAC) mode for a certain network slice which is subject to NSAC when the number of the UEs registered with the network slice is above certain operator defined threshold (e.g. a percentage of the maximum number of UEs allowed to register with the network slice) and the deactivation of the EAC mode when the number of the UEs registered with the network slice is below certain operator defined threshold which may be same or different from the activation threshold.
Inputs, Required: S-NSSAI(s), EAC flag(s).
The S-NSSAI input parameter is the network slice for which the NSACF activates or deactivates the EAC mode.
Access Type input parameter indicates whether the EAC mode is applicable for 3gpp, non-3gpp or both.
The EAC flag input parameter indicates whether the Slice EAC mode is activated or deactivated.
Inputs, Optional: None.
Output, Required: None.
Output, Optional: None.
[bookmark: _Toc91154531]* * * * end of changes * * * *
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