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****************** START CHANGE ***************
[bookmark: _Toc83303338][bookmark: _Toc19183553][bookmark: _Toc27847830][bookmark: _Toc36189259][bookmark: _Toc45185472][bookmark: _Toc51830594][bookmark: _Toc59096305]4.2.3.3	Network Triggered Service Request
This procedure is used when the network needs to signal (e.g. N1 signalling to UE, Mobile-terminated SMS, User Plane connection activation for PDU Session(s) to deliver mobile terminating user data) with a UE. When the procedure is triggered by SMSF, PCF, LMF, GMLC, NEF or UDM, the SMF in the following figure should be replaced by the respective NF. If the UE is in CM‑IDLE state or CM-CONNECTED state in 3GPP access, the network initiates a Network Triggered Service Request procedure. If the UE is in CM-IDLE state, and asynchronous type communication is not activated, the network sends a Paging Request to (R)AN/UE. The Paging Request triggers the UE Triggered Service Request procedure in the UE. If asynchronous type communication is activated, the network stores the received message and forward the message to the (R)AN and/or the UE (i.e. synchronizes the context with the (R)AN and/or the UE) when the UE enters CM-CONNECTED state.
If the UE is in CM-IDLE state in non-3GPP access and if the UE is simultaneously registered over 3GPP and non-3GPP accesses in a PLMN, the network shall initiate a Network Triggered Service Request procedure over 3GPP access.
If the UE is in CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access, and if the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, the network may initiate a Network Triggered Service Request procedure for 3GPP access via non-3GPP access.
For this procedure, the impacted SMF and UPF are all under control of the PLMN serving the UE, e.g. in Home Routed roaming case the SMF and UPF in HPLMN are not involved.
The procedure below covers the following non-exhaustive list of use-cases for 3GPP access (detailed conditions of when the steps apply are stated in the procedure below):
-	The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for a PDU Session and the UE is in CM-IDLE state: Step 3a contains an N2 message and Step 4b (paging) is performed.
-	The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for a PDU Session and the UE is in CM-CONNECTED state: Step 3a contains an N2 message and Step 4a (UP reactivation) is performed.
-	NF (e.g. SMF, SMSF, PCF or LMF) needs to send an N1 message to the UE, using the Namf_Communication_N1N2MessageTransfer service operation, and the UE is in CM-IDLE state: Step 3a contains an N1 message, Step 3b contains cause "Attempting to reach UE", and Step 4b (paging) occurs.
-	The LMF triggers AMF, using the Namf_Communication_N1N2MessageTransfer service operation, to setup a NAS connection with the UE and the UE is in CM-IDLE state: Step 3b contains cause "Attempting to reach UE", and step 4b (paging) occurs.
-	The GMLC triggers AMF, using the Namf_Location_ProvideLocation service operation, to setup a NAS connection with the UE and the UE is in CM-IDLE state: Step 4b (paging) occurs.
-	The PCF needs to send a message to the UE, using the Npcf_AMPolicyControl_Create Response service operation, or the Npcf_AMPolicyControl_UpdateNotify service operation and the UE is in CM-IDLE state: Step 3a contains a message, and step 4b (paging) occurs.
-	NF (e.g. SMSF) triggers AMF, using the Namf_MT_EnableUEReachability service operation, to setup a NAS connection with the UE and the UE is in CM-IDLE state: The trigger is specific to the procedure and Step 4b (paging) occurs.


Figure 4.2.3.3-1: Network Triggered Service Request
1.	When a UPF receives downlink data for a PDU Session and there is no AN Tunnel Info stored in UPF for the PDU Session, based on the instruction from the SMF (as described in clause 5.8.3 of TS 23.501 [2]), the UPF may buffer the downlink data (steps 2a and 2b), or forward the downlink data to the SMF (step 2c).
2a.	UPF to SMF: Data Notification (N4 Session ID, Information to identify the QoS Flow for the DL data packet, DSCP).
-	On arrival of the first downlink data packet for any QoS Flow, the UPF shall send Data Notification message to the SMF, if the SMF has not previously notified the UPF to not send the Data Notification to the SMF (in which case the next steps are skipped).
-	If the UPF receives downlink data packets for another QoS Flow in the same PDU Session, the UPF shall send another Data Notification message to the SMF.
-	If the Paging Policy Differentiation feature (as specified in clause 5.4.3 of TS 23.501 [2]) is supported by the UPF and if the PDU Session type is IP, the UPF shall also include the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the downlink data packet and the information to identify the QoS Flow for the DL data packet.
2b.	SMF to UPF: Data Notification Ack.
2c.	The UPF forwards the downlink data packets towards the SMF if the SMF instructed the UPF to do so (i.e. the SMF will buffer the data packets).
-	If the Paging Policy Differentiation feature is supported by the SMF and if the PDU Session type is IP, the SMF determines the Paging Policy Indicator based on the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the received downlink data packet and identifies the corresponding QoS Flow from the QFI of the received DL data packet.
3a.	[Conditional] SMF to AMF: Namf_Communication_N1N2MessageTransfer (SUPI, PDU Session ID, N1 SM container (SM message), N2 SM information (QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI), Area of validity for N2 SM information, ARP, Paging Policy Indicator, 5QI, N1N2TransferFailure Notification Target Address), or NF to AMF: Namf_Communication_N1N2MessageTransfer (SUPI, N1 message).
	The SMF shall not include both N1 SM Container and N2 SM Information in Namf_Communication_N1N2MessageTransfer unless the N1 SM Container is related to the N2 SM Information.
	If this step is triggered by a notification from UPF, upon reception of a Data Notification message, for a PDU Session corresponding to a LADN, the SMF takes actions as specified in clause 5.6.5 of TS 23.501 [2]. The SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU Sessions and/or to not provide further Data Notification messages.
	Otherwise, the SMF determines whether to contact the AMF. The SMF does not contact the AMF:
-	if the SMF had previously been notified that the UE is unreachable; or
-	if the UE is reachable only for regulatory prioritized service and the PDU Session is not for regulatory prioritized service.
	The SMF determines the AMF and invokes the Namf_Communication_N1N2MessageTransfer to the AMF including the PDU Session ID of the PDU Session. If this step is triggered by a notification from the UPF in step 2a, the SMF determines the PDU Session ID based on the N4 Session ID received in step 2a.
	If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data Notification message or, in the case that the SMF buffers the data packets, additional data packets for a QoS Flow associated with a higher priority (i.e. ARP priority level) than the priority indicated to the AMF in the previous Namf_Communication_N1N2MessageTransfer, or the SMF derive a different Paging Policy Indicator according to the additional Data Notification or the DSCP of the data packet, the SMF invokes a new Namf_Communication_N1N2MessageTransfer indicating the higher priority or different Paging Policy Indicator to the AMF.
	If the SMF, while waiting for the User Plane to be activated, receives a message from a new AMF other than the one to which the SMF invoked theNamf_Communication_N1N2MessageTransfer, the SMF re-invokes the Namf_Communication_N1N2MessageTransfer towards the new AMF.
	When supporting Paging Policy Differentiation, the SMF determines the Paging Policy Indicator related to the downlink data that has been received from the UPF or triggered the Data Notification message, based on the DSCP as described in clause 5.4.3 of TS 23.501 [2], and indicates the Paging Policy Indicator in the Namf_Communication_N1N2MessageTransfer.
NOTE 1:	AMF may receive request message(s) from other network functions which leads to signalling towards UE/RAN, e.g. Network-initiated Deregistration, SMF initiated PDU Session Modification. If the UE is in CM-CONNECTED state and the AMF only delivers N1 message towards UE, the flow continues in step 6 below.
	The N2 SM information is optional and is not provided e.g. if the SMF only wants to send an N1 message such as PDU Session Modification Command with only updating the UE with a PCO.
3b.	[conditional] The AMF responds to the SMF.
	If the UE is in CM-IDLE state at the AMF, and the AMF is able to page the UE the AMF sends a Namf_Communication_N1N2MessageTransfer response to the SMF immediately with a cause "Attempting to reach UE" which indicates to the SMF that the N2 SM information provided in step 3a, may be ignored by the AMF once the UE is reachable and the SMF may be asked to provide the N2 SM information again.
	While waiting for the UE to respond to a previous paging request, if the AMF receives an Namf_Communication_N1N2MessageTransfer Request message with the same or a lower priority than the previous message triggering the paging, or if the AMF has determined not to trigger additional paging requests for this UE based on local policy, the AMF rejects the Namf_Communication_N1N2MessageTransfer Request message.
	If the UE is in CM-CONNECTED state at the AMF then the AMF sends a Namf_Communication_N1N2MessageTransfer response to the SMF immediately with a cause "N1/N2 transfer success".
	If the UE is in CM-IDLE state, and the AMF determines that the UE is not reachable for paging, the AMF shall send an Namf_Communication_N1N2MessageTransfer response to the NF from which AMF received the request message in step 3a, or the AMF performs asynchronous type communication and stores the UE context based on the received message. If asynchronous type communication is invoked, the AMF initiates communication with the UE and (R)AN when the UE is reachable e.g. when the UE enters CM-CONNECTED state.
	If the AMF has determined the UE is unreachable for the SMF (e.g. due to the UE in MICO mode or the UE is only registered over non-3GPP access and its state is CM-IDLE), then the AMF rejects the request from the SMF. The AMF may include in the reject message an indication that the SMF need not trigger the Namf_Communication_N1N2MessageTransfer Request to the AMF, if the SMF has not subscribed to the event of the UE reachability. The AMF stores an indication that the SMF has been informed that the UE is unreachable.
	If the UE is not in MICO mode and the AMF detects the UE is in a Non-Allowed Area unless the request from the SMF is for regulatory prioritized service, the AMF rejects the request from the SMF and notifies the SMF that the UE is reachable only for regulatory prioritized service. The AMF stores an indication that the SMF has been informed that the UE is reachable only for regulatory prioritized service.
	If the Registration procedure with AMF change is in progress when the old AMF receives the Namf_Communication_N1N2MessageTransfer, the old AMF may reject the request with an indication that the Namf_Communication_N1N2MessageTransfer has been temporarily rejected.
	Upon reception of an Namf_Communication_N1N2MessageTransfer response with an indication that its request has been temporarily rejected, the SMF shall start a locally configured guard timer and wait for any message to come from an AMF. Upon reception of a message from an AMF, the SMF shall re-invoke the Namf_Communication_N1N2MessageTransfer (with N2 SM info and/or N1 SM info) to the AMF from which it received the message. Otherwise the SMF takes the step 3c at expiry of the guard timer. If the SMF decides that the control plane buffering applies, the SMF shall request UPF to start forwarding the downlink data PDU towards the SMF.
3c.	[Conditional] SMF responds to the UPF.
	SMF may notify the UPF about the User Plane setup failure.
	If the SMF receives an indication from the AMF that the UE is unreachable or reachable only for regulatory prioritized service, the SMF may, based on network policies, either:
-	indicate to the UPF to stop sending Data Notifications;
-	indicate to the UPF to stop buffering DL data and discard the buffered data;
-	indicate to the UPF to stop sending Data Notifications and stop buffering DL data and discard the buffered data; or
-	refrains from sending further Namf_Communication_N1N2MessageTransfer message for DL data to the AMF while the UE is unreachable.
	Then the SMF subscribes to the AMF for UE reachability event notifications.
	Based on operator policies, the SMF applies the pause of charging procedure as specified in clause 4.4.4.
	If the SMF receives an indication from the AMF that the Namf_Communication_N1N2MessageTransfer message requested from an SMF has been temporarily rejected, the SMF may, based on network policies, indicate to the UPF to apply temporary buffering.
4a.	[Conditional] If the UE is in CM-CONNECTED state in the access associated with the PDU Session ID received from the SMF in step 3a, the steps 4 to 22 in UE Triggered Service Request procedure (see clause 4.2.3.2) are performed for this PDU Session (i.e. establish the radio resources and, in the case that the User Plane is to be activated, to establish the N3 tunnel) without sending a Paging message to the (R)AN node and the UE. In step 12 of clause 4.2.3.2, the AMF does not send the NAS Service Accept message to the UE. The rest of this procedure is omitted.
4b.	[Conditional] If the UE is in CM-IDLE state in 3GPP access and the PDU Session ID received from the SMF in step 3a has been associated with 3GPP access and based on local policy the AMF decides to notify the UE through 3GPP access even when UE is in CM-CONNECTED state for non-3GPP access, the AMF may send a Paging message to NG-RAN node(s) via 3GPP access.
	If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, the UE is in CM-IDLE state in both 3GPP access and non-3GPP access, and the PDU Session ID in step 3a is associated with non-3GPP access, the AMF sends a Paging message with associated access "non-3GPP" to NG-RAN node(s) via 3GPP access.
	If the UE is in RM-REGISTERED state and CM-IDLE and reachable in 3GPP access, the AMF sends a Paging message (NAS ID for paging, Registration Area list, Paging DRX length, Paging Priority, access associated to the PDU Session) to (R)AN node(s) belonging to the Registration Area(s) in which the UE is registered, then the NG-RAN node pages the UE, including the access associated to the PDU Session in the paging message if received from the AMF, see TS 38.331 [12].
NOTE 2:	The usage of the Access associated with a PDU Session when paging an UE is defined in clause 5.6.8 of TS 23.501 [2].
	Different paging strategies may be configured in the AMF for different combinations of DNN, Paging Policy Indicator (if supported), ARP and 5QI.
	For RRC-inactive state, the paging strategies may be configured in the (R)AN for different combinations of Paging Policy Indicator, ARP and 5QI.
	Paging Priority is included only:
-	if the AMF receives an Namf_Communication_N1N2MessageTransfer message with an ARP value associated with priority services (e.g. MPS, MCS), as configured by the operator.
-	One Paging Priority level can be used for multiple ARP values. The mapping of ARP values to Paging Priority level (or levels) is configured by operator policy in the AMF and in NG-RAN.
	The (R)AN may prioritise the paging of UEs according to the Paging Priority.
	If the AMF, while waiting for a UE response to the Paging Request message sent without Paging Priority, receives an Namf_Communication_N1N2MessageTransfer message, which indicates an ARP value associated with priority services (e.g. MPS, MCS), as configured by the operator, the AMF shall send another paging message with the suitable Paging Priority. For subsequent received Namf_Communication_N1N2MessageTransfer messages with the same or higher priority, the AMF may determine whether to send the Paging message with suitable Paging Priority based on local policy.
	Paging strategies may include:
-	paging retransmission scheme (e.g. how frequently the paging is repeated or with what time interval);
-	determining whether to send the Paging message to the (R)AN nodes during certain AMF high load conditions;
-	whether to apply sub-area based paging (e.g. first page in the last known cell-id or TA and retransmission in all registered TAs).
NOTE 3:	Setting of Paging Priority in the Paging message is independent from any paging strategy.
	The AMF and the (R)AN may support further paging optimisations in order to reduce the signalling load and the network resources used to successfully page a UE by one or several of the following means:
-	by the AMF implementing specific paging strategies (e.g. the N2 Paging message is sent to the (R)AN nodes that served the UE last);
-	by the AMF considering Information On Recommended Cells And NG-RAN nodes provided by the (R)AN at transition to CM-IDLE state. The AMF takes the (R)AN nodes related part of this information into account to determine the (R)AN nodes to be paged, and provides the information on recommended cells within the N2 Paging message to each of these (R)AN nodes;
-	by the (R)AN considering the Paging Attempt Count Information provided by the AMF at paging.
	If the UE Radio Capability for Paging Information is available in the AMF, the AMF adds the UE Radio Capability for Paging Information in the N2 Paging message to the (R)AN nodes.
	If the Information On Recommended Cells And (R)AN nodes For Paging is available in the AMF, the AMF shall take that information into account to determine the (R)AN nodes for paging and, when paging a (R)AN node, the AMF may transparently convey the information on recommended cells to the (R)AN node.
	The AMF may include in the N2 Paging message(s) the paging attempt count information. The paging attempt count information shall be the same for all (R)AN nodes selected by the AMF for paging.
4c.	[Conditional] If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, and the UE is in CM-CONNECTED state in 3GPP access and the PDU Session ID in step 3a is associated with non-3GPP access, the AMF sends a NAS Notification message containing the non-3GPP Access Type to the UE over 3GPP access and sets a Notification timer. Step 5 is omitted.
	If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, and the UE is in CM-CONNECTED state for non-3GPP access and in CM-IDLE for 3GPP access, and if the PDU Session ID in step 3a is associated with 3GPP access, and based on local policy the AMF decides to notify the UE through non-3GPP access, the AMF may send a NAS Notification message containing the 3GPP Access Type to the UE over non-3GPP access and sets a Notification timer.
5.	[Conditional] AMF to SMF: Namf_Communication_N1N2Transfer Failure Notification.
	The AMF supervises the paging procedure with a timer. If the AMF receives no response from the UE to the Paging Request message, the AMF may apply further paging according to any applicable paging strategy described in step 4b.
	The AMF notifies the SMF by sending Namf_Communications_N1N2MessageTransfer Failure Notification to the Notification Target Address provided by the SMF in step 3a if the UE does not respond to paging, unless the AMF is aware of an ongoing MM procedure that prevents the UE from responding, i.e. the AMF receives an N14 Context Request message indicating that the UE performs Registration procedure with another AMF.
	When a Namf_Communication_N1N2Transfer Failure Notification is received, SMF informs the UPF (if applicable).
	Procedure for pause of charging at SMF is specified in clause 4.4.4.
6.	If the UE is in CM-IDLE state in 3GPP access, upon reception of paging request for a PDU Session associated to 3GPP access, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2). To support the buffered data forwarding, the SMF instruct the UPF to establish a Data forwarding tunnel between the old UPF and the new UPF or to the PSA as described at steps 6a, 7a, 8a of clause 4.2.3.2.
	If the UE is in CM-IDLE state in both non-3GPP and 3GPP accesses, upon reception of paging request for a PDU Session associated to non-3GPP access, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2) which shall contain the List Of Allowed PDU Sessions that, according to UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access, can be re-activated over the 3GPP access. If there is no PDU Session that can be re-activated over the 3GPP access, the UE includes an empty List Of Allowed PDU Sessions. If the AMF receives a Service Request message from the UE via non-3GPP access as described in clause 4.12.4.1 (e.g. because the UE successfully connects to a non-3GPP access), the AMF stops the paging procedure and processes the received Service Request procedure. If the AMF receives the Service Request message and the List Of Allowed PDU Sessions provided by the UE does not include the PDU Session for which the UE was paged, the AMF notifies the SMF that the UE was reachable but did not accept to re-activate the PDU Session by invoking Namf_EventExposure_Notify service as described in step 4 of clause 4.2.3.2.
	If the UE is in CM-IDLE state in non-3GPP access and in CM-CONNECTED state in 3GPP access, upon reception of NAS Notification message over 3GPP access containing the non-3GPP Access Type, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2) with the List Of Allowed PDU Sessions that, according to UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access, can be re-activated over the 3GPP access. If there is no PDU Session that can be re-activated over the 3GPP access, the UE include an empty List Of Allowed PDU Sessions. When the AMF receives the Service Request message and the List of Allowed PDU Sessions provided by the UE does not include the PDU Session for which the UE was notified, the AMF notifies the SMF that the UE was reachable but did not accept to re-activate the PDU Session by invoking Namf_EventExposure_Notify service. If the AMF receives a Service Request message from the UE via non-3GPP access as described in clause 4.12.4.1 (e.g. because the UE successfully connects to a non-3GPP access), the AMF stops the Notification timer and processes the received Service Request procedure.
	If the UE is in CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access, upon reception of NAS Notification message over non-3GPP access identifying the 3GPP access type, the UE shall initiate the UE triggered Service Request procedure (clause 4.2.3.2) over the 3GPP access when 3GPP access is available. If the AMF does not receive the Service Request message before Notification timer expires, the AMF may either page the UE through 3GPP access or notify the SMF that the UE was not able to re-activate the PDU Session.
7.	The UPF transmits the buffered downlink data toward UE via (R)AN node which performed the Service Request procedure.
	The network also sends downlink signalling to the UE if the procedure is triggered due to request from other NFs, as described in step 3a.
****************** NEXT CHANGE ***************
[bookmark: _Toc19183585][bookmark: _Toc27847862][bookmark: _Toc36189291][bookmark: _Toc45185504][bookmark: _Toc51830626][bookmark: _Toc83303370]4.3.3.2	UE or network requested PDU Session Modification (non-roaming and roaming with local breakout)
The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.


Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming with local breakout)
1.	The procedure may be triggered by following events:
1a.	(UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of an NAS message (N1 SM container (PDU Session Modification Request (PDU session ID, Packet Filters, Operation, Requested QoS, Segregation, 5GSM Core Network Capability, Number Of Packet Filters, [Always-on PDU Session Requested])), PDU Session ID, and UE Integrity Protection Maximum Data Rate) message. Depending on the Access Type, if the UE was in CM-IDLE state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request)).
	When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation indication is included when the UE recommends to the network to bind the applicable SDF(s) on a distinct and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an existing QoS Flow.
NOTE 1:	Only one QoS Flow is used for traffic segregation. If UE makes subsequent requests for segregation of additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for segregation.
	The UE shall not trigger a PDU Session Modification procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
	The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request message.
	For a PDU Session which was established in the EPS, when the UE moves from EPS to 5GS for the first time, the UE includes an Always-on PDU Session Requested indication in the PDU Session Modification Request message if it wants to change the PDU Session to an always-on PDU Session.
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
	The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in clause 5.4.4b of TS 23.501 [2].
	The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can support UP integrity protection.
	The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules as described in clause 5.17.2.2.2 of TS 23.501 [2].
1b.	(SMF requested modification) The PCF performs a PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 to notify SMF about the modification of policies. This may e.g.; have been triggered by a policy decision or upon AF requests, e.g. Application Function influence on traffic routing as described in step 5 in clause 4.3.6.2.
1c.	(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification (SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription Data and acknowledges the UDM by returning an Ack with (SUPI).
1d.	(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6 and clause 4.9.1). It may also be triggered if the UP connection is activated (as described in Service Request procedure) and the SMF has marked that the status of one or more QoS Flows are deleted in the 5GC but not synchronized with the UE yet.
	If the SMF receives one of the triggers in step 1b ~ 1d, the SMF starts SMF requested PDU Session Modification procedure.
1e.	(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information).
	(AN initiated notification control) If notification control is configured for a GBR Flow, (R)AN sends a N2 message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI and an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information). If the PCF has subscribed to the event, SMF reports this event to the PCF for each PCC Rule for which notification control is set, see step 2. Alternatively, if dynamic PCC does not apply for this DNN, and dependent on locally configured policy, the SMF may start SMF requested PDU Session Modification procedure, see step 3b.
2.	The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session Modification procedure is triggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.
	Steps 3 to 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).
3a.	For UE or AN initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext (N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS rule operation, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), Session-AMBR, [Always-on PDU Session]))). See clause 5.7 of TS 23.501 [2] for the QoS Profile, and QoS rule and QoS Flow level QoS parameters.
	If the PDU Session Modification was requested by the UE to modify a PDU Session to an always-on PDU Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Modification Command to indicate whether the PDU Session is to be changed to an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Modification Command.
	The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. If the PDU Session Modification was triggered by the (R)AN Release in step 1e the N2 SM information carries an acknowledgement of the (R)AN Release. If the PDU Session Modification was requested by the UE for a PDU Session that has no established User Plane resources, the N2 SM information provided to the (R)AN includes information for establishment of User Plane resources.
	The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. It may include the QoS rules, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the UE that one or more QoS rules were added, removed or modified.
3b. For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS parameters operation, Session-AMBR))).
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
4.	The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
5.	The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary (R)AN resources related to the PDU Session.
6.	The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID, Secondary RAT usage data), User location Information) Message to the AMF. In the case of Dual Connectivity, if one or more QFIs were added to the PDU Session, the Master RAN node may assign one or more of these QFIs to a NG-RAN node which was not involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session, a (R)AN node may no longer be involved in the PDU Session anymore, and the corresponding tunnel endpoint is removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfil the User Plane Security Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum Data Rate being exceeded.
	If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data Report.
7.	The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response. N2 SM information may include Secondary RAT Usage Data.
	If the (R)AN rejects QFI(s) the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE accordingly.
8.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF (see NOTE 3).
	If new QoS Flow(s) are to be created, the SMF updates the UPF with UL Packet Detection Rules of the new QoS Flow.
NOTE 2:	This allows the UL packets with the QFI of the new QoS Flow to be transferred.
9.	The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack)) message.
10.	The (R)AN forwards the NAS message to the AMF.
11.	The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
[bookmark: _Hlk531274697]	If the SMF initiated modification is to delete QoS Flows (e.g. triggered by PCF) which do not include QoS Flow associated with the default QoS rule and the SMF does not receive response from the UE, the SMF marks that the status of those QoS Flows is to be synchronized with the UE.
12.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding rule(s).
NOTE 3:	The UPFs that are impacted in the PDU Session Modification procedure depends on the modified QoS parameters and on the deployment. For example in the case of the session AMBR of a PDU Session with an UL CL changes, only the UL CL is involved. This note also applies to the step 8.
13.	If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1.
	SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.
	If step 1b is triggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.

****************** NEXT CHANGE ***************
[bookmark: _Toc19183673][bookmark: _Toc27847950][bookmark: _Toc36189379][bookmark: _Toc45185592][bookmark: _Toc51830714][bookmark: _Toc83303458]4.11.1.4.1	EPS bearer ID allocation
Following procedures are updated to allocate EPS bearer ID(s) towards EPS bearer(s) mapped from QoS flow(s) and provide the EPS bearer ID(s) to the NG-RAN:
-	UE requested PDU Session Establishment (Non-roaming and Roaming with Local Breakout (clause 4.3.2.2.1) including Request Types "Initial Request" and "Existing PDU Session".
-	UE requested PDU Session Establishment (Home-routed Roaming (clause 4.3.2.2.2) including Request Types "Initial Request" and "Existing PDU Session".
-	UE or network requested PDU Session Modification (non-roaming and roaming with local breakout) (clause 4.3.3.2).
-	UE or network requested PDU Session Modification (home-routed roaming) (clause 4.3.3.3).
-	UE Triggered Service Request (clause 4.2.3.2) to move PDU Session(s) from untrusted non-3GPP access to 3GPP access
EBI allocation shall apply to PDU Session via 3GPP access supporting EPS interworking with N26. EBI allocation shall not apply to PDU Session via 3GPP access supporting EPS interworking without N26 and shall not apply to PDU Session via non-3GPP access supporting EPS interworking.


Figure 4.11.1.4.1-1: Procedures for EPS bearer ID allocation
1.	Procedure as listed in this step is initiated as specified in the relevant clauses of this specification. The relevant steps of the procedure as specified in the figure above are executed.
2.	If the PGW-C+SMF (or H-SMF in the case of home routed case), determines, based on the indication of EPS interworking support with N26 as defined in clauses 4.11.5.2, 4.11.5.3 and 4.11.5.4, and operator policies e.g. User Plane Security Enforcement information, Access Type, that EPS bearer ID(s) needs to be assigned to the QoS flow(s) in the PDU Session, PGW-C+SMF invokes Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list) (via V-SMF Nsmf_PDUSession_Update in the case of home routed case). When V-SMF receives Nsmf_PDUSession_Update request from H-SMF for EPS bearer ID allocation request, V-SMF needs to invoke Namf_Communication_EBIAssignment Request (PDU Session ID, ARP list). If the PGW-C+SMF (or H-SMF in the case of home-routed roaming) serves multiple PDU sessions for the same DNN but different S-NSSAIs for a UE, then the SMF shall only request EBIs for PDU sessions served by a common UPF (PSA). If different UPF (PSA) are serving those PDU sessions, then the SMF chooses one of the UPF (PSA) for this determination based on operator policy. When the PDU session is established via non-3GPP access, the PGW-C+SMF shall not trigger EBI allocation procedure.
	Steps 3 to 6 apply only when AMF needs to revoke EBI previously allocated for an UE in order to serve a new SMF request of EBI for the same UE.
3.	[Conditional] If the AMF has no available EBIs, the AMF may revoke an EBI that was assigned to QoS flow(s) based on the ARP(s) and S-NSSAI stored during PDU Session establishment, EBIs information in the UE context and local policies. If an assigned EBI is to be revoked, the AMF invokes Nsmf_PDUSession_UpdateSMContext (EBI(s) to be revoked) to request the related SMF (called "SMF serving the released resources") to release the mapped EPS QoS parameters corresponding to the EBI to be revoked. The AMF stores the association of the assigned EBI, ARP pair to the corresponding PDU Session ID and SMF address.
4.	The "SMF serving the released resources" that receives the request in step 3 shall invoke Namf_Communication_N1N2Message Transfer (N2 SM information (PDU Session ID, EBI(s) to be revoked), N1 SM container (PDU Session Modification Command (PDU Session ID, EBI(s) to be revoked))) to inform the (R)AN and the UE to remove the mapped EPS QoS parameters corresponding to the EBI(s) to be revoked. In home routed roaming scenario, the H-SMF includes EBI(s) to be revoked to V-SMF to inform V-SMF to remove the mapped EPS bearer context corresponding to the EBI(s) to be revoked.
NOTE 1:	The SMF can also decide to remove the QoS flow if it is not acceptable to continue the service when no corresponding EPS QoS parameters can be assigned.
	For home routed roaming scenario, the "SMF serving the released resources" sends an N4 Session Modification Request to request the PGW-U+UPF to release N4 Session corresponding to the revoked EBI(s).
	In home routed roaming case, the V-SMF starts a VPLMN initiated QoS modification for the PDU Session and the Namf_Communication_N1N2Message Transfer is invoked by the V-SMF based on the corresponding QoS modification message received from H-SMF.
5.	If the UE is in CM-CONNECTED state, the AMF sends N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and step 5-6 are skipped. When the UE is reachable, e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
6.	The rest steps of the procedure are executed as specified in the figure above.
7	If the AMF successfully assigns EBI(s), it responds with the assigned EBI(s). Otherwise, it responds with a cause indicating EBI assignment failure.
	If a PDU Session from another SMF already exists towards the same DNN, the AMF either rejects the EBI assignment request, or revokes the EBI(s) from the existing PDU Session(s) to the same DNN but different SMFs if the AMF makes the decision based on the operator policy, that the existing PDU Session cannot support EPS interworking N26.
	The AMF stores the DNN and PGW-C+SMF in which the PDU Session(s) support EPS interworking to UDM in clause 4.11.1.6.
NOTE 2:	The above applies only when the S-NSSAI(s) for the PDU Sessions are different, otherwise the same SMF is selected for PDU Sessions to the same DNN.
8.	The PGW-C+SMF sends an N4 Session Establishment/Modification Request to the PGW-U+UPF.
	For home routed roaming scenario, if the EBI is assigned successfully, the PGW-C+SMF prepares the CN Tunnel Info for each EPS bearer. If the CN Tunnel info is allocated by the PGW-C+SMF, the PGW-U tunnel info for the EPS bearer may be provided to PGW-U+UPF. If the CN Tunnel info is allocated by PGW-U+UPF, the PGW-U+UPF sends the PGW-U tunnel info for the EPS bearer to the PGW-C+SMF. The PGW-U+UPF is ready to receive uplink packets from E-UTRAN.
NOTE 3:	In the home routed roaming scenario the PGW-C+SMF prepares the CN Tunnel Info for each EPS bearer and provide it to V-SMF. Thus when the UE move to EPC network, the V-SMF does not need interact with the PGW-C+SMF to get the EPS bearer context(s).
NOTE 4:	If the CN Tunnel info is allocated by the PGW-C+SMF and not provided to PGW-U+UPF at PDU Session establishment, when the UE moves to the target RAT the PGW-U+UPF cannot receive UL data until the PGW-C+SMF has provided the Tunnel Info to the PGW-U+UPF in N4 Session Modification. This causes a short interruption to the UL data during the intersystem handover execution.
9.	If the PGW-C+SMF receives any EBI(s) from the AMF, it adds the received EBI(s) into the mapped EPS bearer context(s).
	In home routed roaming scenario, the PGW-C+SMF generates EPS bearer context which includes per EPS bearer PGW-U tunnel information. In addition, if the default EPS bearer is generated for the corresponding PDN Connection of PDU Session (i.e. during the PDU Session establishment procedure), the PGW-C+SMF generates the PGW-C tunnel information of the PDN connection and include it in UE EPS PDN connection.
9a.	[Conditional] In non-roaming or LBO scenario, the PGW-C+SMF includes the mapped EPS bearer context(s) and the corresponding QoS Flow(s) to be sent to the UE in the N1 SM container. PGW-C+SMF also indicates the mapping between the QoS Flow(s) and mapped EPS bearer context(s) in the N1 SM container. PGW-C+SMF also includes the mapping between the received EBI(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN. The PGW-C+SMF sends the N1 SM container and N2 SM information to AMF via Namf_Communication_N1N2MessageTransfer.
9b	[Conditional] In home routed roaming scenario, the PGW-C+SMF sends mapped EPS bearer context(s), the mapping between the received EBI(s) and QFI(s), and EPS bearer context to V-SMF via Nsmf_PDUSession_Create Response in the case of PDU Session Establishment, or via Nsmf_PDUSession_Update Request in the case of PDU Session Modification. The V-SMF stores the EPS bearer context, and generates N1 SM container and N2 SM information, and forwards them to AMF via Namf_Communication_N1N2MessageTransfer.
10.	The N1 SM container and N2 SM information are sent to the UE and NG-RAN respectively. The relevant steps of the procedure as specified in the figure above are executed. In the case of UE triggered service request procedure that results in a session transfer from N3GPP to 3GPP, the SMF initiates network requested PDU session modification procedure to send the mapped EPS Bearer Context(s) to the UE and send the mapping of QoS Flow and EBI to the NG-RAN.

****************** END CHANGES ***************
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Figure 4.3.3.2-1            steps 1a-12        or
9a. Namf_Communication_N1N2MessageTransfer
8. N4 Session Establishment
9b. Namf_Communication_N1N2MessageTransfer
9b. Nsmf_PDUSession_Create Response (establishment/Nsmf_PDUSession_Update Request (modification)
Home-routed roaming
Non-roaming or LBO
9.  Generate parameters
UE Triggered Service Request (list of allowed PDU Session)
Figure 4.2.3.2-1          steps 12-22b
Figure 4.3.3.2-1            steps 1-2        or



