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Abstract: This paper discusses the NSSAA procedure in relation with an SNPN, regarding where the NSSAAF could be deployed.
1. Introduction
In LS (C1-215137), CT1 asked SA1 and SA2 to clarify whether there is a requirement to enable NSSAA in an SNPN, also asked for feedback from SA2 on NSSAA in an SNPN.
The reply from SA1(S1-214234) has addressed the question from CT1, by adding the corresponding service requirement in TS 22.261. But there were debates on how to interpret the requirement and whether SA2's reply to CT1 should limit the Network Slice-Specific Authentication and Authorization procedure within SNPN or not.
This paper is to discuss the applicability in relation to SNPN.
2. Discussion
The SA1 requirement is quoted as below:
The 5G system shall support a mechanism for the non-public network to authenticate and authorize UEs for access to network slices of that non-public network.
Observation 1:
If the text 'non-public network' refers to an SNPN, it is reasonable to assume the enterprise owning the SNPN may deploy different network slices for different purposes, e.g. IT domain, OT domain, etc. Then, it is very likely that the enterprise needs to differentiate its own subscribers with extra security methods. NSSAA procedure performed with a NSSAAF deployed inside the SNPN can be used to address this type of use case.
Observation 2:
If the text 'non-public network' refers to a PNI-NPN hosted by a PLMN in the form of network slices, and the UE of this PNI-NPN is currently visiting a partner's network which is an SNPN, then the SNPN as a 5G system is required to support mechanisms to allow the PNI-NPN (i.e. in this case a CH for the SNPN) to authenticate/authorize its UE. The network slices of the PNI-NPN has a local mapping to a network slice in the SNPN based on SLA. The PLMN credential owned by the hosting MNO is used by the PNI-NPN's UE to perform primary authentication to access the SNPN. But for accessing local network slices in the SNPN which are based on agreement between the SNPN and the PNI-NPN, a mechanism is needed for PNI-NPN to be able to authentication and authorize its UE by credentials in control of the PNI-NPN. So, NSSAA procedure performed with a NSSAAF deployed in the hosting PLMN can be used by the PNI-NPN to resolve such requirement, with existing system functions(e.g. TS 23.502 clause 4.17.5a). 
Observation 3:
Similarly, if the text 'non-public network' refers to SNPN-A, while the text 'the 5G system' refers to SNPN-B, then NSSAA procedure performed with a NSSAAF deployed at SNPN-A can be used to allow SNPN-A authenticate/authorize its UE which is currently registered in SNPN B and accesses a network slice of SNPN B mapped to a network slice of SNPN-A subject to NSSAA. That is in the same way as NSSAA is applied for HPLMN S-NSSAI when a UE is registering in a VPLMN.
Observation 4:
In the above two examples, if NSSAAF deployed inside the SNPN is to be used to perform NSSAA for UEs which are from another network, then existing system function needs to be extended. For example NSSAAF shall be able to perform NSSAA for UEs which are from a different network, i.e. the AMF needs to select NSSAAF in the local network/SNPN to perform NSSAA for UE which are from a different network, the NSSAAF in the local network/SNPN would need to be able to select an AAA-S that the subscribed network made an agreement with and should be the same AAA-S in case the UE was using the subscribed network, and the AAA-S would then be communicating with different NSSAAF depending on the network the UE is registering with, etc.
3. Conclusion 
The NSSAA needs to be applied to the S-NSSAI of the subscribed network i.e. HPLMN or subscribed SNPN.
The mechanisms available for PLMNs where the AMF in serving PLMN interacts with NSSAAF in HPLMN needs to be re-used also for SNPNs using CH with AUSF/UDM (i.e. CH is the subscribed network). If the mechanism is not re-used then:
1.	NSSAA for UE's with HPLMN subscription cannot be performed when UE is registered in SNPN (i.e. HPLMN is acting as CH) or a completely new functionality needs to be developed; and
2.	NSSAA for UE's with SNPN subscription cannot be performed when UE is registered in another SNPN (i.e. subscribed SNPN is acting as CH) or a completely new functionality needs to be developed.
To allow NSSAA procedure performed with NSSAAF deployed outside an SNPN for UE from another network can be achieved with existing system function. 
To allow NSSAA procedure performed with NSSAAF deployed inside an SNPN for UE from another network will require new system function.
4.	Proposal
Reply to CT1 that NSSAA is applicable in general for SNPN scenario by re-using the NSSAA functionality specified for PLMNs, and also approve CR S2-2200480 to clarify the Credentials Holder architecture figure as requested by CT1.
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