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**** First Change ****
[bookmark: _Toc20149775][bookmark: _Toc27846567][bookmark: _Toc36187692][bookmark: _Toc45183596][bookmark: _Toc47342438][bookmark: _Toc51769138][bookmark: _Toc91148228]5.6.9	Session and Service Continuity
[bookmark: _Toc20149776][bookmark: _Toc27846568][bookmark: _Toc36187693][bookmark: _Toc45183597][bookmark: _Toc47342439][bookmark: _Toc51769139][bookmark: _Toc91148229]5.6.9.1	General
The support for session and service continuity in 5G System architecture enables to address the various continuity requirements of different applications/services for the UE. The 5G System supports different session and service continuity (SSC) modes defined in this clause. The SSC mode associated with a PDU Session does not change during the lifetime of a PDU Session. The following three modes are specified with further details provided in the next clause:
-	With SSC mode 1, the network preserves the connectivity service provided to the UE. For the case of PDU Session of IPv4 or IPv6 or IPv4v6 type, the IP address is preserved.
-	With SSC mode 2, the network may release the connectivity service delivered to the UE and release the corresponding PDU Session(s). For the case of IPv4 or IPv6 or IPv4v6 type, the release of the PDU Session induces the release of IP address(es) that had been allocated to the UE.
-	With SSC mode 3, changes to the user plane can be visible to the UE, while the network ensures that the UE suffers no loss of connectivity. A connection through new PDU Session Anchor point is established before the previous connection is terminated in order to allow for better service continuity. For the case of IPv4 or IPv6 or IPv4v6 type, the IP address is not preserved in this mode when the PDU Session Anchor changes.
Independent of the SSC mode of the PDU Session, the network may release the PDU Session with a suitable cause code to request reactivation. If the PDU Session is released by the network with a cause code indicating reactivation, the UE should request establishment of a new PDU Session with the same DNN, S-NSSAI and SSC mode, as described in TS 24.501 [47].
NOTE:	In this Release of the specification, the addition/removal procedure of additional PDU Session Anchor in a PDU Session for local access to a DN is independent from the SSC mode of the PDU Session.
[bookmark: _Toc20149777][bookmark: _Toc27846569][bookmark: _Toc36187694][bookmark: _Toc45183598][bookmark: _Toc47342440][bookmark: _Toc51769140][bookmark: _Toc91148230]5.6.9.2	SSC mode
[bookmark: _Toc20149778][bookmark: _Toc27846570][bookmark: _Toc36187695][bookmark: _Toc45183599][bookmark: _Toc47342441][bookmark: _Toc51769141][bookmark: _Toc91148231]5.6.9.2.1	SSC Mode 1
For a PDU Session of SSC mode 1, the UPF acting as PDU Session Anchor at the establishment of the PDU Session is maintained regardless of the access technology (e.g. Access Type and cells) a UE is successively using to access the network.
In the case of a PDU Session of IPv4 or IPv6 or IPv4v6 type, IP continuity is supported regardless of UE mobility events.
In this Release of the specification, when IPv6 multihoming or UL CL applies to a PDU Session of in SSC mode 1, and the network allocates (based on local policies) additional PDU Session Anchors to such a PDU Session, these additional PDU Session Anchors may be released or allocated, and the UE does not expect that the additional IPv6 prefix is maintained during the lifetime of PDU Session.
SSC mode 1 may apply to any PDU Session type and to any access type. 
SSC mode 1 is mandatory to support in the UE. 
[bookmark: _Toc20149779][bookmark: _Toc27846571][bookmark: _Toc36187696][bookmark: _Toc45183600][bookmark: _Toc47342442][bookmark: _Toc51769142][bookmark: _Toc91148232]5.6.9.2.2	SSC Mode 2
If a PDU Session of SSC mode 2 has a single PDU Session Anchor, the network may trigger the release of the PDU Session and instruct the UE to establish a new PDU Session to the same data network immediately. The trigger condition depends on operator policy e.g. request from Application Function, based on load status, etc. At establishment of the new PDU Session, a new UPF acting as PDU Session Anchor can be selected.
Otherwise, if a PDU Session of SSC mode 2 has multiple PDU Session Anchors (i.e. in the case of multi-homed PDU Sessions or in the case that UL CL applies to a PDU Session of SSC mode 2), the additional PDU Session Anchors may be released or allocated.
SSC mode 2 may apply to any PDU Session type and to any access type. 
SSC mode 2 is optional to support in the UE.
NOTE:	In UL CL mode, the UE is not involved in PDU Session Anchor re-allocation, so that the existence of multiple PDU Session Anchors is not visible to the UE.
[bookmark: _Toc20149780][bookmark: _Toc27846572][bookmark: _Toc36187697][bookmark: _Toc45183601][bookmark: _Toc47342443][bookmark: _Toc51769143][bookmark: _Toc91148233]5.6.9.2.3	SSC Mode 3
For PDU Session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU Session Anchor to the same data network before connectivity between the UE and the previous PDU Session Anchor is released. When trigger conditions apply, the network decides whether to select a PDU Session Anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).
In this Release of specification, SSC mode 3 only applies to IP PDU Session type and to any access type.
In the case of a PDU Session of IPv4 or IPv6 or IPv4v6 type, during the procedure of change of PDU Session Anchor, the following applies:
a.	For a PDU Session of IPv6 type, the new IP prefix anchored on the new PDU Session Anchor may be allocated within the same PDU Session (relying on IPv6 multi-homing specified in clause 5.6.4.3), or
b.	The new IP address and/or IP prefix may be allocated within a new PDU Session that the UE is triggered to establish.
After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE via NAS signalling (as described in clause 4.3.5.2 of TS 23.502 [3]) or via Router Advertisement (as described in clause 4.3.5.3 of TS 23.502 [3]) and then released.
If a PDU Session of SSC mode 3 has multiple PDU Session Anchors (i.e. in the case of multi-homed PDU Sessions or in the case that UL CL applies to a PDU Session of SSC mode 3), the additional PDU Session Anchors may be released or allocated.
SSC mode 3 is optional to support in the UE. 
[bookmark: _Toc20149781][bookmark: _Toc27846573][bookmark: _Toc36187698][bookmark: _Toc45183602][bookmark: _Toc47342444][bookmark: _Toc51769144][bookmark: _Toc91148234]5.6.9.3	SSC mode selection
SSC mode selection is done by the SMF based on the allowed SSC modes -including the default SSC mode) in the user subscription as well as the PDU Session type and if present, the SSC mode requested by the UE.
The operator may provision a SSC mode selection policy (SSCMSP) to the UE as part of the URSP rule -see clause 6.6.2 of TS 23.503 [45]). The UE shall use the SSCMSP to determine the type of session and service continuity mode associated with an application or group of applications for the UE as described in clause 6.6.2.3 of TS 23.503 [45]. If the UE does not have SSCMSP, the UE can select a SSC mode based on UE Local Configuration as described in TS 23.503 [45], if applicable. If the UE cannot select a SSC mode, the UE requests the PDU Session without providing the SSC mode.
NOTE 1:	The UE can use the SSC Mode Selection component of the URSP rule with match-all traffic descriptor if there is no SSC mode in the UE local configuration.
The SSC mode selection policy rules provided to the UE can be updated by the operator by updating the URSP rule.
The SMF receives from the UDM the list of allowed SSC modes and the default SSC mode per DNN per S-NSSAI as part of the subscription information.
If a UE provides an SSC mode when requesting a new PDU Session, the SMF selects the SSC mode by either accepting the requested SSC mode or rejecting the PDU Session Establishment Request message with the cause value and the SSC mode(s) allowed to be used back to UE based on the PDU Session type, subscription and/or local configuration. Based on that cause value and the SSC mode(s) allowed to be used, the UE may re-attempt to request the establishment of that PDU Session with the SSC mode allowed to be used or using another URSP rule.
If a UE does not provide an SSC mode when requesting a new PDU Session, then the SMF selects the default SSC mode for the data network listed in the subscription or applies local configuration to select the SSC mode.
SSC mode 1 shall be assigned to the PDU Session when static IP address/prefix is allocated to the PDU Session based on the static IP address/prefix subscription for the DNN and S-NSSAI. The SMF shall inform the UE of the selected SSC mode for a PDU Session.
The UE shall not request and the network shall not assign SSC mode 3 for the PDU Session of Unstructured type or Ethernet type.
NOTE 2: 	To avoid issues for UEs not supporting all SSC modes, the operator can, in the subscription data and location configuration, include at least SSC mode 1 in the allowed SSC modes, and set default SSC mode to 1 (since all UEs are mandated to support SSC mode 1). Still the 5GC can trigger PDU session release with a cause code indicating reactivation due to e.g., restoration or user plane path optimization purposes. 


**** End of Changes ****
