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Abstract: this contribution discusses different scenarios for WT#1 and provides sufficient analysis.   
1. Introduction
The WT#1 of FS_eNS_Ph3 proposes to study the service continuity in case of the Network Slice or the Network Slice instance cannot serve the PDU session, or if the existing Network Slice instance cannot meet the performance requirements of the applications. Therefore, there are two scenarios related to the service continuity mentioned in the WT#1.  
· Scenario#1: the Network Slice cannot serve the PDU session;
· Scenario#2: the Network Slice instance cannot serve the PDU session or the Network Slice instance cannot meet the performance requirements of the applications 
2. Discussion
Scenario#1: the Network Slice cannot serve the PDU session
The reason resulting in Network Slice cannot serve the PDU session would be: 1) The PDU session for a given S-NSSAI cannot be established, or, 2) The Network Slice becomes no longer available due to Registration Area change.
For 1), the association of the application to S-NSSAI and DNN included in the URSP is not properly provisioned in the UE. This issue shall be addressed by provisioning updated URSP containing correct association based on the agreement between operator and Service Provider.
For 2), this is also related to the non-supported slice in case of Inter-RA mobility, as captured in the TR 38.832[1] in R17 RAN study. As shown by Figure 1, the UE is moving towards an area that does not support at least one of UE's ongoing slices. The target node fails to accept the UE with at least one of the ongoing S-NSSAIs. Under such circumstance, the service(s) for failed ongoing slice(s) is/are interrupted for the UE.

[image: ]
Figure 1: Non-supported slice in case of Inter-RA mobility from TR 38.832[1]
From the aspect of operator's operational or deployment needs, if operator deploys a Network Slice which is only available in several TAs of the PLMN, it means the operator wants to restrict the UE from using certain Network Slice in other TAs. The availability of a Network Slice in a TA is established end-to-end using a combination of OAM and signalling among network functions. In order to address the service continuity, the operator needs to deploy the Network Slice properly and expand the availability of existing Network Slice from several TAs to a larger area, to ensure the UE always moves within the area supporting the Network Slice. 
Therefore, scenario#1 results from the misconfiguration and can be addressed by proper configuration from operator.
Scenario#2: the Network Slice instance cannot serve the PDU session or the Network Slice instance cannot meet the performance requirements of the applications
Since R15, there are two options (early binding vs late binding) to select the Network Slice instance, in case of multiple Network Slice instances associated with the same S-NSSAI.
· Early binding: The NSSF returns the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), optional NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. The AMF maintains the relationship between the S-NSSAI, NRF ID and (optional) NSI ID in the UE context. During PDU session establishment, the AMF queries the NRF to discover the SMF within the Network Slice instance for a given S-NSSAI. The related descriptions from TS 23.501 and TS 23.502 are captured in the following.
	[bookmark: _Toc20149919][bookmark: _Toc27846718][bookmark: _Toc36187849][bookmark: _Toc45183753][bookmark: _Toc47342595][bookmark: _Toc51769296][bookmark: _Toc91148393]TS 23.501 
5.15.5.2.1	Registration to a set of Network Slices
[bookmark: _Hlk497413897]-	The NSSF returns to the current AMF the Allowed NSSAI for the applicable Access Type, the mapping of each S-NSSAI of the Allowed NSSAI to the Subscribed S-NSSAIs if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), and the NRF to be used to determine the list of candidate AMF(s) from the AMF Set. The NSSF may return NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. NSSF may return the rejected S-NSSAI(s) as described in clause 5.15.4.1. The NSSF may return the Configured NSSAI for the Serving PLMN and the associated mapping of the Configured NSSAI to HPLMN S-NSSAIs. The NSSF may return Target NSSAI as described in clause 5.3.4.3.3.
TS 23.502 
[bookmark: _Toc20203932][bookmark: _Toc27894617][bookmark: _Toc36191684][bookmark: _Toc45192770][bookmark: _Toc47592402][bookmark: _Toc51834483][bookmark: _Toc91153494]4.2.2.2.3	Registration with AMF re-allocation
4b.	[Conditional] NSSF to Initial AMF: Response to Nnssf_NSSelection_Get (AMF Set or list of AMF addresses, Allowed NSSAI for the first access type, [Mapping Of Allowed NSSAI], [Allowed NSSAI for the second access type], [Mapping of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI]).
	The NSSF performs the steps specified in point (B) in clause 5.15.5.2.1 of TS 23.501 [2]. The NSSF returns to initial AMF the Allowed NSSAI for the first access type, optionally the Mapping Of Allowed NSSAI, the Allowed NSSAI for the second access type (if any), optionally the Mapping of Allowed NSSAI and the target AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NSI ID(s) associated to the Network Slice instance(s) corresponding to certain S-NSSAI(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI. The NSSF may return Configured NSSAI for the Serving PLMN, and possibly the associated mapping of the Configured NSSAI. If the NSSRG information was included in the request, the NSSF provides the Configured NSSAI as described in clause 5.15.12 of TS 23.501 [2].
4.3.2.2.3.2	Non-roaming and roaming with local breakout


Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios
This procedure may be skipped altogether if SMF information is available in the AMF by other means (e.g. locally configured); otherwise:
-	when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance based on configuration or based on the Network Slice selection information received during Registration, only steps 3 and 4 in the following procedure are executed as described in Figure 4.3.2.2.3.2-1;
-	when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, all steps in the following procedure are executed as described in Figure 4.3.2.2.3.2-1.
1.	The AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the S-NSSAI of the Serving PLMN from the Allowed NSSAI requested by the UE, PLMN ID of the SUPI, TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in either the non-roaming or roaming with local breakout scenario.
2.	The NSSF in serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance, and optionally may return a NSI ID corresponding to the Network Slice instance.
3.	AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Request including at least the S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID if the AMF has stored an NSI ID for the S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI.
NOTE:	The list of parameters for SMF selection is defined in clause 6.3.2 of TS 23.501 [2]. See also clause 5.34.3 of TS 23.501 [2] for I-SMF selection.
4.	The NRF in serving PLMN provides to the AMF, e.g. FQDN or IP address, of a set of the discovered SMF instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.



· Late binding: During PDU session establishment procedure, the NSSF determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance queried by the AMF and optionally returns an NSI ID to be used to select NFs within the selected Network Slice instance to use for a given S-NSSAI. The related descriptions from TS 23.501 and TS 23.502 are captured in the following.
	TS 23.501 
[bookmark: _Toc20149922][bookmark: _Toc27846721][bookmark: _Toc36187852][bookmark: _Toc45183756][bookmark: _Toc47342598][bookmark: _Toc51769299][bookmark: _Toc91148396]5.15.5.3	Establishing a PDU Session in a Network Slice
If the AMF is not able to determine the appropriate NRF to query for the S-NSSAI provided by the UE, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI. The NSSF determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance. The NSSF may also return an NSI ID to be used to select NFs within the selected Network Slice instance to use for this S-NSSAI.
TS 23.502
4.3.2.2.3.2	Non-roaming and roaming with local breakout


Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios
This procedure may be skipped altogether if SMF information is available in the AMF by other means (e.g. locally configured); otherwise:
-	when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance based on configuration or based on the Network Slice selection information received during Registration, only steps 3 and 4 in the following procedure are executed as described in Figure 4.3.2.2.3.2-1;
-	when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, all steps in the following procedure are executed as described in Figure 4.3.2.2.3.2-1.
1.	The AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the S-NSSAI of the Serving PLMN from the Allowed NSSAI requested by the UE, PLMN ID of the SUPI, TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in either the non-roaming or roaming with local breakout scenario.
2.	The NSSF in serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance, and optionally may return a NSI ID corresponding to the Network Slice instance.
3.	AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Request including at least the S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID if the AMF has stored an NSI ID for the S-NSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI.
NOTE:	The list of parameters for SMF selection is defined in clause 6.3.2 of TS 23.501 [2]. See also clause 5.34.3 of TS 23.501 [2] for I-SMF selection.
4.	The NRF in serving PLMN provides to the AMF, e.g. FQDN or IP address, of a set of the discovered SMF instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.


 
As can be seen from above descriptions of specifications, no matter early binding or late binding, when the AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, the AMF always queries this NRF associated with for SMF selection for a given S-NSSAI. In addition, the AMF stores the selected NSI ID of the S-NSSAI for the PDU Session in the UE context so that this NSI ID can be reused for the SMF selection for other PDU Sessions for the same S-NSSAI. In other words, the AMF is restricted to discover the SMF within the same Network Slice instance for the same S-NSSAI during PDU session establishment procedure. 
[image: ]
Figure 2-1: NF selection within same Network Slice instance for the same S-NSSAI
Therefore, it is possible that the overload or resource shortage for this selected Network Slice instance happens if the UE establishes multiple PDU Sessions for the same S-NSSAI, which will result in the selected Network Slice instance cannot serve the subsequent new PDU session or cannot meet the performance requirements of the applications.
3. Conclusion and proposal(s)
Conclusion : Scenario#1 results from the misconfiguration. Only Scenario#2 needs to be considered for the WT#1. The existing mechanism of AMF querying same NRF within the selected Network Slice instance for SMF discovery is not flexible and will cause the resource shortage for the selected Network Slice instance, if the UE establishes multiple PDU Sessions for the same S-NSSAI. 
Proposal 1: It is proposed to focus on Scenario#2 and define a new key issue on the service continuity in case of Network Slice instance resource shortage.
Proposal 2: It is proposed to capture this scenario into the Annex of TR 23.700-41.
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