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Abstract of the contribution: This paper introduces a key issue for supporting UPF expose information to other NFs to the TR 23.700-62.
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The FS_ UPEAS SID objectives :
WT#2: Study UPF event exposure service(s) that would support, e.g.
-	Consumption of UPF exposure services by the PCF, NWDAF, CHF, NEF, Trusted AF and other NFs (if needed).
-	(To support the UPF exposure service, if needed) Use of SMF services, PCF services, NWDAF services, CHF services, NEF services, Trusted AF services by the UPF.
NOTE 1: This will not define solutions where UPF exposes information that it is not originator of, i.e. not re-expose information owned and exposed by other NFs.
-	Relevant Event IDs.
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[bookmark: _Hlk513714389]It is proposed to add the following key issue to TR 23.700-62 FS_UPEAS.
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5.X	Key Issue #X: Support UPF expose information to other NFs
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To enable flexible communication between UPF and other 5GC NFs, the UPF can expose network information to NFs e.g. PCF, NWDAF, CHF, NEF and Trusted AF, through UPF event exposure service.
In Release 17, TS 23.548 has supported that UPF can expose QoS monitoring results to local NEF. In Release 18, we need further study whether UPF can also expose other useful information to other NFs to optimize the network performance. This key issue is to study how to support UPF expose its own information to 5GC NFs.
The following aspects should be studied to support UPF event exposure service(s):
-	How and what specific information the UPF can expose to PCF, e.g. to help PCF get QoS monitoring information (e.g. end-to-end latency) to optimize the policy information transmission. 
-	How and what specific information the UPF can expose to NWDAF, e.g. to support retrieving real-time service flow information (e.g. QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission and Packet retransmission information in TS 23.288[5]) in order to facilitate data collection and analysis considering efficient sampling intervals for the different services.
-	How and what specific information the UPF can expose to NEF/Local NEF/trusted AF, e.g. to support UPF exposing QoS related information (e.g. QoS profile).
NOTE: The Relevant Event IDs of the UPF event exposure services above should be introduced. 
- 	Whether there are other NFs that need to invoke UPF event exposure service with getting required network information.
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