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Abstract of the contribution: Solution proposal for UPF event exposure service framework
1 Discussion
The solution proposal presented here addresses the key issue proposal in S2-2200225. 
The solution introduces service-based interface for UPF allowing UPF event exposure service registration, deregistration, and support for UPF discovery via the NRF. UPF services provide Event exposure which for example is used for data collection directly by the NWDAF from the UPF which in alignment with the justification for UPEAS study avoids duplicate data transfer and reducing transmission path. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-62 as follows.

Start of change (all text is new)

[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Hlk93945623]6.X	Solution #X: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
Editor's Note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Description
[bookmark: _Toc500949101]Editor's Note: This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 
The solution introduces the service based UPF event exposure framework to support registration, deregistration and discovery via NRF. The following Figure 6.X.2-1 depicts the service-based interface Nupf introduced in the 5G system architecture. 
The solution for registering UPF in NRF is based on the option in the existing solution described in TS 23.501, clause 6.3.3.2 and TS 23.502, clause 4.17 whereby the UPF registers directly with the NRF and hence does not use N4 for registering to NRF. 
NOTE: As described in TS 23.501, the NRF can alternatively  be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF. 


Figure 6.X.2-1: 5G system architecture with service based UPF
NOTE: Figure 6.X.2-1 shows an example of UPF with Nupf service. In the context of this solution the UPF is in the role of consumer of NRF services, i.e., this solution is about how UPF can register its NF profile in NRF with related Nupf service information and does not describe services provided by the UPF itself.
[bookmark: _Toc92875663][bookmark: _Toc93070687]6.X.3	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
6.X.3.1	UPF Event Exposure service Registration
The following Figure 6.X.3.1-1 depicts the UPF Event Exposure service Registration procedure. 


Figure 6.X.3.1-1: UPF Event Exposure service Registration procedure
1. The UPF sends the Nnrf_NFManagement_NFRegister Request message to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. The existing UPF NF profile parameters include e.g. S-NSSAI(s) and the associated NSI ID(s), DNN(s), information about the location of the UPF (operator specific information, e.g., geographical location, data centre), UPF Service Area (TAI List), as described in TS 29.510 [x].In addition, to support UPF Event Exposure Service, also Event Exposure Service Name is provided with the UPF NF profile. 
Editor’s Note: Further additions to parameters contained in the UPF profile in NRF is FFS.
2. The NRF stores the UPF profile and marks the UPF Event Exposure service as available.
3. The NRF acknowledge UPF Registration is accepted via Nnrf_NFManagement_NFRegister response.
6.X.3.2 	UPF Event Exposure service Update
The following Figure 6.X.3.2-1 depicts the UPF Event Exposure service Update procedure.


Figure 6.X.3.2-1: UPF Event Exposure service Update procedure
1. UPF sends Nnrf_NFManagement_NFUpdate Request message (the updated NF profile of NF service consumer) to NRF to inform the NRF of its updated UPF profile.
2. The NRF updates the NF profile of UPF instance.
3. The NRF acknowledge UPF Update is accepted via Nnrf_NFManagement_NFUpdate response.
6.X.3.3	UPF Event Exposure service Deregistration
The following Figure 6.X.3.3-1 depicts the UPF Event Exposure service Deregistration procedure.


Figure 6.X.3.3-1: UPF Event Exposure service Deregistration procedure
1. UPF sends Nnrf_NFManagement_NFDeregister Request message to NRF to inform the NRF of its unavailability.
2. The NRF marks the UPF unavailable. NRF may remove the NF profile of UPF according to NF management policy.
3. The NRF acknowledge NF Deregistration is accepted via Nnrf_NFManagement_NFDeregister response.
6.X.3.4	UPF Event Exposure service Discovery 
The following Figure 6.X.3.4-1 depicts the UPF Event Exposure service Discovery procedure.


Figure 6.X.3.4-1: UPF Event Exposure service Discovery procedure
1. Service consumer NF that requires UPF services invokes Nnrf_NFDiscovery_Request message to NRF with the intent to discover UPF. The input may include e.g. UPF service name, TAI, NF type (i.e. UPF),  S-NSSAI as described in TS 29.510 [x].
2. The NRF authorizes the Nnrf_NFDiscovery_Request and based on the UPF profile the NRF determines if the service consumer of the UPF is allowed to discover the UPF.
3. If allowed, the NRF determines a set of UPFs matching the input parameters included in the Nnrf_NFDiscovery_Request to the service consumer of the UPF via Nnrf_NFDiscovery_Request_Response. The output includes one or more UPF instances, and for each UPF instance it includes UPF NF profile.
End of change
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