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Abstract of the contribution: Proposes a new solution for differentiated QoS for devices behind 5G-RG.
1
Discussion
Proposes new solution for differenticated QoS for devices behind 5G-RG for inclusion in TR23.700-17.
* * * * Start of Change * * * *
6.X
Solution #X: Differentiated QoS for N5CW devices behind 5G-RG
6.X.1
Description

The solution describes how differentiated QoS can be provided to the following type of devices residing behind a 5G-RG:
-
Non-5G Capable WLAN (N5CW) device, which is not capable of handling the 5G NAS protocol over WLAN, but is equipped with a USIM.

The architecture for providing differentiated services to a N5CW device behind 5G-RG is illustrated in Figure 6.X.1-1.
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Figure 6.X.1-1: N5CW device behind 5G-RG using trusted WLAN access for N5CW device
The salient features of this solutions are the following:

-
N5CW device connects to the overlay 5G network using the trusted WLAN access for N5CW device approach.

-
In addition to being connected to the underlay 5G network, the 5G-RG also acts as TWAP with respect to the TWIF in the overlay network i.e. it has an established Yw reference point.
-
The traffic between TWAP and TWIF is carried in IPsec tunnels, each IPsec tunnel corresponding to a pre-defined QoS level. Each IPsec tunnel can carry traffic from more than one N5CW device. Each N5GW device is associated with only one QoS level.
-
Provided Yw has such a signalling capability, each IPsec tunnel establishment can be initiated by the TWIF on the fly when the QoS associated with a N5CW device does not correspond to the QoS of any of the established IPsec tunnels. Otherwise, all the IPsec tunnels corresponding to all supported QoS levels need to be pre-established ahead of time (i.e. before any N5CW device associates with the 5G-RG).

-
The TWIF in the overlay network translates the QoS request received over N2 into DSCP marking that is applied to the outer header of the IPsec tunnel encapsulation. The IPsec tunnel is selected based on the QoS level only (i.e. the IPsec tunnels are not specific to a N5CW device).

-
The TWAP extracts the inner IP packet and forwards the decapsulated IP packet to the N5CW device using the DSCP marking in the outer IPsec header for local QoS handling on the Yt’ interface. The TWAP also keeps track of the QoS associated with this N5CW device and applies the same QoS in the uplink i.e. the TWAP receives the uplink packets from specific N5CW device over Yt’ and forwards them via the IPsec tunnel associated with the same QoS level.
-
There is an SLA between the overlay and the underlay network as described in TS 23.501[xx] Anex D.7 defining how the DSCP marking in the outer IP header of the IPsec Child SA (of the IPsec tunnel(s) established between TWAP and TWIF) is to be handled by the underlay network for differentiated QoS.
6.X.2
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
Editor's note:
define ways how the 5G RG can discover a TWIF in another network
Editor’s note: The establishment of IPsec tunnels for handling QoS between TWAP and TWIF requires further clarifications (e.g., based on operator configurations, etc.)
To be completed.
6.X.3
Impacts on Existing Nodes and Functionality
Specify (if needed) Yw as a standard inter operator interface (in R17 The Yw reference points is outside the scope of the 3GPP specifications) and define ways how the 5G RG can discover a TWIF in another network
The solution largely re-uses existing functionality.

Impact to 5G-RG (in the role of TWAP):

-
Ability to pre-establish QoS-specific IPsec tunnels with the TWIF. Optionally use Yw signalling to establish IPsec tunnels with the TWIF on the fly.
-
Ability to keep track of QoS level associated with a N5CW device based on DSCP marking in downlink packets and apply the same QoS to uplink packets by forwarding them to the corresponding IPsec tunnel. 
Impact to TWIF:

-
Optionally use Yw signalling to establish IPsec tunnels with the TWAP on the fly. 

* * * * End of Change * * * *
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