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Abstract: This contribution introduces key issue on mapping relationship between DNAI and IP range
1. Discussion
According to the SP-211638, there is the WT#9 describes whether and how the AF maintains the mapping table between DNAI and IP address/IP range:
WT9)
Investigate the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF.

But the according to the investigation and survey of DNAI, some details of AF obtains DNAI are still unclear. The unclear issues are listed below: 
-
How to support the untrusted AF to obtain DNAI which is internal 3GPP parameters from 3GPP network.
-
Does AF can directly provide DNAI in AF request.
-
Whether 5GC can directly expose DNAI which is an internal 3GPP parameter to untrusted AF.
-
If AF obtains DNAI from network, how to AF to maintain the mapping table between DNAI and IP address/IP range.
1.1. Q1: Whether and how the AF obtains DNAI from 3GPP network?
As indicated in clause 4.3.6.3 of TS 23.502[x], when AF notification trigger is met, the SMF triggers the early or late notification towards AF. This notification of user plane management event which triggers by UPF relocation are widely used in edge relocation, for AF to decide new EAS to access. For UE mobility situation, the EAS relocation is triggered by early or late notification and AF decides the new EAS according to target DNAI. But according to the steps in Figure 4.3.6.3-1 of TS 23.502[x], it is unclear that whether AF can obtain DNAI from 5GC.
Early/late notification in TS 23.502[x]:
Step 2a to step 2c are early notification response from SMF towards AF, and step 2d to step 2f are early notification response from AF to SMF. The late notification or late notification response in step 4 nearly the same as early notification/response. 

-
For untrusted AF, SMF notifies AF via NEF. In step 2a, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation. But when NEF receives the notification from SMF, the NEF triggers Nnef_TrafficInfluence_Notify and performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.). But, whether DNAI is provided by NEF to untrusted AF is unknown. 
NOTE:
It is unknown that whether AF directly gets DNAI from NEF, or, NEF indicates DNAI in other parameters. There is no DNAI in the output of Nnef_TrafficInfluence_Notify. 
-
For trusted AF, SMF directly notifies AF the target DNAI of the PDU Session in Nsmf_EventExposure_Notify. It is clear that AF can directly obtain DNAI from 3GPP network. 
Also, in step 4d of Figure 4.3.6.3-1, it describes: 
4d.
When the AF receives either the Nnef_TrafficInfluence_Notify message or the Nsmf_EventExposure_Notify message, the AF checks whether it can serve the target DNAI. If the AF instance change is needed, the AF determines the proper target AF for the target DNAI and performs the AF migration.

The precondition of AF checks whether it can serve this DNAI is, firstly AF can understand DNAI and AF knows its own DNAI (and compares with the target DNAI). Secondly, the AF can obtain the target DNAI. But, either of these two points are not guaranteed in 5GC. 
EAS IP replacement in TS 23.548[x]:
In clause 6.3.3.1.1 of TS 23.548[x], during the EAS IP replacement procedure of edge relocation, in step 4b, it describes the SMF sends target DNAI to AF for EAS reselection. 
4b.
EAS Relocation may be also triggered by 5GC (e.g. due to UE Mobility). When Early/Late Notification procedure with enhancement described in clause 6.3.3.2 is triggered, the SMF notifies AF about the target DNAI and may provide the capability of supporting EAS IP replacement in 5GC. Based on the target DNAI, the AF selects a proper target EAS, then the AF triggers to mirror the runtime context between Source EAS and Target EAS. Once the Target EAS is ready, AF responds to SMF about the EAS IP replacement information. During the addition or change of UL CL and Local PSA as described in clause 4.3.5.4, 4.3.5.6 or 4.3.5.7 of TS 23.502 [3], SMF may (re)configure Local PSA for EAS IP address replacement between Source EAS and Target EAS.

But this action didn’t reflect in the general early/late notification procedure. Also, it has no consensus that whether the internal used parameters can be directly sent to AF and has no mapping mechanism in NEF. 
Observation 1: It is not obvious that whether untrusted AF can obtain the target DNAI (which internally used in 5GS) from 5GC via early/late notification. 
1.2. Q2: Does AF can directly provide DNAI in AF request?
For untrusted AF, several related NEF services declares the parameter in AF request. 
Traffic influence: 

According to the clause 5.2.6.7.2 of TS 23.502[x], it describes the DNAI as an optional parameter: 
Inputs, Optional: The address (IP or Ethernet) of the UE if available, GPSI if available, DNN if available, S-NSSAI if available, External Group Identifier if available, External Application Identifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication of traffic correlation, Indication of application relocation possibility, Indication of UE IP address preservation, Early and/or late notifications about UP path management events, Notification Target Address, Temporal validity condition, Spatial validity condition, User Plane Latency Requirements, Information for EAS IP Replacement in 5GC and AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 of TS 23.501 [2].

AF can provide the lists of DNAI and the relationship with N6 traffic routing information. This clarification means at least AF understands DNAI.
Potential locations of applications: 

But as indicated in clause 5.6.7.1 of TS 23.501[x], contained in AF request, AF can indicate the potential location of applications. But, when the AF is untrusted, the specification says that AF only provide the AF-Service-ID, and NEF is responsible for mapping is into lists of DNAI. 

3)
Potential locations of applications towards which the traffic routing should apply. The potential location of application is expressed as a list of DNAI(s). If the AF interacts with the PCF via the NEF, the NEF may map the AF-Service-Identifier information to a list of DNAI(s). The DNAI(s) may be used for UPF (re)selection and (I‑)SMF (re)selection.

So, this clarification means the AF doesn’t provide DNAIs to PCF directly which is different from traffic influence procedure. 
Potential local NEF selection involved in AF session with QoS procedure: 

In the scenarios of fast exposure in MEC, the AF requests the network to provide a specific QoS or QoS monitoring for an AF session. When initial NEF receives the AF request, the NEF can trigger the local NEF selection from NRF. In SA2 148e, it is agreed that DNAI is useful for local NEF selection, but it has no consensus that whether the DNAI can be involved in untrusted AF request.
The inputs of AF session with QoS procedure are listed below, and no DNAI is listed: 
Inputs, Required: AF Identifier, UE address (i.e. IP address or MAC address), Flow description(s) or External Application Identifier, QoS Reference.

Inputs, Optional: time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Requested Priority, DNN if available, S-NSSAI if available, Alternative QoS Related parameter sets.

So, it can be inferred that AF cannot provide DNAI in AF session with QoS procedure, and also, if initial NEF wants to select local NEF, the initial NEF should recover DNAI from 5GC.
Observation 2: It is not obvious that whether untrusted AF can provide the target DNAI to 5GC. At least several of AF requests doesn’t include DNAI as required or optional parameters. 
1.3. Q3: If AF obtains DNAI from network, how to AF to maintain the mapping table between DNAI and IP address/IP range?
The last question is based on Q1 and Q2, and declared in WT#9 of SP-211638. 
If it can achieve agreement that AF can obtain DNAI from 5GC, it means in edge relocation scenarios, the SMF notifies the target DNAI to AF. And the AF should decide the new EAS for relocation and serve the UE. But, it is unclear how does the AF knows the relationship between DNAI and EAS IP address. 
Observation 3: It is not obvious that how the AF selects new EAS IP address according to target DNAI. 
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-48.
Proposal: 

Add a KI in the new TR for the FS_EDGE_Ph2, to study whether and how AF can get DNAI from 5GC and how to maintain the mapping rules between DNAI and IP address: 

· Whether and how untrusted AF can get target DNAI (which is internal 5GC information) from 5GC.
· What information the AF should provide to 5GC(e.g. EAS IP address or IP range) to help determine proper DNAI if the AF can not provide the DNAI information.
· Which 5GC NF determines the proper DNAI for the AF influence/request.
· How the 5GC can provide the proper DNAI information to AF to help the subsequent AF influence/request.
· How to support untrusted AF to select target EAS IP address based on the target DNAI from 5GC.
* * * * First change, all new texts* * * *

5.7
Key Issue #7: Obtain and maintain mapping table between IP address/IP range with DNAI
5.7.1
General description

For edge computing scenarios, it is important for AF to obtain target DNAI in order to determine the target new EAS for edge relocation. Up to Rel-17, it has been assumed that the AF has been provisioned with the proper DNAI information if it is required to use it during its interactions with the 5GC. This key issue will investigate the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF  

The following aspects shall be studied:
· What information the AF should provide to 5GC (e.g., IP address or range there of (i.e.IPv4 subnetwork and IPv6 prefixes) , FQDN) and how it should provide it to help determine proper DNAI if the AF does not have knowledge of the DNAI information.

· Whether and how the 5GC can provide a DNAI to AF to help the subsequent AF influence/request.

5.7.2
Scenario
What we have met in the real network is that the AF does not understand the DNAI information. All the DNAIs are created by operators and transmitted to AF based on offline configuration. The DNAI information has been supported since Rel-15 by TS 23.501 [02] AF influence procedure.
However, there still existing the scenario that the AF has not been provided beforehand with DNAI information and needs to know the DNAI(s) associated with the EAS(s) in the EHE under its responsibility.

5.7.3
Assumptions

The existing service operations used by the AF and making use of DNAI shall not be impacted by this new functionality.
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