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[bookmark: _Hlk500404818]Figure 4.16.1.2-1: AM Policy Association Establishment with new Selected PCF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	Based on local policies, the AMF decides to establish AM Policy Association with the (V-)PCF then steps 2 to 3 are performed under the conditions described below.
2.	[Conditional] If the AMF has not yet obtained Aaccess and Mmobility related policy information for the UE or if the Aaccess and Mmobility related policy information in the AMF are is no longer valid, the AMF requests the PCF to apply operator policies for the UE from the PCF. The AMF sends Npcf_AMPolicyControl_Create to the (V-)PCF to establish an AM pPolicy control aAssociation with the (V-)PCF. The request includes the following information: SUPI, Internal Group (see clause 5.9.7 of TS 23.501 [2]), subscription notification indication and, if available, Service Area Restrictions, RFSP index, Subscribed UE-AMBR, List of Subscribed UE-Slice-MBR, the Allowed NSSAI, Target NSSAI (see clause 5.3.4.3.3 of TS 23.501 [2]), GPSI which are retrieved from the UDM during the update location procedure, and may include Access Type and RAT Type, PEI, ULI, UE time zone, and Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]).
	When AMF utilizes an NWDAF, it may add the NWDAF serving the UE identified by the NWDAF instance ID. Per NWDAF service instance the Analytics ID(s) are also included.
3.	The (V)-PCF responds to the Npcf_AMPolicyControl_Create service operation. The (V)-PCF provides Aaccess and mobility related policy information (e.g. Service Area Restrictions) as defined in clause 6.5 of TS 23.503 [20]. In addition, (V)-PCF can provide Policy Control Request Trigger of AM Policy Association to AMF. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
	The AMF is implicitly subscribed in the (V-)PCF to be notified of changes in the policies.
	The (V-)PCF may register to the BSF as the PCF that handles the AM Policy Association for this UE. This is performed by using the Nbsf_Management_Register operation, providing as inputs the UE SUPI/GPSI and the PCF identity.
4.	[Conditional] The AMF deploys the Aaccess and mobility related policy information which includes storing the Service Area Restrictions and Policy Control Request Trigger(s) of the AM Policy Association, provisioning Service Area Restrictions to the UE and provisioning the RFSP index, the UE-AMBR, List of UE-Slice-MBR, Service Area Restrictions to the NG-RAN as defined in TS 23.501 [2] and request for notification of SM Policy association establishment and termination to a list of (DNN, S-NSSAI)(s) together with PCF for the UE binding information.
* * * * Second change * * * *
[bookmark: _Toc20204228][bookmark: _Toc27894920][bookmark: _Toc36192001][bookmark: _Toc45193091][bookmark: _Toc47592723][bookmark: _Toc51834810][bookmark: _Toc91153861]4.16.2.1.1	AM Policy Association Modification initiated by the AMF without AMF relocation
This procedure is applicable to Case A.




Figure 4.16.2.1.1-1: AM Policy Association Modification initiated by the AMF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When a Policy Control Request Trigger condition is met the AMF updates the AM Policy Association and provides information on the conditions that have changed to the PCF by invoking Npcf_AMPolicyControl_Update.
2.	The (V-)PCF stores the information received in step 1 and makes the policy decision. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
3.	The (V-)PCF responds to the AMF of with the updated Aaccess and Mmobility related policy control information as defined in clause 6.5 of TS 23.503 [20] and the updated Policy Control Request Trigger parameters. If an AF has previously subscribed to request for allocation of service area coverage outcome event), the (V-)PCF checks if reporting is needed, using the the Policy Control Request Trigger that was met (see step 1) as input, then sends a respective notification to the AF using Npcf_AMPolicyAuthorization_Notify, as defined in clause 6.3.1.18 in TS 23.503 [20].
4.	The AMF deploys the access and mobility control related policy information, which includes storing the Service Area Restrictions and Policy Control Request Trigger of AM Policy Association, provisioning the Service Area Restrictions to the UE and provisioning the RFSP index, UE-AMBR, List of UE-Slice-MBR, Service Area Restrictions to the NG-RAN as defined in TS 23.501 [2] and request for notification of SM Policy association establishment and termination to a list of (DNN, S-NSSAI)(s) together with PCF for the UE binding information.
* * * * Third change * * * *
[bookmark: _Toc20204229][bookmark: _Toc27894921][bookmark: _Toc36192002][bookmark: _Toc45193092][bookmark: _Toc47592724][bookmark: _Toc51834811][bookmark: _Toc91153862]4.16.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is applicable to Case C. In this case, AMF relocation is performed without PCF change in handover procedure and registration procedure.




Figure 4.16.2.1.2-1: AM Policy Association Modification with the old PCF during AMF relocation
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.:
1.	[Conditional] When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF about the AM Policy Association information including pPolicy cControl rRequest tTrigger(s) and the PCF ID. For the roaming case, the new AMF receives V-PCF ID.
2.	Based on local policies, the new AMF decides to establish UE Contextan AM Policy Association with the (V-)PCF and contacts the (V‑)PCF identified by the PCF ID received in step 1.
3.	The new AMF sends Npcf_AMPolicyControl_Update to the (V-)PCF to update the AM pPolicy aAssociation with the (V-)PCF. The request may include the following information: pPolicy cControl rRequest tTrigger which has been met, Subscribed Service Area Restrictions (if updated), subscribed RFSP index (if updated) which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network. The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
	When AMF utilizes an NWDAF, it may add the NWDAF serving the UE identified by the NWDAF instance ID. Per NWDAF service instance the Analytics ID(s) are also included.
4.	The (V-)PCF may update the policy decision based on the information provided by the new AMF and responds to the Npcf_AMPolicyControl_Update service operation providing access and mobility related policy information as defined in clause 6.5 of TS 23.503 [20]. If an AF has previously subscribed to request for allocation of service area coverage outcome event the (V-)PCF checks if reporting is needed, using the Policy Control Request Trigger that was met (see step 1) as input, then sends a respective notification to the AF using Npcf_AMPolicyAuthorization_Notify, as defined in clause 6.3.1.18 in TS 23.503 [20].
5.	The AMF deploys the access and mobility control related policy information, which includes storing the Service Area Restrictions, provisioning Service Area Restrictions to the UE and provisioning the RFSP index, UE-AMBR, Service Area Restrictions to the NG-RAN and request for notification of SM Policy association establishment and termination to a list of (DNN, S-NSSAI)(s) together with PCF for the UE binding information.
* * * * Fourth change * * * *
[bookmark: _Toc20204230][bookmark: _Toc27894922][bookmark: _Toc36192003][bookmark: _Toc45193093][bookmark: _Toc47592725][bookmark: _Toc51834812][bookmark: _Toc91153863]4.16.2.2	AM Policy Association Modification initiated by the PCF
The AM Policy Association modification procedure may be initiated by an internal PCF event or by PCF obtaining pertinent analytics information from an NWDAF.
The following procedure is applicable to AM Policy Association modification due to Case B.




Figure 4.16.2.2-1: AM Policy Association Modification initiated by the PCF
The procedure driven by a PCF internal event applies to concerns both roaming and non-roaming scenarios and when driven by NWDAF, applies only to non-roaming scenarios.
An AM Policy Association is established, with the V-PCF in case of roaming or with the PCF in a non-roaming case as described in clause 4.16.1.2 before this procedure is triggered.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
NOTE:	The V-PCF/PCF stores the access and mobility control related policy information provided to the AMF.
1.	[Conditional] The PCF determines internally that the new status of the UE context requires new policies, potentially triggered by an AF as described in clause 4.15.6.9 or by a notification from the UDR. This may be triggered by obtaining pertinent analytics information from an NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
2.	The (V-)PCF in case of roaming and PCF in a non-roaming case makes a policy decision. The PCF may also decide to subscribe to a new Analytics ID from NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
3.	The (V-)PCF in the roaming case and the PCF in a non-roaming case sends Npcf_AMPolicyControl_UpdateNotify including AM Policy Association ID associated with the SUPI defined in TS 29.507 [32]. The policy update may include Service Area Restrictions, UE-AMBR, RFSP index value, access stratum time distribution indication and Uu time synchronization error budget. If an AF has previously subscribed to event request for allocation of service area coverage outcome in step 1, the (V-)PCF checks if the allocated service area coverage was changed and sends a respective notification to the AF using Npcf_AMPolicyAuthorization_Notify as defined in clause 6.3.1.18 in TS 23.503 [20].
4.	The AMF deploys and stores the updated Aaccess and mobility related policy information, which includes storing the Service Area Restrictions and Policy Control Request Trigger of AM Policy Association, provisioning of the Service Area Restrictions to the UE, provisioning the RFSP index, UE-AMBR, Service Area Restrictions to the NG-RAN, optionally the access stratum time distribution indication and Uu time synchronization error budget to the NG-RAN and request for notification of SM Policy association establishment and termination to a list of (DNN, S-NSSAI)(s) together with PCF for the UE binding information.
* * * * Fifth change * * * *
[bookmark: _Toc20204475][bookmark: _Toc27895174][bookmark: _Toc36192271][bookmark: _Toc45193384][bookmark: _Toc47593016][bookmark: _Toc51835103][bookmark: _Toc91154182]5.2.5.2.1	General
Service description: NF Service Consumer, e.g. AMF, can create and manage an AM Policy Association in the PCF through which the NF Service Consumer receives AM access and mobility related policy control information for a UE identified by a SUPI.
As part of this service, the PCF may provide the NF Service Consumer, e.g. AMF, with AM policy information for a SUPI that may contain:
-	Access and mobility related policy information as defined in clause 6.5 of TS 23.503 [20]. In the case of roaming, this information is provided by V-PCF;
-	Policy Control Request Trigger of AM Policy Association as defined in clause 6.1.2.5 of TS 23.503 [20]. When such a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. shall contact PCF and provide information on the Policy Request Trigger condition that has been met. In the case of roaming, the V-PCF may subscribe to AMF.
At Npcf_AMPolicyControl_Create, the NF Service Consumer, e.g. AMF requests the creation of a corresponding "AM Policy Association" with the PCF (Npcf_AMPolicyControl_Create) and provides relevant parameters about the UE context to the PCF. When the PCF has created the AM Policy Association, the PCF may provide access and mobility related policy information as defined abovein the response.
When a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. AMF requests the update (Npcf_AMPolicyControl_Update) of the AM Policy Association by providing information on the condition(s) that have been met as defined in clause 6.1.2.5 of TS 23.503 [20]. The PCF may provide updated access and mobility related policy information to the NF Service Consumer in the response.
The PCF may at any time provide updated access and mobility related policy information (Npcf_AMPolicyControl_UpdateNotify);
At UE deregistration the NF Service Consumer, e.g. AMF requests the deletion of the corresponding AM Policy Association (Npcf_AMPolicyControl_Delete).
* * * * Sixth change * * * *
[bookmark: _Toc20204476][bookmark: _Toc27895175][bookmark: _Toc36192272][bookmark: _Toc45193385][bookmark: _Toc47593017][bookmark: _Toc51835104][bookmark: _Toc91154183]5.2.5.2.2	Npcf_AMPolicyControl_Create service operation
Service operation name: Npcf_AMPolicyControl_Create
Description: NF Service Consumer can request the creation of an AM Policy Association and by providing relevant parameters about the UE context to the PCF.
Inputs, Required: SUPI.
Inputs, Optional: Information provided by the AMF as defined in 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network identifier (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), RAT type, List of subscribed Service Area Restrictions, subscribed RFSP Index, the Allowed NSSAI, Target NSSAI, GUAMI, Subscribed UE-AMBR, Internal Group (see clause 5.9.7 of TS 23.501 [2]), subscription notification indication, backup AMF(s) (if NF Type is AMF). Backup AMF(s) are sent only once by the AMF to the PCF in its first interaction with the PCF, list of NWDAF instance Ids and corresponding Analytics ID(s).
Outputs, Required: AM Policy Association ID.
Outputs, Optional: The requested Aaccess and mobility related policy information as defined in clause 6.5 of TS 23.503 [20], and Policy Control Request Trigger(s) of AM Policy Association as defined in clause 6.1.2.5 of TS 23.503 [20].
See clause 4.2.2.2.2 (step 16) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE.
See clause 4.16.1.2 (steps 2 and 3) for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.
* * * * Seventh change * * * *
[bookmark: _Toc20204479][bookmark: _Toc27895178][bookmark: _Toc36192275][bookmark: _Toc45193388][bookmark: _Toc47593020][bookmark: _Toc51835107][bookmark: _Toc91154186]5.2.5.2.5	Npcf_AMPolicyControl_Update service operation
Service operation name: Npcf_AMPolicyControl_Update.
Description: NF Service Consumer, e.g. AMF can request the update of the AM Policy Association to receive updated access and mobility related Ppolicy information for the UE context when the pPolicy cControl rRequest tTrigger is met or the AMF is relocated due to the UE mobility and the old PCF is selected.
Inputs, Required: AM Policy Association ID.
Inputs, Optional: Information on the Policy Control Request Trigger condition that has been met as defined in clause 6.1.2.5 of TS 23.503 [20], GUAMI(s) (if NF Type is AMF), list of NWDAF instance Ids and corresponding Analytics ID(s), Target NSSAI.
Outputs, Required: Success or not.
Outputs, Optional: Access and mobility related Ppolicy information for the UE context as defined in clause 5.2.5.2.1 6.5 of TS 23.503 [20], and Policy Control Request Trigger(s) of AM Policy Association as defined in clause 6.1.2.5 of TS 23.503 [20].
See clause 4.16.2.1 for the usage of this service operation.
* * * * Eights change * * * *
[bookmark: _Toc20204482][bookmark: _Toc27895181][bookmark: _Toc36192278][bookmark: _Toc45193391][bookmark: _Toc47593023][bookmark: _Toc51835110][bookmark: _Toc91154189]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identityGPSI or SUPI if available, Internal Group Identifier, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description, AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, EAS deployment information and AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], Alternative QoS Related parameter set(s), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
* * * * Ninth change * * * *
[bookmark: _Toc20204483][bookmark: _Toc27895182][bookmark: _Toc36192279][bookmark: _Toc45193392][bookmark: _Toc47593024][bookmark: _Toc51835111][bookmark: _Toc91154190]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description, AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, EAS deployment information and AF indication for simultaneous connectivity over source and target PSA at edge relocation as described in clause 5.6.7 of TS 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), Alternative QoS Related parameter set(s), QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clause 6.1.3.16 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
* * * * Tenth change * * * *
[bookmark: _Toc20204489][bookmark: _Toc27895188][bookmark: _Toc36192285][bookmark: _Toc45193398][bookmark: _Toc47593030][bookmark: _Toc51835117][bookmark: _Toc91154196]5.2.5.4.1	General
Service description: NF Service Consumer, e.g. SMF, can create and manage a SM Policy Association in the PCF through which the NF Service Consumer receives policy information for a PDU Session.
As part of this service, the PCF may provide the NF Service Consumer, e.g. SMF, with policy information about for the PDU Session that may contain:
-	PDU Session related policy information as defined in clause 6.4 of TS 23.503 [20].
-	PCC rule information as defined in clause 6.3 of TS 23.503 [20].
-	Policy Control Request Trigger information i.e. a set of Policy Control Request Trigger(s) as defined in clause 6.1.3.5 of TS 23.503 [20]. When a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. SMF shall contact the PCF and provide information on the Policy Control Request Trigger condition that has been met.
At PDU Session establishment the NF Service Consumer, e.g. SMF, requests the creation of a corresponding SM Policy Association with the PCF (Npcf_SMPolicyControl_Create) and provides relevant parameters about the PDU Session to the PCF.
-	When the PCF has created the "SM Policy Association, the PCF may provide policy information for the PDU Session in the responseas defined above.
When a Policy Control Request Trigger condition is met the NF Service Consumer, e.g. SMF requests the update(Npcf_SMPolicyControl_Update) of the SM Policy Association by providing information on the condition(s) that have been met as defined in clause 6.1.3.5 of TS 23.503 [20]. The PCF may provide updated policy information for the PDU Session to the NF Service Consumer in the response.
The PCF may at any time provide updated policy information for the PDU Session (Npcf_SMPolicyControl_UpdateNotify).
At PDU Session Release the NF Service Consumer, e.g. SMF requests the deletion of the corresponding SM Policy Association (Npcf_SMPolicyControl_Delete).
* * * * Eleventh change * * * *
[bookmark: _Toc20204490][bookmark: _Toc27895189][bookmark: _Toc36192286][bookmark: _Toc45193399][bookmark: _Toc47593031][bookmark: _Toc51835118][bookmark: _Toc91154197]5.2.5.4.2	Npcf_SMPolicyControl_Create service operation
Service operation name: Npcf_SMPolicyControl_Create.
Description: The NF Service Consumer can request the creation of a SM Policy Association and provides relevant parameters about the PDU Session to the PCF.
Inputs, Required: SUPI (or PEI in the case of emergency PDU Session without SUPI), PDU Session id, DNN, S-NSSAI and RAT Type.
[bookmark: _GoBack]Inputs, Optional: Information provided by the SMF as defined in clause 6.2.1.2 of TS 23.503 [20], such as PDU Session Type, Request Type, Access Type, the IPv4 address and/or IPv6 prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network identifier (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), Charging Characteristics information, Session- AMBR, subscribed default QoS information (5QI, 5QI Priority Level, ARP), UE support of reflective QoS (see TS 23.501 [2], clause 5.7.5.1), Number of supported packet filters for signalled QoS rules for the PDU Session (see TS 23.501 [2], clause 5.7.1.4), 3GPP PS Data Off status, Trace Requirements and Internal Group Identifier (see clause 5.9.7 of TS 23.501 [2]), DN Authorization Profile Index, DN authorized Session AMBR, Framed Route information (as defined in Table 5.2.3.3.1-1),. MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (see clause 4.3.2.2.2), Satellite Backhaul Category information, list of NWDAF instance Ids (used by AMF, SMF, UPF) and corresponding Analytics ID(s), PVS IP address(es) or PVS FQDN(s) (see clause 5.30.2.10.4.2 of TS 23.501 [2]), and Onboarding Indication.
Framed Route information is defined in Table 5.2.3.3.1-1.
NOTE:	If SMF receives the DN authorized Session AMBR from the DN-AAA at PDU sSession establishment, it includes the DN authorized Session AMBR within the Session-AMBR, instead of the subscribed Session- AMBR received from the UDM, in the request.
W-5GAN specific PDU sSession information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: SM Policy Association ID defined in TS 29.512 [57]. Success or Failure.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1TS 23.503 [20], and Policy Control Request Trigger(s) of SM Policy Association as defined in clause 6.1.3.5 of TS 23.503 [20].
See clause 4.16.4 for the detail usage of this service operation.
See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.
* * * * Twelfth change * * * *
[bookmark: _Toc27895190][bookmark: _Toc36192287][bookmark: _Toc45193400][bookmark: _Toc47593032][bookmark: _Toc51835119][bookmark: _Toc91154198]5.2.5.4.3	Npcf_SMPolicyControl_UpdateNotify service operation
Service operation name: Npcf_SMPolicyControl_UpdateNotify
Description: Provides to the NF Service Consumer, e.g. SMF, updated Policy information for the PDU Session. evaluated based on the information previously provided by the SMF, AF, CHF, UDR and NWDAF, as defined in clause 6.2.1.2 of TS 23.503 [20],
Inputs, Required: SM Policy Association ID.
Inputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1TS 23.503 [20], and Policy Control Request Trigger(s) of SM Policy Association as defined in clause 6.1.3.5 of TS 23.503 [20].
Outputs, Required: Success or Failure.
Outputs, Optional: None.
See clause 4.16.5.2 for the usage of this service operation.
* * * * Thirteenth change * * * *
[bookmark: _Toc27895192][bookmark: _Toc36192289][bookmark: _Toc45193402][bookmark: _Toc47593034][bookmark: _Toc51835121][bookmark: _Toc91154200]5.2.5.4.5	Npcf_SMPolicyControl_Update service operation
Service operation name: Npcf_SMPolicyControl_Update.
Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.
Inputs, Required: SM Policy Association ID.
Inputs, Optional: Information on the Policy Control Request Trigger condition that has been met, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index, 5GS bridge information [user-plane Node ID, DS-TT MAC address, port number of DS-TT port, UE-DS-TT Residence Time], Port Management Information Container and the related port number, User plane node Management Information Container, MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (see clause 4.3.2.2.2), Satellite Backhaul Category information, list of NWDAF instance Ids used by AMF, SMF, and UPF and corresponding Analytics ID(s).
W-5GAN specific PDU sSession information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: Success or not.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1TS 23.503 [20], and Policy Control Request Trigger(s) of SM Policy Association as defined in clause 6.1.3.5 of TS 23.503 [20].
See clause 4.16.5.1 for the usage of this service operation.
NOTE:	When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].
* * * * End of changes * * * *
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