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1 Overall description
CT3 is specifying the Naf_Authentication service in 3GPP TS 29.255. CT3 noticed that in clause 4.4.1.2.2 of 3GPP TS 23.256, the Authentication Session Correlation Id (provided by the AF (USS)) is one of the mandatory output parameters in the Naf_Authentication_AuthenticateAuthorize service operation, and one of the mandatory input parameters in the Naf_Authentication_Notification service operation. The identification was introduced by S2-2105474 in stage 2 for distinguishing the session uniquely, (e.g. to revoke UAV authentication and authorization).
CT3 also noticed in clause 7.1.2 of 3GPP TS 23.501, the Notification Correlation Id (provided by the NF service consumer) is used to identify the request to which the notification relates. CT3 would like to kindly ask SA2 to answer the questions below:
Question 1: Whether both the Authentication Session Correlation Id and the Notification Correlation Id are used to identify the session uniquely to which the notification relates?
Question 2: If the answer to Question 1 is yes, whether the Authentication Session Correlation Id can be removed and use the Notification Correlation Id to align with the design of other services?
Besides, there are different understandings for the description in clause 7.1.2 of TS 23.501.
The subscription request shall include the notification endpoint, i.e. Notification Target Address) and a Notification Correlation ID (e.g. the notification URL) of the NF Service Consumer to which the event notification from the NF Service Producer should be sent to.
Option 1: The notification endpoint consists of Notification Target Address and Notification Correlation ID, the Notification Target Address is a URL.
Option 2: The Notification Target Address is the notification endpoint, e.g. an NEF or SMF etc., and the Notification Correlation ID is a URL.
Question 3: Which option is the correct understanding for the Notification Target Address and Notification Correlation ID?
Step 11 of clause 5.2.2.2 of 3GPP TS 23.256 specifies that the USS may indicate to release the UAS service related network resource in the case of UUAA failure for re-authentication or re-authorization.
11.	[Conditional] If UUAA-MM fails during a Re-authentication and Re-authorization and there are PDU session(s) established using UAS services, and the USS has indicated that the network resources can be released, AMF may trigger these PDU Sessions release. AMF identifies the relevant PDU session(s) for UAS services based on the DNN/S-NSSAI value of the PDU session.
However, only the re-authentication failure scenario is mentioned in the service definition, when specifying the scenarios for the USS to indicate the release of the UAS service related network resource.
[bookmark: _Toc91142000]4.4.1.1.2.2	Nnef_Authentication_AuthenticateAuthorize service operation
Service operation name: Nnef_Authentication_Authenticate_Authorize
Description: Provides the authentication and authorization result of the Service Level device Identity.
Input, Required: Notification endpoint, Service Level Device Identity (i.e. CAA-Level UAV ID) for authentication, GPSI.
Input, Conditional Required: DNN, S-NSSAI (in case the consumer NF is SMF).
Input, Optional: Service Level Device Identity (i.e. CAA-Level UAV ID) for re-authentication, Authorization Server Address (i.e. USS Address), PEI, UE IP address (in case the consumer NF is SMF), authentication/authorization container provided by UE, UAV location.
Output, Required: Success/Failure indication, Authorization Data container, Authentication Session Correlation Id.
Output, Conditional Required: Indication whether the PDU sessions associated with the "DNN(s) subject to aerial services" can be released [Required for re-authentication failure].
Output, Optional: None.
Question 4: Will the USS indicate the release of the UAS service related network resource during re-authorization failure?
CT3 noticed that there are two independent procedures for re-authentication and re-authorization, however, for the revocation procedure, only one UUAA revocation procedure is defined.
Question 5: Are both the authentication and authorization always revoked at the same time in the UUAA revocation procedure?
Question 6: If the answer to Question 5 is no (i.e. there are three cases, authentication revocation, authorization revocation, authentication and authorization revocation), will the USS indicate the release of UAS service related network resource during an independent authorization revocation procedure?
2	Actions
To SA2:
ACTION: 	CT3 kindly asks SA2 to answer above questions and amend the SA2 specifications accordingly.
3	Dates of next TSG CT WG 3 meetings
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