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Abstract of the contribution: This P-CR proposes a KI regarding FS_UAS_Ph2 WT#2.2.
1. Introduction

The FS_UAS_Ph2 study item highlighted that the aviation industry is developing advanced requirements for Detect And Avoid (DAA) solutions in a variety of aviation groups, to enable UAV-to-UAV communications to support DAA solutions to ensure safe co-existence of UAV and UAM in congested airspaces, considering both in-coverage and out-of-coverage scenarios and inter-PLMN scenarios. 

TS 22.125 supports these scenarios with requirements R-5.2.2-001, and R-5.2.2-004 to R-5.2.2-0011, which refer to UAV-to-UAV direct communication using 3GPP technologies (e.g. PC5).

The corresponding work task in the FS_UAS_Ph2 study item is:

WT#2.2. Identify how and whether existing mechanisms can be re-used, and identify architectural and functional modifications required, in order to support aviation applications such as Detect And Avoid (DAA).

2. Proposal

It is proposed to adopt the following Key Issue in TR 23.700-58.

* * * * Start of Changes * * * *
X
Key Issues
X.A
Key Issue #A – Support of Detect and Avoid Mechanism in 3GPP system  
This key issue focuses on the support of detect and avoid mechanisms in the 3GPP system, based on requirements for DAA defined in TS 22.125 [X]. The following aspects are to be considered: 
· Whether and how existing UAV-to-UAV communication mechanisms can be re-used and/or extended, and whether any architectural modifications are required, and what they are, with respect to the current solutions using PC5 (e.g. ProSe, C-V2X);
-
For solutions based on direct UAV-to-UAV communication mechanisms, whether only broadcast communications are required, or whether also unicast and/or groupcast communications are required, and whether current solutions can be re-used or extended;

· Whether and what network-assisted (ground based) DAA solutions are applicable, and whether a combination of network-assisted and direct solutions should be defined;

· What assumptions need to be made about considering security solutions outside of 3GPP, e.g. similar to application layer security as in C-V2X. It is assumed security discussion is to be coordinated with SA3.
* * * * End of Changes * * * *
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