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Abstract of the contribution: FS_UPEAS Architectural assumptions 
1	Discussion
FS-UPEAS objectives contain:
WT#1: Study UPF event exposure service(s) registration/deregistration, and discovery via the NRF.
WT#2: Study UPF event exposure service(s) that would support, e.g.
-	Consumption of UPF exposure services by the PCF, NWDAF, CHF, NEF, Trusted AF and other NFs (if needed).
-	(To support the UPF exposure service, if needed) Use of SMF services, PCF services, NWDAF services, CHF services, NEF services, Trusted AF services by the UPF.
NOTE 1: This will not define solutions where UPF exposes information that it is not originator of, i.e. not re-expose information owned and exposed by other NFs.
-	Relevant Event IDs.
WT#3: Evaluate usage of UPF event exposure service(s) as defined in WT#2 also considering the architectural impacts 

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-62 as follows

CHANGE (1)

[bookmark: _Toc22214902][bookmark: _Toc23254035]4	Architectural Assumptions and Requirements
Editor's note:	This clause will document the Architectural Assumptions and Requirements applicable for the study.
[bookmark: _Toc92883022][bookmark: _Toc92890913]4.1	Architectural Assumptions
-	The architecture and framework as specified in TS 23.501 [2], TS 23.502 [3], and TS 23.503 [4] are used as the baseline for the present study.
-  	The SMF is responsible for controlling UPF packet processing as well as for the coherency of the usage monitoring requests sent to UPF due to PCF usage monitoring and due to CHF reporting requests for charging.
-	The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study.
- 	The study shall maintain the Rel-17 backward compatibility on the N3, N6, N9, interfaces.
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