

	
3GPP TSG-WG SA2 Meeting #149E meeting	S2-2201101
Elbonia, February 14 – 25, 2022	(revision of S2-2108832)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.502
	CR
	3411
	rev
	-
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	NSAC for maximum number of PDU Sessions and MA PDU Session

	
	

	Source to WG:
	Lenovo, Motorola Mobility

	Source to TSG:
	SA2

	
	

	Work item code:
	eNS_Ph2
	
	Date:
	2022-01-27

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The current text in clause 4.2.11.4 (Number of PDU Sessions per network slice availability check and update procedure) specifies the following in step 4:

"For MA-PDU Session, the NSACF may accept the MA PDU Session and may provide to the SMF a Result indicating 'maximum number of PDU Sessions per S-NSSAI reached' or 'maximum number of PDU Sessions per S-NSSAI not reached' associated with an Access Type. If the NSACF indicates a failure, which is associated with an Access Type, the SMF sends to the UE an indication for user plane restriction associated with the Access Type and optionally an associated back-off timer. The UE may use the MA PDU Session via the Access Type which is not restricted. "

The following issues still need to be clarified:
· It is described that the SMF sends "an indication for user plane restriction associated with the Access Type" but it needs to be clarified that this indication is sent in a PDU Session Establishment Accept message. In other words, the SMF accepts the MA PDU Session and includes UP resriction for a particular Access Type.
· The text uses the term "back-off timer" although the PDU Session establishment request is accepted (with UP restrictions). Usually the "back-off timer" is used in reject messages. Therefore, it is proposed to rename this timer from "back-off timer" to "validity timer", meaning validity for the UP restriction.

An additional scenario needs to be described: when the NSACF indicates a failure for both Access Types. Then the SMF rejects the MA PDU Session similarly as the single access PDU Session. 
Furthermore, the abbreviation "MA-PDU Session" used whereas the TS 23.501 specifies the "MA PDU Session". Corresponding alignement is required. 


	
	

	Summary of change:
	For NSAC for maximum number of PDU Sessions applying to MA PDU Session, it is clarified that:
· the SMF sends a PDU Session Establishment Accept message including for the user plane restrictions; and
· the term "back-off timer" is modified to "validity timer".
· In case when the NSACF indicates a failure for both Access Types, the SMF rejects the MA PDU Session similarly as the single access PDU Session. 
· Editorial changes.
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[bookmark: _Toc517082226]* * * * 1st change * * * *
[bookmark: _Toc91153536][bookmark: _Toc83301853][bookmark: _Toc20204189][bookmark: _Toc27894878][bookmark: _Toc36191956][bookmark: _Toc45193046][bookmark: _Toc47592678][bookmark: _Toc51834765][bookmark: _Toc59100591][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]4.2.11.4	Number of PDU Sessions per network slice availability check and update procedure
The number of PDU Sessions per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of PDU Sessions established on S-NSSAI which is subject to NSAC. The SMF is configured with the information indicating which network slice is subject to NSAC.
NOTE 1:	EAC mode is not applicable for Number of PDU Sessions per network slice availability check and update procedure.


Figure 4.2.11.4-1: Number of PDU Sessions per network slice availability check and update procedure
1.	If the SMF is not aware of which NSACF to communicate, the SMF performs NSACF discovery as described in clause 6.3.22 of TS 23.501 [2] and in clause 5.2.7.3.2. The SMF anchoring the PDU session triggers the Number of PDU Sessions per network slice availability check and update procedure for the network slices that are subject to NSAC at the beginning of a PDU Session Establishment procedure (clause 4.3.2.2.1 and clause 4.3.2.2.2) only for new PDU Sessions to be established, and as a last step of successful PDU Session Release procedure (clause 4.3.4.2 and clause 4.3.4.3).
NOTE 2:	SMFs handling PDU sessions associated with UE Request Type "Existing PDU Session" for intra access handover purposes do not interact with the NSACF.
2.	The SMF anchoring the PDU session sends Nnsacf_NSAC_NumOfPDUsUpdate_Request message to the NSACF. The SMF includes in the message the UE-ID, the PDU session ID, S-NSSAI for which the number of PDU Sessions per network slice update is required, Access Type and the update flag. The update flag may include one of the following values:
-	'increase' which indicates that the number of PDUs established on the S-NSSAI is to be increased when the procedure is triggered at the beginning of PDU Session Establishment procedure or when a new user plane leg is to be established for an MA- PDU Session;
-	'decrease' which indicates that the number of PDU Sessions on the S-NSSAI is to be decreased when the procedure is triggered at the end of PDU Sessions Release procedure or when an existing user plane leg is to be released for an MA- PDU Session; or
-	'update' which indicates that for existing PDU Session the aAccess tType is to be replaced with a new aAccess tType during inter access mobility.
NOTE 3:	For SSC mode 3 PDU session, the SMF of the new PDU Session invokes the NSACF to increase the number of PDU Session and adds the new PDU session ID in the NSACF. When the old PDU session is released the SMF of the old PDU session invokes the NSACF to decrease the number of PDU Session and remove the old PDU session ID in the NSACF.
NOTE 4:	An SMF anchoring an IPv6 Multi-homed PDU session does not invoke NSACF for an S-NSSAI subject to NSAC when the PDU session replaces an existing anchor according to clause 4.3.5.3.
3.	The NSACF updates the current number of PDU Sessions established on the S-NSSAI, i.e. increase or decrease the number of PDU Sessions per network slice based on the information provided by the anchor SMF in the update flag parameter.
	If the update flag parameter from the SMF anchoring the PDU session indicates increase value and the maximum number of PDU Sessions established on the S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of PDU Sessions per network slice has been reached. If the maximum number of PDU Sessions established on the S-NSSAI has not been reached, the NSACF checks the UE ID. If the UE ID is located, the NSACF, stores the PDU Session ID and the Access Type and increases the number of PDU Sessions for that S-NSSAI. If the NSACF did not locate the UE ID, it creates an entry for the UE ID, stores the PDU Session ID and Access Type and increases the number of PDU Sessions for that S-NSSAI.
	If the update flag parameter from the SMF anchoring the PDU session indicates decrease value, the current number of PDU Sessions per S-NSSAI, the NSACF locates the UE ID, and decreases the number of PDU Sessions for that S-NSSAI and its related PDU Session ID. If the UE ID has no more PDU sessions, after the decrease, the NSACF removes the UE ID entry.
	If the update flag parameter from the SMF anchoring the PDU session indicates update value, the NSACF locates the existing entry with UE ID and PDU Session ID and replaces the Access Type in the existing entry.
	The NSACF takes the Access Type parameter into account for increasing and decreasing the number of PDU Sessions per S-NSSAI as described in clause 5.15.11.2 of TS 23.501 [2]. For MA- PDU Session, if the NSACF receives a request containing multiple Access Types, the NSACF provides a Result indication for each Access Type.
4.	The NSACF acknowledges the update to the anchor SMF with Nnsacf_NSAC_NumOfPDUsUpdate_Response message including a Result indication. If the NSACF returns a Result indication including ' maximum number of PDU Sessions per S-NSSAI reached', the SMF rejects the PDU Session establishment request with reject cause set to 'maximum number of PDU Sessions per S-NSSAI reached' and optionally a back-off timer and the aAccess tType.
[bookmark: _Hlk94264442]	For MA- PDU Session, the NSACF may accept the MA PDU Session and may provide to the SMF a Result indicating 'maximum number of PDU Sessions per S-NSSAI reached' or 'maximum number of PDU Sessions per S-NSSAI not reached' associated with an Access Type. If the NSACF indicates a failure, which is associated with an single Access Type and the user plane via the other access type may be used, the SMF sends to the UE a PDU Session Establishment Accept including an indication for user plane restriction associated with the Access Type and optionally an associated back-off validity timer. The UE may use the MA PDU Session via the Access Type which is not restricted. If the NSACF indicates a failure for both Access Types, the SMF rejects the MA PDU Session Establishment Request as described above for single access PDU Session. 
	In the case of a PDU Session Establishment failure, the anchor SMF triggers another request to the NSACF with the update flag parameter equal to decrease in order to re-adjust back the PDU Session counter in the NSACF.
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