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Abstract of the contribution: Solution for WT3
1	Discussion
The FS_5WWC_Ph2 SID objectives reads
[bookmark: _Hlk87257550]Work task #3 Trusted/untrusted Non-3GPP access network
a)  Void
b) How to select a TNGF/N3IWF that supports the S-NSSAI(s) needed by the UE.

2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-17 as follows
[bookmark: _Toc22214907][bookmark: _Toc23254040]6.0	Mapping of Solutions to Key Issues

	
	Key Issues	Comment by LTHBM0: Assumes the KI number maps to the WT nR

	Solutions
	2
	3

	Solution #X: slice related TNGF selection for WLAN access
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NEXT CHANGE (2) all text is new


[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041]6.X	Solution #X: slice related TNGF selection for WLAN access
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
[bookmark: _Toc22214910]The solution addresses slice related TNGF selection for WLAN access. Other types of non-3GPP access are not covered by this solution.
Current (R17) 23.501 clause 6.3.12 specifies that a non-3GPP access network may advertise "3GPP Cellular Network" information, by using the ANQP protocol, defined in the HS2.0 specification [X]. A non-3GPP access network (WLAN) may via ANQP "3GPP Cellular Network" information advertise (per Current (R17) 23.501 [2] clause 6.3.12):
· A PLMN List-3, which includes PLMNs with which "5G connectivity" is supported. A non-3GPP access network supports "5G connectivity" with a PLMN when it deploys a TNGF function that can connect with an AMF function and an UPF function in this PLMN via N2 and N3 interfaces, respectively. 
The solution proposes to extend this capability in order for the UE to be able to select a SSID mapping at best to the NSSAI the UE wishes to register to over TNGF access. The solution assumes all TNGF that may be reached behind a SSID and TNAP  support the same set of S-NSSAI(s).
The ANQP "3GPP Cellular Network" information when indicating "5G connectivity" may also advertise the list of S-NNSAI(s) that the TNGF(s) reachable by the corresponding SSID on the TNAP support.
[bookmark: _Toc23254043]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]The UE runs the TNGF selection process described in TS 23.501 [2] clause 6.3.12.2 up to step 3.
Step 4 of TS 23.501 [2] clause 6.3.12.2 is modified as follows to take into account the NSSAI the UE wishes to register to over TNGF access as well as ANQP "3GPP Cellular Network" information advertisement of the list of S-NSSAI(s) that the TNGF reachable by the corresponding SSID may support over this TNAP.
Step 4: the UE selects a non-3GPP access network to connect to, as follows (only step a is modified):
a. The UE puts the available non-3GPP access networks in priority order. For WLAN access, the UE constructs a prioritized list of WLAN access networks by using the WLANSP rules (if provided) and the procedure specified in clause 6.6.1.3 of TS 23.503 [45] as well as by using the target Requested NSSAI of the UE and the list of supported S-NSSAI(s) advertised over ANQP "3GPP Cellular Network" information indicating "5G connectivity". 
Editor's note: The relative priority between the WLANSP rules and the slice based selection is FFS.
b.	From the prioritized list of non-3GPP access networks, the UE selects the highest priority non-3GPP access network that supports the selected type of trusted connectivity to the selected PLMN.
d.	Over the selected non-3GPP access network, the UE starts the 5GC registration procedure specified in clause 4.12a.2.2 of TS 23.502.


[bookmark: _Toc23254044]6.X.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
· TNAP is to advertise per SSID the list of S-NSSAI(s) that the TNGF(s) reachable by the corresponding SSID support via ANQP "3GPP Cellular Network" information that is also indicating "5G connectivity" 
· UE is to leverage this information to determine the priority order of available non-3GPP access networks per a modified TS 23.501 [2] clause 6.3.12 process.



NEXT CHANGE (3)

[bookmark: _Toc22214898][bookmark: _Toc23254031]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[X]	WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2) Technical Specification".



ANNEX, not for inclusion in the TR but FYI (copy from 23.501 about TNGF seclection)
[bookmark: _Toc20150236][bookmark: _Toc27847044][bookmark: _Toc36188176][bookmark: _Toc45184087][bookmark: _Toc47342929][bookmark: _Toc51769631][bookmark: _Toc91148802]6.3.12.1	General
Clause 6.3.12 specifies how a UE, which wants to establish connectivity via trusted non-3GPP access, selects a PLMN and a trusted non-3GPP access network (TNAN) to connect to. How the UE decides to use trusted non-3GPP access is not specified in this document. As an example, a UE may decide to use trusted non-3GPP access for connecting to 5GC in a specific PLMN based on:
-	the UE implementation-specific criteria; or
-	the UE configuration, e.g. the UE may be configured to try first the trusted non-3GPP access procedures; or
-	the UE capabilities, e.g. the UE may support only the trusted non-3GPP access procedures; or
-	the advertised capabilities of the discovered non-3GPP access networks, e.g. one or more available non-3GPP access networks advertise support of trusted connectivity to 5GC in a specific PLMN.
An example deployment scenario is schematically illustrated in Figure 6.3.12.1-1 below. In this scenario, the UE has discovered five non-3GPP access networks, which are WLAN access networks. These WLANs advertise information about the PLMNs they interwork with, e.g. by using the ANQP protocol, as defined in the HS2.0 specification [85]. Each WLAN may support "S2a connectivity" and/or "5G connectivity" to one or more PLMNs. Before establishing connectivity via trusted non-3GPP access, the UE needs to select (a) a PLMN, (b) a non-3GPP access network that provide trusted connectivity this this PLMN, and (c) a connectivity type, i.e. either "5G connectivity" or "S2a connectivity".
Each non-3GPP access network may advertise one or more of the following PLMN lists:
1)	A PLMN List-1, which includes PLMNs with which "AAA connectivity" is supported. A non-3GPP access network supports "AAA connectivity" with a PLMN when it deploys an AAA function that can connect with a 3GPP AAA Server/Proxy in this PLMN, via an STa interface (trusted WLAN to EPC), or via an SWa interface (untrusted WLAN to EPC); see TS 23.402 [43].
2)	A PLMN List-2, which includes PLMNs with which "S2a connectivity" is supported. A non-3GPP access network supports "S2a connectivity" with a PLMN when it deploys a TWAG function that can connect with a PGW in this PLMN, via an S2a interface; see clause 16 of TS 23.402 [43].
3)	A PLMN List-3, which includes PLMNs with which "5G connectivity" is supported. A non-3GPP access network supports "5G connectivity" with a PLMN when it deploys a TNGF function that can connect with an AMF function and an UPF function in this PLMN via N2 and N3 interfaces, respectively; see clause 4.2.8.
When the UE wants to discover the PLMN List(s) supported by a non-3GPP access network and the non-3GPP access network supports ANQP, the UE shall send an ANQP query to the non-3GPP access network requesting "3GPP Cellular Network" information. If the non-3GPP access network supports interworking with one or more PLMNs, the response received by the UE includes a "3GPP Cellular Network" information element containing one or more of the above three PLMN Lists. The PLMN List-1 and the PLMN List-2 are specified in TS 23.402 [43] and indicate support of interworking with EPC in one or more PLMNs. The PLMN List-3 is a list used to indicate support of interworking with 5GC in one or more PLMNs. When the non-3GPP access network does not support ANQP, how the UE discovers the PLMN List(s) supported by the non-3GPP access network is not defined in the present specification.
The UE determines if a non-3GPP access network supports "trusted connectivity" to a specific PLMN by receiving the PLMN List-2 and the PLMN List-3 advertised by this access network. If this PLMN is not included in any of these lists, then the non-3GPP access network can only support connectivity to an ePDG or N3IWF in the PLMN (i.e. "untrusted connectivity").


Figure 6.3.12.1-1: Example deployment scenario for trusted Non-3GPP access network selection
[bookmark: _Toc20150237][bookmark: _Toc27847045][bookmark: _Toc36188177][bookmark: _Toc45184088][bookmark: _Toc47342930][bookmark: _Toc51769632][bookmark: _Toc91148803]6.3.12.2	Access Network Selection Procedure
The steps below specify the steps executed by the UE when the UE wants to select and connect to a PLMN over trusted non-3GPP access. Note that the UE executes these steps before connecting to a trusted non-3GPP access network. This is different from the untrusted non-3GPP access (see clause 6.3.6, "N3IWF selection"), where the UE first connects to a non-3GPP access network, it obtains IP configuration and then proceeds to PLMN selection and ePDG/N3IWF selection. In the case of trusted non-3GPP access, the UE uses 3GPP-based authentication for connecting to a non-3GPP access, so it must first select a PLMN and then attempt to connect to a non-3GPP access.
Step 1:	The UE constructs a list of available PLMNs, with which trusted connectivity is supported. This list contains the PLMNs included in the PLMN List-2 and PLMN List-3, advertised by all discovered non-3GPP access networks. For each PLMN the supported type(s) of trusted connectivity is also included.
a.	In the example shown in Figure 6.3.12.1-1, the list of available PLMNs includes:
-	PLMN-a: "S2a connectivity", "5G connectivity"
-	PLMN-b: "5G connectivity"
-	PLMN-c: "S2a connectivity", "5G connectivity"
-	PLMN-d: "S2a connectivity"
Step 2:	The UE selects a PLMN that is included in the list of available PLMNs, as follows:
a.	If the UE is connected to a PLMN via 3GPP access and this PLMN is included in the list of available PLMNs, the UE selects this PLMN. If this PLMN is not included in the list of available PLMNs, but it is included in the "Non-3GPP access node selection information" in the UE (see clause 6.3.6.1), the UE selects this PLMN and executes the combined ePDG/N3IWF selection procedure specified in clause 6.3.6.3.
b.	Otherwise (the UE is not connected to a PLMN via 3GPP access, or the UE is connected to a PLMN via 3GPP access but this PLMN is neither in the list of available PLMNs nor in the "Non-3GPP access node selection information"), the UE determines the country it is located in by using implementation specific means.
i)	If the UE determines to be located in its home country, then:
-	The UE selects the HPLMN, if included in the list of available PLMNs. Otherwise, the UE selects an E-HPLMN (Equivalent HPLMN), if an E-HPLMN is included in the list of available PLMNs. If the list of available PLMNs does not include the HPLMN and does not include an E-HPLMN, the UE stops the procedure and may attempt to connect via untrusted non-3GPP access (i.e. it may execute the N3IWF selection procedure specified in clause 6.3.6).
ii)	If the UE determines to be located in a visited country, then:
-	The UE determines if it is mandatory to select a PLMN in the visited country, as follows:
-	If the UE has IP connectivity (e.g. the UE is connected via 3GPP access), the UE sends a DNS query and receives a DNS response that indicates if a PLMN must be selected in the visited country. The DNS response includes also a lifetime that denotes how long the DNS response can be cached for. The FQDN in the DNS query shall be different from the Visited Country FQDN (see TS 23.003 [19]) that is used for ePDG/N3IWF selection. The DNS response shall not include a list of PLMNs that support trusted connectivity in the visited country, but shall only include an indication of whether a PLMN must be selected in the visited country or not.
-	If the UE has no IP connectivity (e.g. the UE is not connected via 3GPP access), then the UE may use a cached DNS response that was received in the past, or may use local configuration that indicates which visited countries mandate a PLMN selection in the visited country.
-	If the UE determines that it is not mandatory to select a PLMN in the visited country, and the HPLMN or an E-HPLMN is included in the list of available PLMNs, then the UE selects the HPLMN or an E-HPLMN, whichever is included in the list of available PLMNs.
-	Otherwise, the UE selects a PLMN in the visited country by considering, in priority order, the PLMNs, first, in the User Controlled PLMN Selector list and, next, in the Operator Controlled PLMN Selector list (see TS 23.122 [17]). The UE selects the highest priority PLMN in a PLMN Selector list that is also included in the list of available PLMNs;
-	If the list of available PLMNs does not include a PLMN that is also included in a PLMN Selector list, the UE stops the procedure and may attempt to connect via untrusted non-3GPP access.
c.	In the example shown in Figure 6.3.12.1-1, the UE may select PLMN-c, for which "S2a connectivity" and "5G connectivity" is supported.
Step 3:	The UE selects the type of trusted connectivity ("S2a connectivity" or "5G connectivity") for connecting to the selected PLMN, as follows:
a.	If the list of available PLMNs indicates that both "S2a connectivity" and "5G connectivity" is supported for the selected PLMN, then the UE shall select "5G connectivity" because it is the preferred type of trusted access.
b.	Otherwise, if the list of available PLMNs indicates that only one type of trusted connectivity (either "S2a connectivity" or "5G connectivity") is supported for the selected PLMN, the UE selects this type of trusted connectivity.
c.	In the example shown in Figure 6.3.12.1-1, the UE may select PLMN-c and "5G connectivity". There are two non-3GPP access networks that support "5G connectivity" to PLMN-c: the WLAN access network 2 and the WLAN access network 4.
Step 4:	Finally, the UE selects a non-3GPP access network to connect to, as follows:
a.	The UE puts the available non-3GPP access networks in priority order. For WLAN access, the UE constructs a prioritized list of WLAN access networks by using the WLANSP rules (if provided) and the procedure specified in clause 6.6.1.3 of TS 23.503 [45]. If the UE is not provided with WLANSP rules, the UE constructs the prioritized list of WLAN access networks by using an implementation specific procedure. For other types of non-3GPP access, the UE may use access specific information to construct this prioritized list.
b.	From the prioritized list of non-3GPP access networks, the UE selects the highest priority non-3GPP access network that supports the selected type of trusted connectivity to the selected PLMN.
c.	In the example shown in Figure 6.3.12.1-1, the UE selects either the WLAN access network 2 or the WLAN access network 4, whichever has the highest priority in the prioritized list of non-3GPP access networks.
d.	Over the selected non-3GPP access network, the UE starts the 5GC registration procedure specified in clause 4.12a.2.2 of TS 23.502.
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