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FIRST CHANGE
[bookmark: _Toc66692654][bookmark: _Toc66701833][bookmark: _Toc69883491][bookmark: _Toc73625503][bookmark: _Toc91144852][bookmark: _Toc83206620][bookmark: _Toc30666558][bookmark: _Toc31029852][bookmark: _Toc31030743][bookmark: _Toc43388310][bookmark: _Toc43735540][bookmark: _Toc50130527][bookmark: _Toc50133841][bookmark: _Toc50134181][bookmark: _Toc50557133][bookmark: _Toc50548809][bookmark: _Toc55202114][bookmark: _Toc57209736][bookmark: _Toc57366127][bookmark: _Toc66703570][bookmark: _Toc73625622][bookmark: _Toc83206732][bookmark: _Toc73625501][bookmark: _Toc83206601][bookmark: _Toc83355922][bookmark: _Toc20204674][bookmark: _Toc27895388][bookmark: _Toc36192491][bookmark: _Toc45193593][bookmark: _Toc47593225][bookmark: _Toc51835312][bookmark: _Toc75412148]5.1.4.3	Principles for Network controlled Remote authorization authorisation for ProSe UE-to-Network Relay
Editor's note:	This clause will document the Principles for Network controlled Remote authorization for the ProSe UE-to-Network Relay and base on the KI# 3 conclusions of TR 23.752 [21].
5.1.4.3.1	General
5G ProSe Remote UE data is transported unmodified over the 5G ProSe UE-to-Network Relay. If required, the 5G ProSe Remote UE data can be ciphered. The PLMN serving the 5G ProSe Remote UE can be the same PLMN or different from the one serving the 5G ProSe UE-to-Network Relay.
Prior to data relaying, both 5G ProSe Layer-3 Remote UE and 5G ProSe Layer-3 UE-to-Network Relay are authenticated and authorised for relay service as specified in clause 6.5.1.x.
5.1.4.3.2	Principles for control plane based authorisation for Layer-3 UE-to-Network Relay
Control plane-based authorisation for Layer-3 UE-to-Network Relay is characterised by the following principles: 
-	Relay authorisation is pre-requisite to PDU Session establishment specified in clause 6.5.1.1.
-	Relay network is the PLMN serving the 5G ProSe UE-to-Network Relay and the Remote network is the 5G ProSe Remote UE's HPLMN. These networks can be the same PLMN or two different PLMNs.
-	The Relay UDM, the Remote UDM and the Remote AUSF can be in the same PLMN or in two different PLMNs depending on whether the 5G ProSe Remote UE's HPLMN and the 5G ProSe UE-to-Network Relay's HPLMN are the same PLMN or different PLMNs. 
-	During the 5G ProSe UE-to-Network Relay registration, the 5G ProSe UE-to-Network Relay receives information on whether it is authorised to be a 5G ProSe UE-to-Network Relay. During the same procedure, the AMF gets information on which 5G Remote UEs may use this UE if the Remote UE belongs to the same PLMN or PLMNs whose UEs determined by the MCC and MNC may use this UE as a 5G ProSe UE-to-Network Relay if the Remote UE belongs to different PLMN.
-	During PC5 connection establishment, the 5G ProSe Remote UE provides its UE ID (SUCI) to the 5G ProSe UE-to-Network Relay which sends that info to the AMF to get authenticated and authorisation:
-	the 5G ProSe UE-to-Network Relay's AMF initiates authentication for the 5G ProSe Remote UE towards the 5G ProSe Remote UE's AUSF;
- 	the 5G Remote UE and the 5G ProSe UE-to-Network Relay perform PC5 connection establishment based on outcome of 5G ProSe Remote UE authentication and authorization via 5G ProSe UE-to-Network Relay's AMF.
-	5G ProSe Remote UE determines when to release the PC5 link for relaying.
For call flow details, see TS 33.503 [29].

