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1	Discussion
Presently, when the UE attempts to register with 5GC via untrusted non-3GPP access, a N3IWF is selected by the UE but without considering slice information. Consequently, the N3IWF selected by the UE may not support the slices requested by the UE. To address this issue, a new solution is needed which can select a N3IWF by using also slice information. 
A N3IWF can be selected based on slice information by using either:
a) A UE-based solution, where the requested NSSAI is used to select an appropriate N3IWF; or
b) A network-based solution, where the AMF determines an appropriate N3IWF to serve a UE based on the requested NSSAI, subscribed NSSAI, S-NSSAIs supported by all N3IWFs connected to AMF, etc.
Both approaches a) and b) have pros and cons and need to be compared and analyzed in detail. However, this is not the purpose of this document. It is expected that such comparison and analysis will be conducted in future documents. The purpose of this document is to propose a network-based solution that adopts the approach b).
2 Proposal
[bookmark: _Hlk513714389]It is proposed to insert the following solution in TR 23.700-17 as a candidate solution for the KI on “how to select a TNGF/N3IWF that supports the S-NSSAI(s) needed by the UE”.
FIRST CHANGE
[bookmark: _Toc22214906][bookmark: _Toc23254039]6	Solutions
[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041]6.X	Solution #X: Registration via Untrusted Non-3GPP Access with N3IWF Relocation
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042][bookmark: _Toc500949101][bookmark: _Toc22214910]6.X.1	Description
The solution in this clause defines extensions to the "5GC registration via untrusted non-3GPP access" procedure, which enable the AMF to select a different N3IWF to serve the UE, when the originally selected N3IWF cannot support the slices needed by the UE.
[bookmark: _Hlk94112399]The key steps of the solution are summarized as follows:
a)	The UE selects a PLMN and an N3IWF in this PLMN as specified in TS 23.501, clause 6.3.6.2 "Stand-alone N3IWF selection". This N3IWF is selected without considering any slice information.
b)	The UE initiates an IKE_AUTH exchange with the selected N3IWF and sends a Registration Request message via this N3IWF, as specified in TS 23.502 clause 4.12.2.2. The selected N3IWF selects an AMF by using information provided by the UE, including the Requested NSSAI, and forwards to this AMF the Registration Request message. 
c)	The AMF identifies whether the selected N3IWF can or cannot support the slices requested by the UE. If the selected N3IWF cannot support the slices requested by the UE, and if there is another N3IWF that can serve this UE and can support the slices requested by the UE, then the AMF triggers N3IWF relocation, i.e., requests to substitute the selected N3IWF with a new N3IWF. This N3IWF relocation does not interrupt the ongoing registration procedure. The registration procedure continues but the UE is instructed to establish a NWu connection with the new N3IWF. 
The AMF can decide to trigger N3IWF relocation based on its own criteria. Typically, the AMF considers the Requested NSSAI provided by the UE, the Subscribed NSSAI and the S-NSSAIs supported by all N3IWFs connected to this AMF.
d)	As a result, the 5G registration procedure is completed and a new N3IWF is selected by AMF, which can support all (or the most) S-NSSAIs requested by the UE.
More details can be found in the next clause.
[bookmark: _Toc23254043]6.X.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]6.X.2.1	Registration via untrusted non-3GPP access with N3IWF relocation
[bookmark: _Hlk94278663]The procedure specified in this clause extends the registration procedure for untrusted non-3GPP access specified in TS 23.502 [X], clause 4.12.2.2, in order to support N3IWF relocation. During the registration via untrusted non-3GPP access, the AMF may trigger N3IWF relocation as defined in the previous clause. 

Fig. 6.X.2.1-1: Registration via untrusted non-3GPP access with N3IWF relocation
1-7. Same as steps 1-8 in TS 23.502 [X], figure 4.12.2.2-1 (Registration via untrusted non-3GPP access).
9b.	The AMF decides to trigger N3IWF relocation and use N3IWF-2 instead of N3IWF-1. For taking this decision, the AMF may consider the Requested NSSAI provided by the UE, the Subscribed NSSAI for this UE, the S-NSSAIs supported by all N3IWF connected to AMF, and other information.
The AMF sends a N3IWF Relocation Command to N3IWF-1 that contains a Security Mode Control (SMC) Request message, in order to establish a NAS security context for this UE and protect further NAS messages. In this message, the AMF also includes the address of N3IWF-2 and an AMF identity, e.g. a Globally Unique AMF Identifier (GUAMI) or an IP address of AMF. The N3IWF-1 forwards to UE the received SMC Request message, the N3IWF-2 address and the AMF identity, inside an EAP 5G-NAS packet.
10.	Since the UE receives an N3IWF address in step 9b, the UE determines that is should select another N3IWF. Therefore, the UE sends an EAP 5G-Stop packet, which (as specified in TS 24.502) triggers the N3IWF-1 to terminate the ongoing IKE procedure by sending an IKE_INFORMATIONAL request message containing an EAP-Failure and an appropriated error cause.
	After this step, the N3IWF-1 could release the N2 connection with the AMF. However, since the release of the N2 connection may affect the ongoing 5G registration procedure, the N3IWF-1 may delay the release of the N2 connection with the AMF or may wait from AMF to release the N2 connection. 
11-12. The UE starts the establishment of a new NWu connection with the N3IWF address received in step 9b (i.e., N3IWF-2). 
13.	The UE sends an IKE_AUTH request to N3IWF-2, which includes an EAP-Response/5G-NAS packet that contains the AN-Params and a SMC Complete message, which is a response to the SMC Request message received in step 9b. The AN-Params contains a UE identity (e.g., SUCI or 5G-GUTI), an Establishment cause, (optionally) a Requested NSSAI, and the AMF identity received in step 9b. The presence of the AMF identity in this message indicates to N3IWF-2 that this message is sent due to N3IWF relocation. Alternatively, the Establishment cause may contain a value that indicates to N3IWF-2 that this message is sent due to N3IWF relocation.
	Note that, although the UE reconnected to a new N3IWF, the NAS registration procedure between the UE and the AMF is resumed via the new N3IWF. The registration procedure is not interrupted due to the N3IWF relocation.
14.	The N3IWF-2 selects the same AMF based on the received AMF identity and forwards the SMC Complete message to the AMF inside a N3IWF Relocation Notify. This message also contains the UE identity so that the AMF can associate the received SMC Complete message with the appropriate UE context and resume the ongoing registration procedure for this UE. The N3IWF Relocation Notify message creates a new N2 connection associated with the UE. Note that the N3IWF-2 decides to send a N3IWF Relocation Notify message to AMF (and not an Initial UE Message) because it determines that the message in step 13 is sent to due to N3IWF relocation.
	After the AMF receives the N3IWF Relocation Notify from N3IWF-2, the AMF may have two different N2 connections associated with the same UE: one with N3IWF-1 setup in step 6b and another with N3IWF-2 setup in step 14b. Therefore, the AMF is expected to release the N2 connection with N3IWF-1, which is not required anymore. The messages exchanged for releasing this N2 connection are not shown in the above figure.
15-21. Same as steps 10-13 in TS 23.502 [X], figure 4.12.2.2-1 (Registration via untrusted non-3GPP access). 
After the above signaling flow the UE registration to 5GC is completed and the initially selected N3IWF-1 is relocated to N3IWF-2, which supports the S-NSSAI allowed for the UE. 
[bookmark: _Toc23254044]6.X.3	Impacts on Existing Nodes and Functionality
Editor’s note: The impacts on existing nodes will be provided in a future update of this solution.
END OF CHANGES
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