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Abstract: Initial scenario for KI#7 of FS_EDGE_Ph2. 
1. Introduction
This contribution proposes the initial scenario for KI#7 based on the objective for WT#9 in SP-211638.
It is proposed to document also the assumption that existing services operations are not impacted by this new mechanism, as described in the (KI description and) SID objective (as underlined below):
"Investigate the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF."
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-48.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc93394845]5.7	KI#7: Obtention of DNAI information by AF
[bookmark: _Toc93394846]5.7.1	Description
Editor's note:	This key issue corresponds to Work Task #9 in SP-211638. This sub-clause can be further improved based on contributions.
[bookmark: _Toc93394847]In order to indicate to the 5GC which EAS it wants to use, an AF is required today to provide the corresponding DNAI. However, DNAI is a 5GC information that may be complicated to provision to the AF and keep up-to-date. In most deployments, it should be possible to determine the configured DNAI based on the EAS IP address, in which case the 5GC could provide a service to the AF to provide the DNAI related to an IP address or IP range, based on the configured mapping.
This key issue investigates the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF.
This key issue will study the following aspects:
-	How and when can the EHE request the DNAIs corresponding to the IP addresses/ranges of its EASes;
-	How can the EHE maintain this DNAI information up-to-date.
5.7.2	Scenarios
Editor's note:	This clause will document the scenarios (and potential associated use cases) applicable to KI#7, if any. This clause will be removed if left empty.
As part of the PLMN deployment of an operator, EHEs from third parties are accessible via a number of local accesses to Data Network in the PLMN, reachable via specific DNAIs which are required in some Edge computing related procedures in order to route the traffic to the proper EAS.
When the EHE of the third party is put in operation, the third party would want to get the DNAI(s) corresponding to the IP addresses of its EASes from the 5GC and maintain this information up-to-date.
Once the AF of the third party knows the DNAI corresponding to the IP address of the EAS, this value can be used as part of existing procedures as per the existing procedures already defined in Rel-17 specifications.
[bookmark: _Toc93394848]5.7.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#7, if any. This clause will be removed if left empty.
The existing service operations used by the AF and making use of DNAI shall not be impacted by this new functionality.
* * * * End of changes * * * *
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