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Abstract of the contribution: A solution for supporting QoS differentiation for UE behind 5G-RG is proposed.
1	Discussion
The FS_5WWC_Ph2 SID objectives reads
[bookmark: _Hlk87257355]Work task #2: Whether and how to improve the support of devices connecting behind 5G-RG including : 
a) void
b) providing differentiated service (e.g.  QoS and charging) for UE and Non-3GPP devices connected behind a 5G RG. This may imply s studying ways for 5GC to identify Non-3GPP devices connected behind a 5G RG and/or their traffic. Conclusions may differ for UE and for Non-3GPP devices .
[bookmark: _Hlk85614707]This solution is based on the architectures described in TS 23.316 Figure 4.10.1 and Figure A-1 for UE behind 5G-RG. According to currently solution, multiple Child IPsec SA can be established between the UE and the TNGF or between the UE and the N3IWF. Each Child IPsec SA is associated with one or more QoS flows. For each IPsec Child SA, if the Additional QoS Information is received from the TNGF or the N3IWF, the UE may reserve non-3GPP Access Network resources according to the Additional QoS Information for the IPsec Child SA. Therefore, this solution focuses on the QoS differentiation within 5G-RG PDU session to support QoS differentiation for the UE behind the 5G-RG.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-17 on FS_5WWC_Ph2 as follows.
[bookmark: _Toc22214906][bookmark: _Toc23254039][bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc23254040]6.0	Mapping of Solutions to Key Issues
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[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041][bookmark: _Toc500949101][bookmark: _Toc22214910]6.Y	Solution #Y: Solution of providing differentiated service for UE connected behind a 5G-RG
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.Y.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
This solution provides differentiated service for UE connected behind a 5G-RG. In this solution, the architectures described in TS 23.316 Figure 4.10.1 and Figure A-1 are used for UE behind 5G-RG. According to currently solution, multiple Child IPsec SA can be established between the UE and the TNGF or between the UE and the N3IWF. Each Child IPsec SA is associated with one or more QoS flows. For each IPsec Child SA, if the Additional QoS Information is received from the TNGF or the N3IWF, the UE may reserve non-3GPP Access Network resources according to the Additional QoS Information for the IPsec Child SA.
Therefore, this solution focuses on the QoS differentiation within 5G-RG PDU session to support QoS differentiation for the UE behind the 5G-RG. 


Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access



Figure A-1: Non-roaming architecture for UE behind 5G-RG using untrusted N3GPP access

[bookmark: _Toc23254043]6.Y.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]
QoS differentiation in the underlying 5G-RG’s PDU Session can be provided on per-IPsec Child Security Association basis by using the network requested PDU Session Modification procedure described in clause 4.3.3.2 of TS 23.502 [3].
To support QoS differentiation in the underlying 5G-RG’s PDU Session, the SMF initiates PDU Session modification procedure for an IPSec SA based on mapping between the DSCP markings for the IPsec child SAs and the corresponding QoS in the PLMN. The packet detection filters in the underlying 5G-RG’s PDU Session can be based on the N3IWF/TNGF IP address and the DSCP markings.
Editor's note:	Whether and how 5G-RG can initiated PDU Session modification procedure for an IPSec SA is FFS.

[bookmark: _Toc23254044]6.Y.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
SMF:
-  The SMF initiates PDU Session modification procedure for each IPSec SA based on mapping between the DSCP markings for the IPsec child SAs and the corresponding QoS in the PLMN.
************************** END OF CHANGE ***********************
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