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Abstract: This paper aims to discuss the Work Task 1.2 and introduce the key issues for this WT.
1. Introduction/Discussion
This paper aims to identify Key Issues for WT#1: Study 5G capabilities exposure for industrial and automation applications, in particular the WT#1.2: 
-	Work Task 1.2: Study whether and how to enhance NEF exposure framework to enable capability exposure for  provisioning of traffic characteristics and monitoring of performance characteristics applicable to each UE of a given group 

This WT aims to study how to satisfy the following SA1 requirements from TS 22.261
-	QoS monitoring
-	Based on MNO policy, the 5G network shall provide suitable means to allow an authorized third party to 
-	 monitor changes in QoS policy that pertains to LAN-VN performance
-	 configure and receive information regarding the achieved performance for a specific UE
-	 configure and receive information regarding the achieved performance for a specific network

At the same time, it also addresses the "Device connectivity management" and "Device connectivity monitoring" requirements on 5G capabilities exposure from 5G-ACIA (Exposure of 5G Capabilities for Connected Industries and Automation Applications):
-	The 5G exposure reference points must support:
-	On-demand UE-to-UE (UNU) or UE-to-data-network (UN) connections with a defined quality of service (QoS)
-	Multiple connections per device, each characterized by QoS parameters (Examples of QoS parameters that can be defined for each connection are: service bit rate, minimum communication service reliability, and maximum end-to-end latency)
-	Modification of an established UNU or UN connection (e.g. new QoS parameters) and termination of a connection
-	The 5G exposure reference points must be capable of acknowledging a communication service request within 100 ms
-	The exposure reference points must enable the IIoT application to provide a traffic profile applicable to a single connection, to all connections of a device, or to all connections of a group of devices. The 5G NPN may use that information to assess its resource capacity and to optimize resource allocation. The traffic profile may be provided when a new connection is requested, or when an existing connection is modified
-	Note: Examples of parameters included in traffic profiles are: transfer interval and the data volume per cycle time, or average and peak data rates, silence time intervals may also be included to indicate when an established connection will not carry any user payload (e.g. at night or on weekends)
-	The 5G exposure reference points must support monitoring of device connectivity, including the connection’s QoS
-	The 5G exposure reference point must support connectivity monitoring for individual devices or for a group of devices
-	The 5G exposure reference point must support on-demand, periodic, and event-triggered connectivity monitoring for a device or a group of devices. For event-triggered monitoring, it must be possible to define a list of triggering events. Examples of triggering events include connection status change and device movements across mobile network radio cells
-	The 5G exposure reference point must respond to a request to provide real-time QoS monitoring information within a specified time
-	The 5G exposure reference point must be able to provide a history of communication events
-	The 5G exposure reference points shall enable the periodic updating of QoS monitoring information
-	The 5G exposure reference point shall enable the provision of statistical information on device connection parameters and error types of a monitored device. The time span for collection and evaluation of statistical values can be specified by the IIoT application

Currently, NEF supports AF request for an AF session on a specific QoS and QoS Monitoring for URLLC. However, the AF request for a specific QoS does not support the group as the target and the AF session for QoS Monitoring for URLLC can only support average end-to-end delay for specific QoS flow or for specific PDU Session. Additionally the QoS framework only supports QoS Notification control that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled.

Observation 1: The current NEF exposure framework does not support AF request with QoS targeting a group of UEs.
Observation 2: The current NEF exposure framework does not support AF request with QoS targeting a UE-to-UE connection.
Observation 3: The current NEF exposure framework does not support AF request with QoS Monitoring for QoS performance information rather than average end-to-end delay.
Observation 4: The current NEF exposure framework does not support QoS Notification for a specific QoS parameter.

Proposal: It is proposed to capture the gaps for NEF exposure in the key issue for Work Task 1.1
2. Text Proposal
It is proposed to capture the following changes vs. 23.700-74 V0.0.0.
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Studying 5GS enhancements specifically oriented towards support of 5G capabilities exposure for industrial and automation applications is necessary to enable the management, operation, monitoring and use of 5G network easily without having to rely on in-depth knowledge on the underlying 5G technology from the perspective of vertical domain, whose main focus should be on an application business and not the maintenance of a communication infrastructure.
Via capabilities exposure, industrial and automation applications can access 5GS for factory and process automation, production IT and logistics and warehousing. Industrial and automation applications also have access to communication service monitoring and network management capabilities. It is also possible to support other use cases that share the requirements of industrial and automation applications. Examples include control applications for rail transportation, electrical power distributions and central power generation.
The primary role of capabilities exposure is to manage the user plane (e.g., connections established, monitored, changed, terminated, etc.) within the 5GS by industries and automation applications. The user plane supports the transmission of application data for diverse devices: sensors, actuators and controllers. To enable this, this key issue aims at addressing the following points:
-	How to use the NEF exposure framework to configure traffic characteristics applicable to each UE of a given group;
-	How to use the NEF exposure framework to monitor performance characteristics applicable to each UE of a given group;
-	How to use the NEF exposure to manage the configuration and monitoring for traffic between two UEs;
-	How and when to transform monitoring per group into monitoring per individual UE (e.g. the aggregation reporting for the whole group or for a single UE);
-	Which traffic characteristics (e.g. transfer interval, data volume per cycle time, etc.) are relevant for 5GS and which performance characteristics (e.g. communication service availability, communication service reliability, etc.) need to be monitored will also be studied;
NOTE:	See 5G-ACIA White Paper (Exposure of 5G Capabilities for Connected Industries and Automation Applications, February 2021), TS 22.104 [2] clause 5 and Annex C for more examples of traffic characteristics and performance characteristics.
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