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Abstract: this paper proposes a key issue on 5GC supports PEGC configuration for a PIN. 
1. Introduction
According to the SP-211643, the study on Personal IoT Networks.
Following work task related to the PIN configuration:
	· To study the potential architectural enhancements for supporting management of PIN, access of PIN via PIN Element with Gateway Capability (PEGC), and communication of PIN (e.g. PIN Element communicates with other PIN Elements directly or via 5GS or via PEGC and 5GS).
· To study the procedures for network discovery, PIN Element discovery, capability of PIN Element discovery, as well as availability and reachability discovery, e.g., assisted by a PIN Element with Management Capability (PEMC).


There can be interaction over application layer among PIN Elements, PEGC, PEMC, and application server, that will be studied in SA6, most of the PIN configuration can be done over application layer, but considering that PEGC needs to have additional functionality for supporting, e.g., differentiating PIN Element for 5GC, access control, etc., the 5GC needs to support PEGC configuration for discovery, access control, etc.
It is possible that user owns both PIN Element and non-PIN capable device, user will not deploy two different gateway for different devices, it needs to study the way how to avoid a non-PIN capable device to access PIN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Toc92882279][bookmark: _Hlk91782779]5	Key Issues
5.X	Key Issue #X: 5GC supports discovery and access for PIN
[bookmark: _Hlk21032560]5.X.1	Description 
When PIN is created, at least one PEGC shall be included. After a PIN has been created, additional PEGCs can be added into the PIN. If a PINE wants to be a member of the PIN, it needs to know which PEGC serves the PIN automatically, i.e. a PINE needs to discover the PEGC serving the PIN, especially when the PINE does not have communicate path with 5GS. While a PEGC serving the PIN also needs to know which PINE is able to connect to the PEGC as a member of the PIN.
When the user owns both devices supports PIN feature and devices does not support PIN feature, the user may not want to deploy different types of gateways to serve the different types of devices, he/she can use the PEGC to support both types of devices, hence the PEGC needs to know the device type.
The following aspects will be studied:
-	Whether and how 5GC supports provisioning of configuration information to PEGC and PINE for a PIN, e.g., for PINE discovering PEGC, for PEGC performing access control, etc.
-	How PEGC knows whether the device that connect to it supports PIN or not;
* * * * End of changes * * * *
3GPP
SA WG2 TD

