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Similarly when NSACF provides the notification, it should share the details along with the status for each Access Type if configured.
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* * * * start of 1st change * * * *
[bookmark: _Toc91153809][bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc91153549][bookmark: _Toc83355858][bookmark: _Toc68061709]4.15.3.2.10	Number of UEs and PDU Sessions per network slice notification procedure
This procedure depicts the case of an AF subscribing to receive the registered number of UEs, or the number of PDU sessions in a specific S-NSSAI. The procedure handles the case when there is a single NSACF in the PLMN responsible for the S-NSSAI (single Service Area) or when there are multiple NSACFs responsible for the S-NSSAI in the PLMN (multiple Service Areas).


Figure 4.15.3.2.10-1: Number of UEs and PDU Sessions per network slice notification procedure
1.	To subscribe or unsubscribe for the number of UEs or the number of PDU Sessions per network slice notification with the NEF, the AF sends Nnef_EventExposure Subscribe/Unsubscribe Request (Event ID, Event Filter, Event Reporting information, S-NSSAI, immediate reporting) message to the NEF. The Event ID parameter defines the subscribed event ID, i.e. Number of Registered UEs or Number of Established PDU Sessions. The Event Filter parameter defines the S-NSSAI, in case of a trusted AF or AF-Service-Identifier as defined in TS 29.522 for an untrusted AF, and optionally Access Type for which reporting is required. The Event Reporting information parameter defines the mode of reporting, with includes a threshold value or periodic reporting with included periodicity time interval, and Immediate reporting flag if requested. The S-NSSAI is the slice for which the subscription is requested
	Notifications related to the threshold based subscriptions behave as follows:
-	A single notification is sent only when the number of registered UEs or the number of established PDU Sessions reaches the threshold. A single notification is sent every time there is a change from being below the threshold to reach the threshold.
-	A single notification is sent only once when the number of registered UEs or the number of established PDU Sessions go below the threshold after reaching it. A single notification is sent every time there is a change from reaching the threshold to coming down below the threshold.
2.	The NEF confirms with Nnef_ SliceStatusEventExposure _Subscribe/Unsubscribe Response message to the AF.
3.	The NEF may query the NRF to find the NSACF(s) responsible for the requested S-NSSAI. If needed, the NEF translates the AF-Service-Identifier to the corresponding S-NSSAI prior to performing the query.
4.	If the NEF has not already subscribed to the event from the NSACF for the requested S-NSSAI, the NEF initiates the request Nnsacf_SliceEventExposure_Subscribe/Unsubscribe Request (Event ID, Event Filter, Event Reporting information, immediate reporting, S-NSSAI, Access Type) to all the NSACFs supporting the requested S-NSSAI. The NEF stores the AF requested Event Reporting Information. If multiple NSACFs are selected for the requested S-NSSAI, the NEF may set the Event Reporting Information to periodic in its request to the NSACFs. If single NSACF is selected, the NEF sets the Event Reporting Information identical to the received request from the AF. The NEF also sets the Event ID, and Event Filter identical to the received request from the AF
NOTE 1:	The period chosen is selected by the NEF based on its internal logic.
5.	The NSACF(s) confirms with Nnsacf_SliceEventExposure_Subscribe/Unsubscribe Response message to the NEF.
6.	When the reporting condition for a subscribed event is fulfilled, the NSACF triggers a notification towards the NEF.
7.	The NSACF sends the Nnsacf_SliceEvent Exposure_Notify (Event ID, Event Filter, Event Reporting information) message to the NEF. If the subscription is for event based notification (e.g. based on the monitored event reaching a threshold value), the Event Reporting information parameter contains confirmation for the event fulfilment. If the subscription is for periodic notification or for immediate reporting, the Event Reporting information parameter provides information for the current number of UEs registered with a network slice for the associated access type (e.g. represented in percentage of the maximum number of the UEs registered with the network slice) or information for the current number of PDU Sessions on a network slice for the associated access type (e.g. represented in percentage of the maximum number of the UEs established on the network slice).
8.	When a single NSACF is returned from the discovery procedure, the NEF immediately returns, in step 7b, the notification received from the NSACF since the reporting condition is fulfilled. In case of untrusted AF; the NEF includes the AF-Service-Identifier corresponding to the S-NSSAI in the returned notification.
	When multiple NSACFs are selected for the requested NSSAI the NEF performs the aggregation from reporting NSACF(s) and maintain the overall usage of the S-NSSAI for the selected NSACFs as long as the subscription is active.
NOTE 2:	If multiple NSACFs are selected for the requested S-NSSAI, the NEF continuously updates the aggregated information to be able to fulfil the incoming subscription request from the AF.
9.	When multiple NSACFs are selected for the requested S-NSSAI, and when the reporting condition for a subscribed event by the AF is fulfilled, the NEF triggers a notification towards the AF. In case of untrusted AF; the NEF includes the AF-Service-Identifier corresponding to the S-NSSAI in the returned notification.
* * * * Next change * * * *
[bookmark: _Toc91154531]5.2.21.4.2	Nnsacf_SliceEventExposure_Subscribe service operation
Service operation name: Nnsacf_SliceEventExposureSubscribe
Description: This service operation is used by the consumer NF to subscribe or modify a subscription with the NSACF for event based notifications of the current number of UEs registered for a network slice or the current number of PDU Sessions established on a network slice.
Inputs, Required: Event ID, Event Filter, Event Reporting information.
The Event ID parameter defines whether to notify the number of UEs registered with a network slice or the number of PDU Sessions established on a network slice.
The Event Filter parameter definesis the S-NSSAI and optionally Access Type for which the current number of UEs registered for a network slice or the current number of PDU Sessions established on a network slice or both are to be notified to the consumer NF.
The Event Reporting information parameter defines whether the notification is threshold based (e.g. the notification is triggered when the current number of UEs or PDU Sessions with a network slice reaches a defined threshold value) or the notification is periodical (e.g. the notification is triggered at expiry of a periodic timer) and optionally the Immediate reporting flag.
Inputs, Optional: Notification threshold, Notification periodicity.
The Notification threshold parameter is optional. It is provided when the Notification is threshold base. The notification threshold parameter may be a numeric value or a percentage of the maximum number of the UEs or PDU Sessions per network slice.
The Notification periodicity parameter is optional. It is provided when the Notification is periodical. The Notification periodicity parameter defines the time between the notification periodicity.
Outputs, Required: Operation execution result response, Subscription Correlation Id.
* * * * Next change * * * *
[bookmark: _Toc91154533]5.2.21.4.4	Nnsacf_SliceEventExposure_Notify service operation
Service operation name: Nnsacf_SliceEventExposure_Notify
Description: This service operation is used by the NSACF to report the current number of UEs registered with a network slice or the current number of PDU Sessions established on a network slice in numbers or in percentage from the maximum allowed numbers, based on threshold or at expiry of periodic timer.
Inputs, Required: Event ID, Event Filter, Event Reporting information, Notification Correlation Information.
The Event ID parameter defines the type of the reported information, i.e. the number of UEs registered with a network slice or the number of PDUs Sessions established on a network slice.
The Event Filter parameter definesis the S-NSSAI and optionally the Access Type for which the Notification applies.
The Event Reporting information parameter provides the network slice status information in terms of the current number of UEs registered with a network slice for the associated Access Typeor the current number of PDU Sessions established on a network slice for the associated Access Type. If the Notification is threshold based where the threshold is a certain number of UEs registered with a network slice for a particular Access Type or PDU Sessions established on a network slice or the threshold is a percentage of the maximum number of UEs registered with a network slice for a particular Access Type or the maximum number of PDU Sessions established on a network slice for a particular Access Type, the Event Reporting information parameter contains confirmation for reaching this threshold value. If the Notification is periodical, the Event Reporting information parameter provides information for the current number of UEs registered with a network slice for the associated Access Type (e.g. represented in percentage of the maximum number of the UEs registered with the network slice) or information for the current number of PDU Sessions established on a network slice for the associated Access Type(e.g. represented in percentage of the maximum number of the PDU Sessions established on the network slice) with periodicity provided during the subscription.
If NSACF has not received Access Type parameter in the Event filter then it may consider both the Access type in Event reporting Information while sending the notification.
Outputs, Required: None.
* * * * end of changes * * * *
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