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Abstract: There is alignment in SA2 needed according to the SA3's latest conclusion regarding control plane based remote provisioning of credentials for NSSAA and secondary authentication/authorization.
1. Introduction
SA2 previously agreed to enable both control plane and user plane based procedure to perform remote provisioning of credentials for NSSAA or secondary authentication/authorization. But the latest conclusion in SA3 TR33.857(17.0.0) is that user plane based provisioning of PNI-NPN credentials will be used.
2. Discussion
Based on the following text quoted from SA2 study TR23.700-07 (17.0.0), there are observations as below: 
[bookmark: _Toc68069235]8.4.0	General
NOTE:	Control Plane remote provisioning is network-triggered, PDU session establishment for User Plane remote provisioning is UE-triggered
[bookmark: _Toc54940753][bookmark: _Toc54952468][bookmark: _Toc57233926][bookmark: _Toc68069237]8.4.2	Conclusions for PNI-NPN case
Remote provisioning for PNI-NPN credentials (Component 2 of KI#4)
-	At least network initiated remote provisioning of credentials to allow access to PNI-NPN services should be supported in Rel-17;
-	Both procedures using Control Plane and using User Plane protocols after establishing PDU session shall be enabled for remote provisioning the PNI-NPN credentials used for NSSAA and/or PDU Session secondary authentication;
[bookmark: _Hlk54107799]-	For Control Plane remote provisioning:
-	It is assumed that the PS communicates with the 5GC using 3GPP defined protocols.
Observation 1: Both control plane and user plane based procedure shall be enabled for remote provisioning of PNI-NPN credentials, according to SA2 TR conclusion.
Observation 2: Network initiated remote provisioning (i.e. control plane remote provisioning) should be supported in Rel-17, according to SA2 TR conclusion.
Observation 3: 3GPP defined protocols is assumed to be used as CP remote provisioning. There is no assumption on which 3GPP protocol (existing or new) to be designed/enhanced to achieve this purpose in the conclusion.

At the same time, SA3 opinions are needed for a complete solution as stated in TR23.700-07(17.0.0):
Editor's note:	SA WG3 feedback for the suitability of the procedure will need to be taken into account.
Editor's note:	whether an extra security layer for protection of credentials between PS and UE is needed should be decided by SA WG3.

Based on the corresponding study in SA3 TR33.857(17.0.0), there are observations as below:
[bookmark: _Toc90449452][bookmark: _Toc90451323]5.2	Key Issue #2: Provisioning of Credentials
Designing completely new protocols is not in scope of this key issue.
[bookmark: _Toc90449612][bookmark: _Toc90451484]7.2	Conclusions on KI #2: Provisioning of Credentials
It is concluded that user plane will be used for provisioning of SO-SNPN or PNI-NPN credentials in the present document. Definition in 3GPP of UP and CP provisioning protocols is out of scope of the present document. 
Observation 4: Designing new control plane protocol for provisioning is not in the scope of the SA3 Rel-17 study.
Observation 5: SA3 concluded to use user plane solution for PNI-NPN credential provisioning in Rel 17.0.0.

In the current SA2 specifications(i.e. TS23.501 and TS23.502), it is specified to use UE Parameters Update procedure for provisioning of credentials for NSSAA or secondary authentication/authorization. As analysed above, there is a need to clarify the status of control plane based remote credential provisioning for NSSAA or secondary authentication/authorization. There are possible options as below:
Option 1: Clarify in the SA2 specification that control plane based protocol for remote provisioning of credentials for NSSAA or secondary authentication/authorization is not specified in Rel-17. Depending on the development in SA3 and the market incentive, it can be specified in future releases.
Option 2: Remove the control plane related text from the SA2 specification and leave user plane based remote provisioning as the only option for remote provisioning of credentials for NSSAA or secondary authentication/authorization.
3. Conclusion and proposal(s)
Proposal: It is proposed to use CR S2-2200483 and S2-2200484 to make alignment regarding the control plane remote provisioning of credentials for NSSAA or secondary authentication/authorization
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