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Abstract: This paper introduces a new solution to key issue for WT#1.1
1. Introduction/Discussion
This paper proposes a new solution to address how to endorse the service area for group of Edge users.
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-74 V0.0.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change – all text is new * * * *
[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc92883029][bookmark: _Toc92890920]6.X	Solution #X: Support for service area for Edge services
6.X.1	Introduction
Editor's Note: 	This clause briefly lists the key issue(s) addressed by this solution, and the main principles of the solution.
[bookmark: _Toc16839384][bookmark: _Toc21087543][bookmark: _Toc500949099][bookmark: _Toc22214909]This solution aims to address the enforcement of Service Area attribute as described in key issues for WT#1.1. 
It concludes that the proper action for enforcement of "Service Area" varies depending on the service. 
For Edge service it concludes that a mechanism for endorsement of service area is already specified.  
[bookmark: _Toc92883031][bookmark: _Toc92890922]6.X.2	Functional Description
Editor's Note:	This clause further details the solution principles and any assumptions made.
6.X.2.1	Analysis of the existing endorsement mechanisms
As documented in WT 1.1, the solution for endorsement of "Service Area" should be using existing specified mechanisms. The following lists some of the existing candidate mechanisms specified in TS 23.501:
1.	Service area restrictions
	The UE may be configured from AM-PCF (via AMF) for service area restrictions during the registration procedure. The AMF retrieves the Service Area Restrictions as part of the UE's subscription data from UDM and indicates it to AM-PCF who can adjust the area. Service area restrictions consist either of allowed areas (whitelist) or non-allowed areas (blacklist), that indicate the TAIs where the UE shall not initiate Service Request for any PDU Session. Service area restrictions are also indicated to the RAN (as Mobility Restriction List) to prevent handovers outside of the Service Area. Service area restrictions are enforced by AMF.  
	Summary: Service area restrictions are per UE and enforced in AMF. The UE that is in non-allowed area cannot access the 5GS in general.
2. 	LADN DNN
	The access to a DN via a LADN PDU Session is only available in a specific LADN service area. The UE is aware of the LADN service area, either from AMF who provides the LADN service areas to the UE in Registration Request response, or via local configuration. If the UE is aware that the UE is outside of the LADN service area, the UE shall not activate the User Plane for this LADN DNN. SMF subscribes for “Area of Interest” from the AMF based on the LADN service area. If the SMF gets aware that the UE is out of LADN service area, the SMF can either release the PDU Session, or disallow any possible UP activation request from the UE. The LADN area is per PDU Session and is enforced in the SMF and in the UE.
	Summary: LADN area applies to any PDU Session to the given DNN/S-NSSAI. LADN area is enforced in SMF. The UE that is out of LADN area cannot access any the services of DNN/S-NSSAI.
3. Spatial validity in Traffic Influence for Edge services 
	AF can indicate areas where the Traffic Influence data is valid. SM-PCF configures the corresponding Presence Reporting Areas (PRA) to the SMF in PCC Rules. SMF can detect the UE mobility by subscribing to the corresponding UE mobility events from the AMF, or upon reception of Service Request from the UE. The SMF notifies the SM-PCF when the UE moves out of the spatial validity area. SM-PCF can update the PCC Rules to SMF and remove the DNAIs and the corresponding routing info in the PCC Rules. This means, if the UE is outside of the spatial validity area, the SMF does not assign a local PSA and all UL traffic should be routed to the central PSA of the PDU Session. The UE is not aware whether the UE is in or out of validity area. The AF can indicate the spatial validity area per PDU Session, or for any PDU Session to the given DNN/S-NSSAI. The Traffic Influence data may contain also "Internal Group Identifier" parameter; the AF can use this parameter to indicate that the Traffic Influence data, including spatial validity, is for any UE using the given DNN/S-NSSAI that belongs to the given Group. 
	Summary: Spatial validity is enforced in SMF. The UE that is out of spatial validity area can access the service via C-PSA. "Service Area" for a group of UEs using an Edge service is already supported by the existing spatial validity mechanism.

6.X.2.2	Group service area for an Edge service 
As discussed in the previous clause, the proper enforcement action when the UE moves out of "Service Area" varies, e.g if the UE moves out of "Service Area" of an Edge service, the UE cannot access the Edge service via L-PSA but may still be able to access the same service via C-PSA. Whereas in case of LADN, if the UE moves out of LADN service area, the UE shall not be able to transmit data via LADN PDU Session.
The enforcement of "Service Area" for group of UEs using edge service can be supported by the existing mechanisms specified for Traffic Influence; the AF can indicate the Internal Group Identifier and spatial validity area as part of the Traffic Influence data. If the UE moves out of spatial validity area that is defined for an Edge service, AMF can notify the SMF and SMF notifies the PCF. The PCF can then remove the list of DNAIs from the PCC Rules, and SMF does not assign an L-PSA for any such PDU Session.
What is currently missing from the specifications, is a mechanism for the AF to create and modify Edge user groups on temporary basis; the Traffic Influence data could then refer to these groups via the Internal Group Identifier parameter. This mechanism is out of scope of this solution proposal.
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