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Abstract: it is proposed to define a new key issue on the service continuity in case of Network Slice instance resource shortage.
1. Introduction
The WT#1 of FS_eNS_Ph3 proposes to study the service continuity in case of the Network Slice or the Network Slice instance cannot serve the PDU session, or if the existing Network Slice instance cannot meet the performance requirements of the applications. Therefore, there are two scenarios related to the service continuity mentioned in the WT#1.  
· Scenario#1: the Network Slice cannot serve the PDU session;
· Scenario#2: the Network Slice instance cannot serve the PDU session or the Network Slice instance cannot meet the performance requirements of the applications 
As discussed in the S2-2200258, Scenario#1 results from the misconfiguration. Only Scenario#2 needs to be considered for the WT#1. The existing mechanism on SMF Discovery and Selection, i.e. AMF querying the SMF within the same selected Network Slice instance from the NRF, is not flexible. It will cause the resource shortage for the selected Network Slice instance. It is proposed to focus on Scenario#2 and define new key issue on the service continuity in case of Network Slice instance resource shortage.
2. Text Proposal
It is proposed to capture the following changes into TR 23.700-41.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
5.X	Key Issue #X: Service continuity in case of Network Slice instance resource shortage 
5.X.1	General description
Network Slice instance is a set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which forms a deployed Network Slice, as defined in the TS 23.501[x]. Based on the operator's operational or deployment needs, an S-NSSAI can be associated with one or more Network Slice instances. During the PDU Session Establishment for a given S-NSSAI, the NFs/services within the corresponding Network Slice instance shall be selected. According to the existing mechanism as specified in the TS 23.501[x] and TS 23.502[x], when the AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, the AMF always queries this NRF associated with for SMF selection for a given S-NSSAI. In addition, the AMF stores the selected NSI ID of the S-NSSAI for the PDU Session in the UE context so that this NSI ID can be reused for the SMF selection for other PDU Sessions for the same S-NSSAI. In other words, the AMF is restricted to discover the SMF within the same Network Slice instance for the same S-NSSAI during PDU session establishment procedure. 
Therefore, it is possible that the overload or resource shortage for this selected Network Slice instance happens if the UE establishes multiple PDU Sessions for the same S-NSSAI, which will result in the selected Network Slice instance cannot serve the subsequent new PDU session or cannot meet the performance requirements of the applications.
This key issue will study how to enhance the existing mechanism to support service continuity in case of Network Slice instance resource shortage.
The following aspects shall be studied:
· How to allow the AMF to select an SMF that is in a suitable Network Slice instance, instead of restricting the selection of SMF within the same Network Slice instance for the same S-NSSAI.
· Whether and how to trigger the PDU Session re-establishment when the current Network Slice instance serving the existing PDU session is overloaded.
NOTE: The current mechanism on service continuity by re-establishing PDU Sessions (i.e. SSC mode#2 or SSC mode#3) is recommended to be reused as much as possible.
[bookmark: _GoBack]
* * * * Second change * * * *

[bookmark: _Toc94082010]
Annex A:

[bookmark: _Toc91154992][bookmark: _Toc81816569][bookmark: _Toc81492808][bookmark: _Toc81492244][bookmark: _Toc73950305][bookmark: _Toc73527629][bookmark: _Toc73524725][bookmark: _Toc69743806][bookmark: _Toc66367736][bookmark: _Toc66367673]A.X	Scenario of Network Slice instance resource shortage
Since R15, there are two options (early binding vs late binding) to select the Network Slice instance, in case of multiple Network Slice instances associated with the same S-NSSAI.
· Early binding: The NSSF returns the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s), optional NSI ID(s) to be associated to the Network Slice instance(s) corresponding to certain S-NSSAIs. The AMF maintains the relationship between the S-NSSAI, NRF ID and (optional) NSI ID in the UE context. During PDU session establishment, the AMF queries the NRF to discover the SMF within the Network Slice instance for a given S-NSSAI. The related procedures are described in clause 4.2.2.2.3 and clause 4.3.2.2.3.2 of TS 23.502[y]. 
· Late binding: During PDU session establishment procedure, the NSSF determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance queried by the AMF and optionally returns an NSI ID to be used to select NFs within the selected Network Slice instance to use for a given S-NSSAI. The related procedure is described in clause 4.3.2.2.3.2 of TS 23.502[y]. 
No matter whether early binding or late binding is used, when the AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, the AMF always queries this NRF associated with for SMF selection for a given S-NSSAI. In addition, the AMF stores the selected NSI ID of the S-NSSAI for the PDU Session in the UE context so that this NSI ID can be reused for the SMF selection for other PDU Sessions for the same S-NSSAI. In other words, the AMF is restricted to discover the SMF within the same Network Slice instance for the same S-NSSAI during PDU session establishment procedure. 
[image: ]
Figure A.X-1: NF selection within same Network Slice instance for the same S-NSSAI
Therefore, the overload or resource shortage for this selected Network Slice instance may happens if the UE establishes multiple PDU Sessions for the same S-NSSAI., Then, the selected Network Slice instance cannot serve the subsequent new PDU session or cannot meet the performance requirements of the applications.
* * * * End of changes * * * *
3GPP
SA WG2 TD

image2.png
Slice instance-1 Slice instance-2 Slice instance-3

SMF SMF SMF

SMF SMF SMF

UPF UPF UPF UPF UPF UPF

Session#1 Session#2 Session#3

Association: Allowed S-NSSAI <-> NSI ID

UE






 


 


SA WG2 Temporary 


Document


 


Page 


1


 


3GPP


 


SA WG2 TD


 


3GPP


 


TSG


-


WG SA2 Meeting #


14


9


E e


-


meeting


 


 


S2


-


2200257


 


Elbonia, 


February 14


th


 


–


 


25


th


, 2022


 


 


 


Source:


 


Huawei, HiSilicon


 


Title:


 


New key issue on the 


service continuity


 


in case of Network Slice instance 


resource shortage


 


Document for:


 


Approval 


 


Agenda Item:


 


9.14


 


Work Item / Release:


 


FS_eNS_Ph3 


/ Rel


-


18


 


Abstract: 


it is proposed to 


define 


a 


new key issue on the service continuity in case of Network Slice 


instance 


resource shortage


.


 


1. 


Introduction


 


The WT#1 of FS_eNS_Ph3 proposes to study the service continuity in case of the Network Slice or the Network Slice 


instance cannot serve the PDU session, or if the existing Network Slice instance cannot meet the p


erformance 


requirements of the applications. Therefore, there are two scenarios related to the service continuity mentioned in the 


WT#1.  


 


-


 


Scenario#1: the Network Slice cannot serve the PDU session;


 


-


 


Scenario#2: the Network Slice instance cannot serve the PDU session or the 


Network Slice instance cannot 


meet the performance requirements of the applications


 


 


As discussed in the 


S2


-


2200258


, 


Scenario


#1 results from the misconfiguration


. 


Only Scenario#2 needs to be considered 


for the WT#1. The existing mechanism 


o


n


 


S


M


F


 


D


i


s


c


o


v


e


r


y


 


a


n


d


 


S


e


l


e


c


t


i


o


n


,


 


i


.


e


.


 


AMF 


querying 


t


h


e


 


S


M


F


 


within the 


s


a


m


e


 


selected Network Slice instance


 


f


r


o


m


 


t


h


e


 


NRF


,


 


is not flexible


.


 


I


t


 


will cause the resource shortage for the selected 


Network Slice instance. 


It is proposed to focus on Scenario#2 and define new key issue on the service continuity in case 


of Network Slice instance resource shortage


.


 


2


. 


Text Proposal


 


It is proposed to ca


pture the following changes into TR 


23.700


-


41


.


 


* *


 


*


 


* 


First


 


change * * * *


 


5


.


X


 


Key Issue #


X


: 


Service continuity


 


in case of Network Slice 


instance 


resource shortage


 


 


5.


X


.1


 


General description


 


Network Slice instance is 


a set of Network


 


Function instances and the required resources (e.g. compute, storage and 


networking resources) which form


s


 


a deployed Network Slice, as defined in the TS 23.501[x]. 


Based on the operator's 


operational or deployment needs, an S


-


NSSAI can be associated with 


one or more Network Slice instances. During the 


PDU Session Establishment for a given S


-


NSSAI, the NFs/services within the corresponding Network Slice instance 


shall be selected. According to the existing mechanism as specified in the TS 23.501[x] and TS 2


3.502[x], 


when the 


AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice 


instance, the AMF always


 


queries this NRF associated with 


for SMF selection for a given S


-


NSSAI. 


In addition, the 


AMF stores the


 


selected NSI ID of the S


-


NSSAI for the 


PDU Session


 


in the UE context so that this NSI ID can be 


reused for the SMF selection for other PDU Sessions for the same S


-


NSSAI. 


In other words, 


the 


AMF is 


restricted


 


to 


discover 


the 


SMF 


within 


the same Network 


Slice instance


 


for the same S


-


NSSAI 


during


 


PDU session establishment 


procedure


. 


 




   

SA WG2 Temporary  Document   Page  1  

3GPP   SA WG2 TD  

3GPP   TSG - WG SA2 Meeting # 14 9 E e - meeting     S2 - 2200257   Elbonia,  February 14 th   –   25 th , 2022       Source:   Huawei, HiSilicon   Title:   New key issue on the  service continuity   in case of Network Slice instance  resource shortage   Document for:   Approval    Agenda Item:   9.14   Work Item / Release:   FS_eNS_Ph3  / Rel - 18   Abstract:  it is proposed to  define  a  new key issue on the service continuity in case of Network Slice  instance  resource shortage .   1.  Introduction   The WT#1 of FS_eNS_Ph3 proposes to study the service continuity in case of the Network Slice or the Network Slice  instance cannot serve the PDU session, or if the existing Network Slice instance cannot meet the p erformance  requirements of the applications. Therefore, there are two scenarios related to the service continuity mentioned in the  WT#1.     -   Scenario#1: the Network Slice cannot serve the PDU session;   -   Scenario#2: the Network Slice instance cannot serve the PDU session or the  Network Slice instance cannot  meet the performance requirements of the applications     As discussed in the  S2 - 2200258 ,  Scenario #1 results from the misconfiguration .  Only Scenario#2 needs to be considered  for the WT#1. The existing mechanism  o n   S M F   D i s c o v e r y   a n d   S e l e c t i o n ,   i . e .   AMF  querying  t h e   S M F   within the  s a m e   selected Network Slice instance   f r o m   t h e   NRF ,   is not flexible .   I t   will cause the resource shortage for the selected  Network Slice instance.  It is proposed to focus on Scenario#2 and define new key issue on the service continuity in case  of Network Slice instance resource shortage .   2 .  Text Proposal   It is proposed to ca pture the following changes into TR  23.700 - 41 .   * *   *   *  First   change * * * *   5 . X   Key Issue # X :  Service continuity   in case of Network Slice  instance  resource shortage     5. X .1   General description   Network Slice instance is  a set of Network   Function instances and the required resources (e.g. compute, storage and  networking resources) which form s   a deployed Network Slice, as defined in the TS 23.501[x].  Based on the operator's  operational or deployment needs, an S - NSSAI can be associated with  one or more Network Slice instances. During the  PDU Session Establishment for a given S - NSSAI, the NFs/services within the corresponding Network Slice instance  shall be selected. According to the existing mechanism as specified in the TS 23.501[x] and TS 2 3.502[x],  when the  AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice  instance, the AMF always   queries this NRF associated with  for SMF selection for a given S - NSSAI.  In addition, the  AMF stores the   selected NSI ID of the S - NSSAI for the  PDU Session   in the UE context so that this NSI ID can be  reused for the SMF selection for other PDU Sessions for the same S - NSSAI.  In other words,  the  AMF is  restricted   to  discover  the  SMF  within  the same Network  Slice instance   for the same S - NSSAI  during   PDU session establishment  procedure .   

