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Abstract:
1	Discussion
The problem of having newly introduced applications and applications that are known but the packet filters change, without the operator knowing this, is resolved by the PFD management feature described in TS 23.503 that states that there is a service level agreement between application service provider and the operator that enables the application service provider to provide packet flow filter(s) for application identifiers maintained by the ASP. These PFD(s) become part of the application detection filters at the SMF/UPF. 
The WT#3.3 raises the problem that the application service provider may have no service level agreement with the operator, as such will not be able to provide PFD(s) for those application identifiers maintained by the ASP but the operator may still want to identify these application traffic and apply policy and charging control.
2 Proposal
It is proposed to add the following key issues to the TR 23.700-81 "Study on Enablers for Network Automation for 5G; Phase 3".
* * * Start of changes * * *
5.x	Key Issue #X: NWDAF-assisted application detection
5.x.1	Description
This key issue proposes to study whether and how the NWDAF can assist on the detection of the traffic generated by an application. This KI corresponds to WT#3.3: NWDAF assisted application detection.
The detection of traffic generated by an application is performed using the application detection filters in the UPF/SMF and those application detection filters may include Packet Flow Description(s), i.e., PFD(s). Depending on service level agreements between the operator and the Application Service Provider, the ASP may provide PFD(s) for each application identifier maintained by the ASP. This KI studies whether and how NWDAF can assist on the detection of application traffic in case there is no service level agreement between the operator and the Application Service Provider. The NWDAF provides both application identifiers, known internally to the operator, and PFD(s) to identify the application traffic.
The following issues will be studied:
-	Whether existing or new Analytics ID will provide application identifier(s) and its PFD(s) to assist application detection.
-	Whether new input information is needed by NWDAF for the determination of the application identifier and its PFD(s).
-	How NWDAF output is stored and used by the PFD management function.
* * * End of Changes * * *
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